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d) USKORTBCOII to: The N-NC IG, completed Intelligence Ovmsigbt 
Inspections of JFHQ-NCR/MDW and AFNORTH. The organizations were well 
versed in their dutIe!! and responsibilities, underatanding constitutional 
constJ"rontll, laws and direc:tives which gov"'rn the oollection, dissemination and 
storage of II"'Ilsitive information, =p=ially that data which is constrained by 
Intellieence O"",rsight guidance or acquired on non-DoD per&ons. 'Their 
programs were found to be: very strong. Only one minor recommendation for 
iJJlprovement was provided. 

All N_Ne Intelligence J)imctorat;M and aubordinate commands have 
conducted initiallllld refresher training for personnel 99% of personnel bave 
been trained. 

A posmble 10 iuue was brought to the command's attention after the report t 
cut-off date. Informaoon is still being gathered and will be submitted on the 1 
next quarterly report. 

All N-NC Inteltigence Directorates and J'TPs have implemented more 
frequent databuc; information review proceUe3 (30-60 days) to ensure data 
repositories have effective follow-up wsseasments concerning the need to retain 
information. 

There have also been several di.acussion!! on He produced threat 
assessments and the ability to house them on J2 websites/servers. These 
BS!!e!ISIDents have expanded.1mm initial tltrcat products to include a broe.der 
range of lnformatiotl of use to HC components. Pending locating another host 
for thei!e products, access to them has been suspended. 

e) USPACOJI tG: Several units conducted annual training accomplishing 
100% 10 training (or assigned personnel. Some units developed an online 
training program that made it much easier for assigned per>lonnel to receive 
and conduct required annual training. Online programs have greatly anlsted 
tho!!e units that typically have ptrsonnel away from the office (e.g., TOY) by 
ma1cing the training accessible at all times. 

Training methods have been established for training records that include 
initial and reeuning training accompfu!lhed that is Wlsociated with date of 
actual completion. IIi addition, in-proces:!ling checldisw have been updated to 
reflect to training as part of the formal in-processing requirements for new1;y 
assigned penonnel . . 

All reporting commands are currently conducting indoctrination and 
refresher training. 

f) OSSOtrnlCOII I&. Automated training notifications go out monthly as 
a reminder to all personnel who are required to undergo training during that 

Thlo doa..-m: 10 t"". dI.o oJ':tl ... ",t ~boo tnape~or o._~al. ;r",iIlt Itdt. __ y 
",onul" I,nf", ... tl"" !;bat 10 -!.IIw KI1l'=-nt .....,dti .. • (LQ) ..., 'ror cUl"l.! II •• 
Oa1y' 11'0lI01 "" ctba .... loc aubjact tc tile wiv • .". anc!./c~ 1e90.1 and ..., ceher pdwll_" 
t .. hn ~""'t:dct ,..,Lo ... ritbout appropriate Loilal &I1~l>!>rl~:i_ 
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month. Joint Task Foree Bravo ~F Bravoj, Special Operation Command 
South (.socschl2), Joint Interagency Task Force-South {JL1T.F..s J2 Q, and 
Joint TaGk Force, Guantanamo Bay, Cuba (..nF-G1llq all submitted negative 
reports to any 10 violations. Special Operation Command South (SOCS(kf.2') 
continuCl'l to provide 10 training and =t resource materials to designated 
intelligence personnel on n regular bams. Joint Interagency Task Force-South 
(JTA.TF-S J2 CI) training of newly arrhring personnclass.igned to intelligence 
actlritieu, monitored JIATF-S WebTall Program to ensuTC US persons data 
meets authorized retainabillty under JlA'J'F-S misslon allowing for collection .of 
information regarding drug trafficking. Reviewed all US persons in WebTas to 
ensure all]O requirements were met. The database is current with known 
traffickers and persons with prior criminal history. 

g) USSOCOM I&. One Joint IO inspection was conducted by USSOCOM 
IG and CEN'I'COM IG at Special Operations Command Centml at MacDill A1"B, 
FL. 1bere wen: no questionable intelligence activities discovered during this 
inspection. There was a sufficient Intelligence Oversight Program in place. 
Personnel were fomjliRr with the intelligence O't'el"Sight requirements and WCl:"e 

compliant with the lawa, regulation", policies and prooc:dures pertaining to 
mtelligmlCe oversight. 

USSOCOM-SCSO-J2 continues to operam the lntelligence Oversight 
Training Program through. a computer based program. No changes to that 
program have occurred. 

bJ USSiXA.TCOIl iB:: Inspected the 10 program at Joint Functional 
Component Command (JFCCl Global Strike and Integration (SGI) JSl1, 
Airborne Operations Branch. There were no questionable intelligence activities 
reported in JFCC-GSI J317 and the J311 10 were noted as excellent_ The 
program met all DoD 10 program requirements and all pei"!iOnIle1 interviewed 
were well aware of th", requirements of the DoD 10 program. The 10 training 
programs in this organization wf:te sound and met thf: needs of the 
orpnization's personn",land DoD. 

The Office of the Assistant Sf:CWIy of Defense for Inte1ligenc", Oversight 
(OATSD-IOj conducted an inspection of the 10 program at USSTRATCOM 
Headquarters from 4-7 February 2008. ATsD(IO) found USSTRATCOM'slO 
program to be in complillIlc", with federal ~d DoD regulations and was being 
mtlnaged in an outstanding manner with no discrepancif:s to report. ()A1SD~ 
10 plans to return to complf:tll': their inspection of four subordinate 
USSTRATCOM commllIlds, JFCC-ISR, JFCC-NW, SCC-WMD, and JTF-GNO 
during their visit in March-May 08. 

i) US'l."R:AJfSCOM IG ITCIG]: Conducted a quarterly review of commAnd 10 
programs to assess compliance with Fedcmllaws and national directives 
regarding intelligence activities.. There were no qu",stionable activities or 
t"!>i~ __ • =t .I. frooo thO> ~U.,.. ",f "-he :I_C~<I"I: ....,.r.l. J"'.I.lI.~ ...... u. ~cd._,. 
c ......... .t.a .I.D!_U"," chat: 1. 'Law an.£<>=_ct 8 ..... 1ti •• • (LUJ Cr ·r..., OUj.daJ. C •• 
Only' (I'OIJC) <or ct!>anrl..o •• ~ •• t ~ o.b'! Pd .... ey <md/_ log.l ..,., "" "'t!oar p"iyllai/'la 
thoot :.,utrict ul .... w1tb .... t app:t<>priat. l.pl a .. t"bor.lcy. 
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violations reported this quarter. 

In addition, TCIG and USSTRATCOM Chief, civil and Fiscal Law ('I'CJA), 
conducted an 10 program inspecti<m of the Naval Reserve Joint Transportation 
Intelligence Operations Center (NR JIOCTRANS 0113) on:2 February 2008. 
The inspection consisted of II. review of the unit 10 program adminislnLtion, to 
include documentation of annual 10 training and an evaluation of the 
efIect.iveness of that training. 

2. The point of contact for this action ~ the undersigned at 0)(6) 

1(11)(3) I USC l3Ob.(bl(6} 

COL, USA. 
Deputy Inspector General 

Enclosure6: 

Enclosure A -Intel Report U.S. Central ComO'land 
Enclosure B - Intel Report U.S. European Command 
Enclosure C -Intel Report U.S. Joint Forces Command 
Enolosure D -Intel Report U.S. Northern Command 
Encwsure E - Intel Report U.S. :f'acifie Commend 
Enclosure F -Intel Report U.S. Southern Command 
Enclosure G _lntd Report U.S. Spedal Operations Command 
Enclosure H -Intel Report U.S. Strategic Command 
EncloIlUl"C 1- Intel Report U.S. Transportation Command 

'fbi_ """""'lint i_ £ ..... the orUc. of tb. IDapoctor ~rd. JoJDt IhU. and ,..y 

, 

~t&l.D 1»lo .... U .... tbo.t i_ 'La .. .I!n£o=--.. ~ 5Oondti ... • tIollS) or 0," OUicial 1l ... 
!;lIII.ly' t~) or ol:hoorv:l." ..,.bj .. t to tbo. trb~ iOD4/or l~d anc!. or othoor pdvil __ 
~bo.' ... trlct r.l ..... 1~t appropriate I-val .yt~ity. 
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ENCLOSURE A - USCENTCOM 
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UNITED STATES CENTRAL COMMAND 
w' 5OVT'II BOlJ/iDoUI.l' BO!.JL£YAItP 

MACDIU. Alaroac[ a.ua.. nCIIO .. JM:lloSll1 

21 ~1I2008 

TO: FOItDEPUTY IN'SP!CTOR oENERAL, TH'E.1OINT STAFF,6000 DBFENSE 
PEN!'ACiON, WASHtNGTON, DC 20301-6000 

FROM: lNS,2CTOR oI!NSlt.AL, HQU5~COM, 7115 S. BOUNDARY BLVD, 
MACDlll AFB, FL 3l62t.$IOI 

THR.U: STAFF 1tIDGE ADVOCATE, HQ1lSCEtm:OM, 711' S. SOUNDARYBLVD, 
MACPlU AFB. FL33621·SIOI 

sUDffiCT; Z-~. FiJc&1 YC1.l Ol.lnllni&enee OYcJSiaiu (10) &epon 

eF: (a)CJCSl m l-GI, 2' Marm. Sul!jca; Ovcni&Mof~."". AC"\iYIties. 
~) USCliNTCOM ~~ 311·9, 11 FabOS, S~ect: AeIM1~J otUSCEmCOlrl 

IMdIlDlftOl Compono:al.! tn.z All"eet Ulliaod StlfOS ","," .. Dol 

I. SorYioI Campoo=u I'IIPOI'I throu8h their SQvl~ clllllmels. AUpen~on forces tbrOplrdoD 
RNOUJUN'G FREEDOM I.SI:ipoal 10 USCENTCOM II MacDiII AFR. f'L IRI rcee:i'o'iq illltial 
1D1cllia- oV"elSlght tr~nhIa. . 

1. The:rI:o _ DO ~ imcl!jgmce &rim er cludaa Ibc rcponiac prriod. 

3. PO$: II MSat'M(@Usc m Speclal S~it)' Office (550) lakllilUlQ! OYcnlpl OffIcer, 
OSNI!CI)(2) J uiDiat Stl!es CfmtuJ CClmmlbd. MaeOlll Air FCI,.,' Bate, Flcnida. 

Ii§X3J' fO usc 13()b ,(b) 

5ES.OOD . 
Aulltanl Dbcctc>r Clf la.~ 

(0)(3) lOUse 13llb.(b)(ti) 
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"t. DO". II TIII& 
LJNrTm STATES 8IROf'£AH CO • ....., --M'OMClI1~ 

,ctO 

MEMORANDUM FOR Joirl!. S!aft'lwpoeoa GmentI 

Sl.1B1ECT: I=eIHgelloe ~ ~ l'" Qu8rt.:r. INO!' 

(bJl~J 

.. AprillOOi 

I. no-Jt!IIOI1 ~~ _ .... bwdJi ...... ovcni .... d";!k!:s otdlclCalf 
~lDddirca~.~iaIdli..,.:e ....n.o(~ US ...... 
C • I 

'l. 1a..t1iF""" o.as!dll ttaiZIlag; 

L IairIII briefings: I~ 

b. Refresher briefings: J 91 

3. ~ a.:rivitics (vidc __ or I ... , ~. DO" poliey md .ctioft r.Uec,l: N_ 
IqICWIrId oX" 1!ObL 

". lzlIdli~ ~~ i~. 

.. By lDiIoIIigcDaI *1;-'""'-
(I) NQ"'-coockw:liac~t.I&l I _ ElICOM12. SHAJI'E~. U$llI)C 

" .... ~c.s..;e,o. Nonbcm ¥ . SOle, SoucZm ~II)01e. JolDI ~ c..r, 
SpecIal Opnariom C_nd, ElM .. 

.. 

(2) hrstollDtlimKYieMd: 141 

b. !'IyUSEUCOM lnlp«'lOl'~ . 

(I) AdlvlIies.ittspeaodor rUlsed: 'NoDe. 

(2) Summ!ry.6f.-dts: Nil\. 

VJ Qorricnablr- illlllil!tIOO'I ocW-I_ diSQ)~. NJA. 

(4) r.......,.6fpa_lwitll&alli ...... C)~~ Nt .... 

(:S) A.!eqo,...,pforpni ·,wjolt INd'" -'.-h' oniDirIa plC'Iii'*" NlA. 
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£CIO 
stIBn!CT: P'1ir'n ~ kqon, ~~. FYO!I 

, . o..a.n top.oblillMd ~ .... JIOlIdes -miD&: II J'Iiat"nce, e.c,...n."cl! ...... 4r 
~ ...... ,"'-ed ~ (--" lo «lIlY oftbo ditem,. or potic;o~ .Ncmoc.. 

1. SIeJI 01 ~ 1't =: ~ M 13 iaqIirIes: NoDe OIiIOhlI. 

•. OI1Ia'i ! .. &p«tiuI:lw\.lSEUCOMInteII~~prc>Blam.!: EUCOMIGwil1 
If" '111.'--_ ilJd owaI:&bt inS}: .. ix, lDiIIc,oj Quaner. FYOI. 
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ENCLOSURE C - tlSJFCOM 
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'-------.. =: ..... = .. -................. '--' 
~. -' . 

.. ~ .. ~. ",; ..•. . ~. .. . 
.". . 

~~~roR GENERAL, 'TIlE JOINT ST APl' 
(A'!TN: ~I, 'iuC •• v"'''""''' 

Subj_ U.S. Joint F"""" Ccm=nd(USJI'COM) In"UiJ:eoo. Qvmight Ropon Co< the 
~ .. Qa&rtorFY-{)S '. . 

1. Rlega! or impn;>p« ""livitics: 

.N",,!Q1:eUigence BMLvitylu.s bc:cn identified which is ........... abty bolilWw to be 
ille&*l Dr crmtnry to Eza:::uti~ Order ofOqmtmetlt of DofCl'tP: im:b:uotion.; COIlCcmled 

with ",~U~e o>=igh!. 

2. SigIli&ootllllollilOD<>O ~t IIGti.lti",: 
a.\JSJFCOMJZ COD<!ucIod. qoat«ly ill1pOCtion ofoll iDtoIli&Nte ho!ding> tor 

U. S. penom." data. Tbishlctudod a 3pJl ehcclc.ofitt:m8postcd 10 command boml'lp:tg:c:s. 
~y files, p"'J= =-_ '"'" arohi-' 'mocc:Y, All ~ were;" 
"""'J>liaoco \he n:gul>IIono. 

b. 1110 Joiat P.rnoanol Rt>oov<zy AtplI:Y (JPIVI.) l",oIli_ Di=Iora!e;' 
~ .. 'i<h tho F<decal!!u=u oflDvaoptioo 011 tb. ·OIobol H.,., • .,.Taking· 
R<O«\t'oh mel AIIoIysi, ProIeOt DWUJged Hy Ill. FBI', Bcllavlom! SclCllOo U1lit. 
Coopeto>ioftl. wahiotbo limitS O;lbyDOD '24o.l-R. 

3. a~IS ofWcniSOllc.o CWen:i.@htlrlspecDom.! . 
a. The USJliCOMlnsp«tmGcacm' .. Office COD<1u:C:I~ umt<:ornooOUld 

h"p"";..". oflheJoin'Fi"" lntel:lllti<m and .In!1>rop<l1lbillty T ..... (IFIlt) in EgO., 
Florida from 1:8 ia;nUJry to 1 Fcbruuy2008. Thill WsptcbOQ. included il'Jldlipcc 
~'.";shl. JPnT w" iQund to b. in oolll\lli ..... with all spproprille IqIUIatlo .. and 
malnta\tled .""""'" ".infug""O<d. Cor Ih< co_and', ilttellipno. o.<night program. 

-4. Sue.cesdonJ5 for improvement: NODe 

!Ii . US1FCOM;. [(ilntr.'lli~en[;C oVM'ligh! pninl or ~ !si(b)(6) 811Jd oC31 

b. _d at (lS7) 835-S94110 or DSN S]6·594}IO. -------

(h j(6) 

By Dlrtetiao 

E~F 76 
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NORTH AMERICAN AEROSPACE DEFENSE COMMAND 

AND 
UNITED STAlES NORTHERN COMMAND 

FROM: NORAO and USNORTHCOM In'~r General 

SUBJECT: US NORTHERN COMMAND (USNORTHCOM) Intl'!lIIgl'!nce Oversight 
Report for Seo:Ind Quarter FYOB 

1. IIIvgaI or ImplOpl'!r AcOvities 

No Inteligenee adlvlty "as been identified 'Nhich is reasonably be lieved 10 be lmega! (If 
conlrary 10 Enll:uti ... e Order or Department of Defense dirl'!cll ... es C(lncl!lmf!d with 
Intelligena! Oversight fgr USNORTHCOM or Its sulxlrdinate joint commands. 

A possible 10 Issue was brought tg tMe ccmmands attention after ltJis rElports cut-of! 
date. In!ormalion I, still bI!Ilng gather.d and wll be submlttl!ld on the next quarters report , If 
not 000'-101". 

2 . Significant Intel ligence Oversight Ac:ti'i/tin 

a. The N-NC lG ccmplt!lf!d InleHigenee Oversightlnsp4!!dions of JFHQ· 
NCRfMDW and ARNORTH. The organi:Zat!ons wel'B well versed In Iheir duties and 
responsib~ities, understanding oonslilutlonal constraints. and tho laws and diredtves 
which gO\ll!lm thl!l collection, dissemination and storage of 5el1slt1ve Information, 
especially itlal deb ......nich is oonstrained by IoIl'!lIigence Oversight guidance or 
acquired on non-DOD pI'!fflOnS. ThIIlrprograms aAJ strong , v.4\M only minor 
recommendations f01 improVl'!~nl. 

b. l,aining: All N-Ne Intelrlgenc& [llreetoral~ and subcrdnate CJ:lmmands have 
ocnduded initial and refresher train ing lot pe~onncl. The peroenlllgt! of personnel 
trained in the CClmmand is cUrf{!ntly Q9%. and alll'!tro!ts wi ll be made kl 
m(]lntainflllCrQa" thl5 level. 

c. SuggestK:lnIJ for Improvement: All N-NC Intelligence DlrcetonultS and 
suoordinate CClmmands have ImplelT'lllnled more frequent database information 
review processes (30-60 day reviews) 10 ensure data repodorios Maw l!If'fective 
foIow."" asses.sments conCQrning the need to reta in various forms of InfOfmat'.on. 

EFF '" 
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Th_ hlWe also been se'ffllal discuMiDns on NC produced Ih~at a$$4lssmant$ 
II'Id milo ablfity to hotJse t"-m on J2 weDsltlKls(ll"f'efS. Thew asseSSfMllb; ha-..e 
e~l)arded 'l'1)ftl ;n~ ial rhre~ products to include a broader range of infonnatlon of use 
Ie'! NC components. Ptmdlng IocatJng anolhAl' host for these products. acc,,!!:!!; '10 
lhem has ~n suspendtKl . 

r ..... " 

3. poe for this report is ill,"~I~"~1 ;;;;;;;;;;;;;;;;;;;;;;;;;;;;;;;:j commercial (71~) 554· b::&) 
0989, 

/11/111111111111110 RIG 1 NA1.. S I G N E 0 111// f/I/1i111 JlIII 
STEVEN E ARMSTRONG. CalaMI. USAF 
Inspedo, Genera! 

EFF 168 
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COMMANDER, U.S. PACIFIC COMMAND 
iUSPACO~l 

CAMP H.M. SMITH. HAWAU S",,4<l211 

~.". , 

g April2ll0e 

MEMORANDUM FOR joint Steff, 10' ,.,_0"''''"''''" "'" 
Subj8Ct QUARTERLY INTELLIGENCE OVERSIGHT (10) REPORT, 

2"" QUARTER, FV 08 

R«: (lI) USCINCPACINST 3800.11A, 31 Jyl96 
(bl ASO Memol Dec:amber8. 2006 

1. ThIo: ... port provides InlaHiganca Ov<!rslghtactivityof USPACOM staff and 
subordinate commllnd!l for r Qu.rt.r, fY08. 

2. Descrip~on of violations (IOIW, l"8gulatlon. or policy during itla quar1e.): Nona 

3. Llsllnl81Jigcnce O\Isslght Inspooc:tlons Including: 
a. List ofOlganizations _ USF'ACOM. JIATF W .... I, USFK, USFJ, Al..COM. 
JIOC. SOCPAC lind JPAC 
b. Summ.:uizelhe .. suits orl .... nds _ Nona. 
C. COmment on QUII!IUonOlbl .. lnlalllg .. noe aC!hl11iesl d~d - None 
d. f."iltarH)' of PIIl"!IOnnel w'U1 Inllliligence OI/III,.ghl .aQul .. ments - Very high 
e. AdCQuacy 01 organization Intelligence OI/IIIrsighl training prog .. m _ Sevenl 
unit!; conduded annual tr:alnlng lI"lis QUilter accomplishi"1g 100% 10 training for 
asslslned per.;;onncl. Sama units hi!IYII dllvaloped In onlina ; ... ining pmg .. m that 
has m8de il much ..,.;erfora,.,.igned personnel 10 racelwo and conduct .aquln!ld 
annualln!ilnlng. Onllna progl"llms hlVa greallyass~1IId those units thai typlcell), 
hlNfl many of !hlIlr poIl>'Ofl,,",l:lway from ltIe office (e.g .. TOY) by makll1l U1e 
training acanslblA :It aU times. . 
f. If Ins.pecllons IlI\IQOIled def"ciendes, note It1I1 corrective adlon laken­
Establishmanl of better Ir.Icldng rTIOIIhods for lIalnlng .... con:ls that include initial 
and reaJmng training accomplished a$$Ociated witI1 dalo of actuel compli:ltlon. 
In addillon, In-poo !.Ing cneckllm have ba.., updaled to reilIIct 10 !liIlnlng ~s 
part or It1I11 formal in-pl""Ol:esslng requlrl'lmen1:!l to a '- units for newly assigned 
personn,,1 

4. Summarize :10)' COCOMlagllncy ......... 1 ctlangas to your Intalligence owrsighl 
pMglllm fr>c:;ludiog Chllnge, to supportlns training p'Dglllms and!hll reason lor the 
changes. AttlIch II COP)' 01 the directive or poHcy which directs the change: New 10 
SOF' aeatad WIt1 J2 siplull! for USFJ. . 

5. Summllrize any COCOMlagsncy IoIIreI cl1anges 10 pyblillhad dilllc:lives or po~des 
concerning: 

a. InlalilganOll- None 

EFF 
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b . COo,Iftt!ll't1klliill~ - None 
c. 'n~Ig&OC&-I'IoII'te6I1CtMl1es· Nono . 

IS. Continue to report 00 1M ilia"'" 11 ~ng Prooadurll15 InquCW; eMl .rryaddlSonal 
m:mars pertinent to the .genc:ylCOCO I ntall~nc" o~lIht prognlms.r. cUf",,,,j in 
Procedur. 15: All repor1lr>g comll'lllndB era CO"lluetinglncb:l:rt>.tIon and r.'''''''' 
trairllng. . I 
7. Painla! eo-f ....... 'fIO(Irt 1& COL John C. S~. USA.. USPJ.C()W 10. DSH 
3 t 5-4T7-5tOtIS165 or C(lMM (808) 477-51011:5165, 

d;Nc.~;;~ 
• 

"'*""'. USA 
.,"'*""~ 

. • , . I' 

. 

I 
. 

. 

, 

- - - • 
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ENCLOSURE' _ USSOUTFICOM 
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' ..... ~ ... 

DEPARTMI!HT OI'IlIIFEN8e 
. ~ 8TAlEt IIOUTMiAICOCJ,,'M" 

Btl tfWl\7t AYEMUe 
.... "R.~"q17 

7 April 2IJQ8 

MllMORANDUM ~ ~~gaji.tSTAl'I' INSPl!CTOR 0l!NBRAI. ROOM 2C962. 
A!'TN: ICS DOMI~ I iJQlNT srAP!' Il'ISPJ!CTOR GIlNIlRAL. 
WASI!lNGTOH. D.C. 20318-O:l00 

SUBJ!!CT: QuortaIy lo1I:lli&cnte Oversight Aetivitico RcpocT fbr Ibc: 2nd Quutol: lOIl8 
.. 

~. (U) ThIs report includes iopul from HQ U.S. Souw.,." Q>.",..".t. MiIlD~ FIorido; lo1DC T~ 
F .... lIJ1vo. SOlO Cauo All. Hoo.duras; Join! r .... """'. GIoIAWI""'" Bay. Coba; Spo<lol 
Opcta!Ioai CommlOd Sovtb. IfomeoIcod AJUI. H"""",,*. Florida ODd lolm lntengc!OC)/'IasI: 
Fo",..Sou!b. l'nmwIAIIDox (NAS). Key W"'~ Flori<lL 

3. (tJ) tl1dud S ..... _c..n-.d (USSOUI'lICOM) -In ~ wl1I> "'" 
dlJoctift tbo fo""",iiqj " provided: 

.. No Jutr!llll""'" octivity thai ;'l'CUQDobly bc:JIeo«d te·1>o UIepI ... ........., to F2C<:111ive 
01d0r 12333. DoD S240.I-R. 0< USS011nlCOM Jles'IIatior. 381-5 b .. boeo idon~ft«I. 

b.~,o~gbt>ctnnti~. 

(I) Poblic;ld""" . None:. 

(2) Tmuing: TroinlDg ._OID go out 1II<dhl,. II I • .,._ .. moil ...... _111 tho 

_10 .... 1 IIld iJ ""10 all po<SOmIOl who .. ~ to ullC!aJo II>inloc doriog tbIi 1mlOIth. 

(3)J ....... ;-= None. 

(4) F!io< ... vIew: No .. 

(5) 1Dqu!rlcs: Noll< 

d •. Other. NoDe 

SOP 0111£161 VA g~r,1I' 
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SClG 
SUBJECT; InItlll"""" Ovtnip. Activla..Rapor! rorlloo 2lId Qu_ ~ 

.. l'Oiato{ _far tills __ 
(b)(2).(b)IS) 

4. ((J) 1_ Took FOC'Co Bn ... (.TI"1' B"vol·1lI ""oonIIon<c wl1h the d~ Iho foll""'iDJ i. 
provided: • 

lAW ~d dWcti .... , 1IIc followiDc iafomJoIioo 10 pro1I;dod: 

.. No In.cW,,,.'' octivJW ~ .. bccD. _clOd ,.hi ... maybt _ably =-64 .. 
iUop! Ol 00DIruy to Dimoti,o Ordu 12333, DoD dlrooti ... or US SOUTaCOM .. ",ladoos. 

c.. Qhc:. None. Is] 

'OO-....... ~-- I & ( cI. ...... nI ~ ~ ~ !sI~I(2) (b)(3) 10 USC 1:roD.(6) (S) t.( 
(liW )~sCi"iOb,(b)(6) 1~ "~ 

" ((J) ~~ C....,..noJ _ <SOCSO.·]2)-la...."daoc<: Wldllbccli!<df .. 
Ihc following iI provlQod: . 

.. lie l.teIli_ activilybas boc.o idomitltd _ is ~y bellovod 10 be mop Or 
<O<IIIOlY 10 Exec.Ii .. Order l2333 or DoD _YO 5340.1·R. 

b. Supestions f« imptO\'!ImIPl! COlltia.-1D l'fOrid. (0 tnUnl." and cl!lTenl JQOUrct 
mllreliall to dczignued iDtcUIgec.cc p::rsomoi! CD .II te,plar bait. 

e, 0Ib0r: Nooo 

~ot_ta<:t for HQs sllO!'ial ~ Command SoIIlh ;d(b)(2),1]V16) 
IbI(2)!16)IS)1 

6. (tl) J<JiDt _ .... _ Ta,k F...,e.soullt (JlAn'oS JZ 0) - III 00C<lrl! ..... wIIIIlbo 
dirKlivc the (ouow~&, 15; provided: 

•. No .... Ingence 1112ivit)' "'" been idoAIlfied which I, -1 believed", be i11ego1 ~. 
eoncraty to P.,;I;r.agQ"YC C1fdoc. or DoD D~ 

b. SlptfJeaml o~,lht actIvitic& ror lhiI q~ include! trainill& ofncwly arrtvinl per:sonoeJ 
_peel 10 ~ adi.iIioL 

2 

P8R MiRiiilll'k Willi 8t r LY 
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APR-i4-Z008 l1t~3 ......................... .. .. -~ ... 
PlUto W'iZerld:"!E (Iftn' 

SCIC/ 
SUBIIlCT: _"""" 0veri0t;I>t A<liY:iIic. Rq>ort ror 1110 200 Q."""" 2008 

c. Moo.;IDrod JIAll'-SWcbT .. P10gnm IX>lns\Iro US poRoD data """'" lolhori2icd 
~r ""'do< JIA~ m;,,;oft ollowinS 1crtho ooIk<liOlt ofiGfonnalion "'gt!lding 
~ drug.mfioking. 

d. RcviCwcd all US perIODS in WebTu and. either eliminated men) or left them in bcc~ of 
sustaJninc InronrialiGIL ~.d.'.bgc .b caacot wid:! knOWA tratfir;:hJ's and petriOO!; wim pdot 
crimiDOl hiJo;oy . 

•. or~~~ ~I~~======::J(-~J 
7. (lJ}JoiDt T>oI<llo_-~o.,_tanamo Bay, cw.a -In lCCQl'(loncc 'With the dl ... d .. 
thO foJlowins i'~: 

.. No ~ oetivlty that i. """",nobly bolicoW<! to be iIlcpl « OOI1Uory to I!=:~' 
Otd<r 12333, DoD S2ACl.l-R. or USSOOTHCOM RoguWloD. 381-5 hos b .. n idot>tifiod. 

b. Signllicallt ~ KIlvlties. 

(1) PublicatiODS: NODe. 
• 

('2) TnlDlpl' All TIl'p""""",oI lOCCivc 10 tr~ dorin, initial inprooes&lug InIX> 1Ilc 
lTF. 

(3) Fole ...... icW: None. 

(4) lDqoiri .. : Non .. 

I;. Suggestions fOr impro'YelntDl. Nom.e. 

3 

JleR 8L 1 ,a\1s ~R ~"I"Y 
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SCIG 
SUBJECr: _1li8""<" Oversight A<tivitlo< i!<opurt.fmthe lad QUR1W2OO!\ 

8. Poi", Of Co .... , 01 U.s. SOU1'liEltN COMMAND JG"Orr..,. I (0)12).(0)(6_) _-,-_~ ftJ!.J 
(h~2 ), (h )(B) 

rn 
'10 0fIi00r, USSOOTHCOM 
10 Oflioe<,1l1'.Bravo 
10 Qffioer, SOCSO 
10 Officer, JIATfI.S 
hlOpOOlOrClcJletol- QTMO 

( __ J 

T.L. WASHBVR.N 
CAi'T,USl'! 
lDopc<to<Geo<ml 
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Al"R-U-200U t I ~n (b)(2) .......... 

PCM 0FHQAt OS! lJIIIL , 

l.lNl'mD STATES SPECIAL Ol'QAllONS COMMANJ) 
7'7'N TiUII'.& ~ -.YD. . 

N,te:o. .. ", .. ,oeat au&.n.o~UQW)D 

SOiG 3 Aprtl2D08 

ME. . '''/lA: DE?UTV INSPecTOR QENl!tv.l. JOtNr STAFF. 
ATTN:'(b)P) 10 usc 130bc!b)(6) 0 JOINT STAfF, PENTAGON. WASHINGTON, 
D.C.2031e:0300 

SUBJECT, Quarterly In\ltllill"nce O",,'"'vM ActMl'''' Ropo!1 for 2'" a_r, FY :!OOS 
. 

1. FIoIersncee: 

.. E.O. 12333, "~r 1981 . 

b. 000 Oi_ 5240.1,25 April 1938. 

c . DOD Regulation 1!240.'·R, 7 O"",-, ·'S82. 

d. CJC$I 5901.01.\, 3 Ja/IUaIy 2007. 

2. No 1IioWion$ of eppfcable 19.",0, OJder8, di_, f1I8u1ationo, or DoD p __ 
~d. 

.. 

S. During thIa quatlltr. the", .... one in~llgen"" ""eraigh1 inopeOllan coneucted. The 
""no ~_"llan .... conducted by US9OCOM It> Bnd cENTCOM IG AI Sp _ _ 
Ope""",",, Command eo:m. at MeoOJt ""s. FL. Thete -:. no _odonabie I,u".!lgenao 
acIMJIe& _red during the InSpecGcn. TheI1Iweo. _n! Int*llgenoe CMwsighi 
ProptIll> place. Perea.MI warafamillar wlth "'" InIeIltgenoe ~ghI requint_ 
SIOd we", ~ willi !I\o laws. regulallons. policies end p=od""", ",,""'n'nll to 
~ligonce oversight 

4. The USSOCOM 8CSO-J2 a>nIlmJes 10 _"!he In,*",_ 0ve'W<! Tru.Jng 
P/Ilgram rlVougl\ a """"""NOr _ program. No chan~ to !hat _/lim haw .-.""". I " 
5. ll1e ... _ no ehang .. ..,o any publlrll1e<l d~ or policies ""-IOlog in~ce. 
courn.rintaillll"ncear Inttlngence·r8!a!.ed actM1Ies durfng this quanier. 

6 . Point of CDr\lIlet ..I f")(2) i (P)(~ )J I o,WSC 130b.(b)(6), . I 
(bK3) 10 usc I3Ob~bX6) 

1"~·G_'I1!"-_........J 
"* •• ~ ~ ".",."..t\;n;J'.i.-#(ftr .... ""'..v.,. II J!cc.4(. tN~"" 
QcMIIIarIfDI~ an ........ .,., p."" ~.,r.q a ... ~ ~ . ... r'JIfIfOI 
",.,...., pi 1M CI"SOCOM Id aT' ~ ..... """,oJ6op ftlffeo.llH bJ.ff:b dotmnaNI,. .. ._ttae 
"..HiNuty dIGc:toI:wo""" hwn. «~~tRHA.J. ~ ~ .. eMl71f1i111J'_ 

FOR 05ilC'I.' '""If AU'" EFF 178 
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lI'lI-lt-'i\OOI 11163 

-p",,"",_,," _ OCfJa .... 
-'""_ ..... _0. ' ... -'-'_--.. . ._-

'''''' .. 
, 

MEMOItANDtIMPOR TKB ~ GBM>M.L.I01N1' STAP! 

So.bj~ loJIlII~ ~(tO) bpoa k1lu:,.rn.d ofl"'" .loWlOOl 

1. 

:I. Duriria 6i:o ~, 'ClIo 10 i=Ipo:daIlbo to POSi- • JoIa! P'\IoCIiCI::IaJ CoolIl""_ ' 
c-a.iI (Jl'CC) Qlobal StrIt._ 1II1qat1 .... (GSl) 1]11. Ailt>OIDII ep.cIa .. lJNJI$III. nco 
_lXI ~. bIItll~ Klimy in JJICC.(lSl1317 omd ~ 1317 10 prapo:l:ll.ls 
tx....nci n. pcaptl !:o ulCtiDj all DaD 10 Pftl ..... noq'lliamrlnt "",d .11 ~o! 
;,,..iaued ... -u _ ofltl-reqgIr~ <>f~ DoD IO 1I"lpatU, T1w IO flaialq 
PJOI>_ iI ~ itZId 1n'IOOb; the uoed:laro.1.l17 '0 __ d dIo DoD.. 

3. ~_ DO dJlIIpS «> lbo USS'IUTCOM 10 ph"' .... dlZliuJ: Ibis perlod. 

Eff 110 
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APR-lj-2008 111 43 
........ _ ....... r .u.;.~ 

UNITED STATES "TRANSPORTATION COMMAND 
eoe 'SD;)TT DRtYE 

scorr ...... A FOAC£8uE. ItJ..NOt$ am......" 

1 Apr OS 

MEMORANDUM FOR lliE JOINT STAFF, OFFICE OF THE INSPECTOR GENERAL 

FROM: Tel .. 

SUBJECT: 2nd QUARTER, FYOB, Intalilgen.e Oversight (10) Inspection Report 

1, ·The USTRANSCOM In""odor General (TelG) condu«ed a quarterly reYlew of 
USTRANSCOM 10 programs 10 assess oompllolnce with Federal laws and national 
directives regarding Intelligence activities. There were no qUDstioncJble ilctMties or 
OJiolatians llii1portlld 1!hls quarter'. 

2 . In add;!lDn, (b)(6) '. USTRANSCOM Deputy I""pactar General (TCIGI, 
and (b)(6) , U 5TRANSCDM Chis!, CI\'II ""d FI""ol Low (TCJA), spealioally 
conduCliod an 10 program It1spec1ion altM N.""I Reserve Joint T...nspi,""tton 
Intelligence Operations Celtter (NR. JIOCTRANS 0113)<111 02 Feb 08. 

3. The JIoCTRANS 011;J Inspeclion oon._ 01. _otlhe un;IIO pl_ 
'. adJ1"'llrlstration, to indudc documentation of amll3110 tr.alnlng and an evaluation of1he 

e1lec!iyeness of lito' training (I/lrough 1e5lln9 and iIlterviawo), 100% of available 
J lOClRANS p""",nnel received amuallO refresherltalnlng In Nov 07 and Jan 08. All 
""""""' .. evalualod during Ih<I ins;>ecIion demonstnoted 8 sound unde",landng of 10 
pelld •• and r8J1otting '",!"""",,,nls. There were 17 JIOC'TRANS """""","I no! 
z .... aHable for. training due to schooi oron active dutyordens; those members wil t receive 
annual 10 refi'Mhvr tntining upon their retum. 

4, Thet'G ·h.ve been no onang.slo USTRANSCOM 10 progl1lm .cIlvlties, dir_, or 
hlntng progTllms IIlls, quarter. 

S. Pie...., contact this offIoe at OSN 719-1761, Dr USTCIG@ust",n5com.mD. for 
additionailluestions. 

ec, 

liSq1adl/ 
BRADLEY A. CARPENTER 
Captain, USN ' 
Inspector Generar 

USTRANSCOM'TCJ2 
USTRANSCOM'TCJ2, JIOCTRANS 0113 
USTRAmCOM'TCJA 
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SAlG-IO f20-1b) 

OEPARTMENT OF THE ARMY 
OFFICE OF THE INSPECroII G8IeRAL 

1?OlARMVPENTAOON 
WASIIINGTDN DC; 2.,,001100 

MEMORANDUM THRU GENERAL COUNSEL, 

FOR OFFICE OF THE ASSISTANT TO THB 
(rNTELLIGENCE OVERSIGHT) 

~NClASSlfltO 

31 January 2002 

DEFENSE 

SUBJECT: Quarterly Intelligence Oversight Activities Report 
(First Quarter, FY 02) 

1. References: 

a. Executive order 12333, 4 December 1981, United States 
Intelligence Activities. 

h. OOD Directive ·5240.1-R, December 1982, Procedures 
Governing the Activities of OOD Intelligence Components that 
Affect United States Persons. 

c. Army Regulation fAR) 381-10, 1 August 1984, U.S. Army 
Intelligence Activities. 

d. I!!81WIi.I!I"'IM. memorandum, Department of tbe Army Inspector 
General (DAlG), 31 October 2001. subject: Quarterly Intelligence 
Oversight Activities Report (2ourth Quarter, Fiscal Year 01) {UI. 

2. This report provides information on significant questionable 
activities received during the first quarter of fiscal year 2002. 
updates questionable activities reported in previous quarters, 
and outlines significant intelligence oversight (10) initiatives 
within the Oe~artment of the Army. 

3. There were two new reports during the quarter. 

a. DAIG 01~009 STATUS: We have asked the Inspector General 
(IGi, U.S. ArmY Intelligence and Security Command (INSeOM), to 
look into issues ariSing out of INSCQM's inveseigation of a 
speGial agent attached to the 501st Military Intellig@nce (loll) 
Battalion at Camp Bondsteel. Kosovo (DAIG 01-001). The.issues 

!\INS 
INFOI'IMATION E MPT FROM 
NAD"TORY DI LOSURE UNDER 
FO~. NOS l a APPLY 

DlSS£M1NA TION "P~OHtBITED 
EXCEI'T AS A~FIlZ£O aY AA 20-1 
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SAW-IO (20-1b) 
Subject: Quarterly Intelligence OVersight Activities Report 
(Pirst Quarl:.er, FY o:n (U) 

include possible confusion concerning INSeQM's authority to 
cond~ct law enforcement investigations, possible inappropriate 
interference with a command inquiry by the 66th HI Group, and the 
special agent's concero that the investigation was one-sided and 
did not seek out facts that would have established his innocence. 
STATUS: opeD. 

b. DAIG 01-00B. INSCOM reportad that·a counterintelligence 
(eI) special agent failed to administer a rights warning when 
questioning an active duty service member Suspected of An 
offense. This occurred in conjunction with a joint CI 
investigation where ~e Federal BUreau of Investigation (FBII was 
in the lead. The FBI had decided to conduct the interview nOn­
cU$~odially, and was not required to read rights. This, however, 
did not absolve the agent of that re$ponsibility if she chose to 
question the service Jnember, which she did. The agent's 
commander has directed that she receive a written counseling 
statement. Additionally he has directed that this subject be 
made a specific training topic during the upcoming training week, 
and that expanded guidance be incorporated in the unit's standing 
operating procedures, the investigative handbook, and the Sub­
control OffiCE! bandbook. STATUS, Closed. 

4. updates of previOUSly reported cases {Reference I.d.): 

a. DAIG 01-007. INSCOM com~leted its inquiry into the 
allegation that the 902nd HI Group obtained a warrant for an 
unconsented physical search from a military magistrate without 
meeting the criteria of procedure 7, Aft 381-10. Although the 
tar!let of the .. search was the subject of a CI investigation, there 
was no probable cause to believe he was an agent of a foreign 
power. INSCOM's inquiry revealed that the military magistrate 
was not versed in intelligence law and did not understand the 
authority under which the 902nd HI Group had r~ested the 
search. The inquiry also revealed that the Procedure 7 request 
bad not been reviewed by the Group's own command judge advocate 
(C~A) prior to being submitted to the military magistrate. The' 
902nd MI Group has amended its procedures to ensure that the CJA 
:.:eviews all SUCh procedural requests before they leave the Group. 
Additionally, INSCOM will ensure that all CJA's understand their 
responsibilities in this regard. Finally, the office of The 
Judge AdVocate General will ensure tbat tbis issue is included in 
mili.tary judge and magistrate training a~ the Judge Ad'{oc:ate 
General's School. STATUS: Closed. 

2 EFF sn eRnIE ••.• II! 
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SlUG-IO (20-1b) 
Subject: Quarterly Intelligence Oversight Activities Report 
(E'irst Quarter .. F"{ 02) (U) 

b. DATG 01-003. INSCOM is reviewing evidence gathered in 
its inquiry into. allegations that elements of tbe 902nd MY Group, 
during the ceurse of a eI survey at the Joint Interagency Task 
Force-East (JIATF-El. inappropriately collected, retained and 
disseminated information cn U.S. :persons. ·'l'be complainant also 
alleged that JIATF-E members who. answered questicns cn the survey 
were misled as to. the ultimate disposition cf ~e info.~tion. 
INseQM conducted tbe initial work cn this inquiry at 
Eeadquarters. 902nd MI Group in the summer of 2001, but for 
operational reasons delayed campleting the inquiry fo.llowing the 
·attacks af 11 SepteIl!be.t:. The corn:plainant and key JIl\TF-E staff 
were telephonically interviewed in November 2001, wbich resulted 
in the identification of an additicnal witness. Based an this 
.information. INSeQH ta~ked the 902nd MI Group to conduct a 
commander's inquiry, which was completed in January 2002. INSCOM 
is currently reviewing the information gathered, and thus far can· 
find no evidence to substantiate the allegations. STATUS: Open. 

5. We cantinued a proactive program of assistance, training, and 
ccmpliance inspections during the quarter, and ins:pected the· 
following arganizatians: 

a. U.S. Army Garrison. Fort Campbell. Kentucky. 

b. G-2. lOlst Infantry Division (Airbornel. Fort Campbell. 

c. Fart Campbell Resident Office. 902nd MI Group. 

d. Due t.o the events, of September II, 2001, we were unable to 
inspect tbe 5th Special Forces Group ar the l60th Special 
Operations Aviation Regiment at Fort Campbell. 

6. PQC, 
Divlsion f 

rOR THE INSPECTOR GENERAL: 

CF: 
OOCSIN'I' 

Intelligence Oversigbt 

cf(yo ~. if:~ ~ . 
r e e al, USA 
L T Inspector General 
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SAIG-J:O (20-1b) 

SBQIUR';'/lIO,OU//Xl 
DEPARTMENT OF" THE ARMY 

OFFiCE OF IHE INSPECTOR GENERAL 
110D AAIAV PENTAGON 

WASHINGT()jII DC 2~~IO"700 

MEMORANDUM TERU GENERAl. COUNSEL, ARM'i 

.,----.-- ---

UNClASSlflfO 

30 April 2001 

FOR OFFICE OP THE ASSIS~ TO THE SECRETARY OF DEFENSE 
(INTELLIGENCE OVERSIGHT) 

SUBJECT: Quarterly Intelligence OVersight Activities Report 
(Second Quarter, IT 01) (oj 

1. (U) References: 

a. (U) Executive order 12333, 4 December 1981, United 
States Intelligence A~tivities. 

b. (O) DOD Directive 5240.1-R, December 1982, Procedures 
Governing the Activities of DOD Intelligence Components that 
Affecc United States persons. 

c. (0) Army Regulation (AR) 381-10, 1 August 1984, U.S. 
Army Intelligence ACtivities. 

d. (U) DOD Directive 5200.27, 7 January 1900, Acquisition 
of Information Concerning Persons and Organizations not 
Affiliated with the Department of Defense. 

e. (0) SECRET/NOFORN memo:r;andum, Department of thE! Anny 
Inspector General (DAIG), 30 January 2001, subject: QUarterly 
Intelligence OVersight Activities Report (First Quarter, Fiscal 
Year 01) (U). 

2. (0) This ~eport provides information on significant 
questionable activities received during the second quarter of 
fiscal year 2001, updates questionable activities reported in 
previous quarters, and· outlines Significant intelligen:ce 
oversight (10) initiatives within the Department of the Army. 

3. (U) There were two new reporta during the quarter. 

DERIVED FROM: IHSCOlII SCG :IIJO.2, 1 ... 110 91 
DECLASSIfY ON: X1 

SBeRB'!'/IW9Rl1JIIXl. 
~NClASSIFlED 

HF -
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_ ...... !., .. '._ ..... 

UNClASSIFIED 
SAIG-IO (20~lb) 

SUbject: QUarterly Intelligence OVersight Activities Report 
SeconQ Quarter, IT 01) (U) 

4. (V) Update of previously reported case (Reference l.e.): 

(U) DAIG 00-010. The Iuspector General. National Guard 
Bureau (NGB). has completed its fact finding conoerning 
allegations by a civilian contractor with Task Force ~agle (TP'E) 
in Bosnia. No allegations have been substantiated. The 
contractor alleged that personnel assigned to the G-2. 49th 
Armored Division, improperly collected information about him and 
other civilian and military member!> of TFE .. These alleged 
activities included unauthori:ed physical surveillance and ebe 
interception of private e-mail. The compl.ainant claimed th<lt; he 
uncovered and reported security deficiencies and violations of 
regulations in the Course of hia assigned duties. The ~ .. is 
finalizing the report of investigation. STATUS: <>pen.: UNClASSIFIED 
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~fXl UNClASSIFIED :: 
SAIG-IO (20-1bJ 
Subject: ,Quarterly Intelligence Oversight Activities Report 
Second ouarter. FY 011 (U) 

5. (U) We continued a proactive program of compliance 
inspections. assista~ce ~ training during the quarter, and 
inspected O~ visited the following organizations: 

a. (U) G-2, XVIII Airborne Co~s. Fort Bragg, NC. 

h. (0) 525th Ml Brigade, Fort Bragg, NC. 

c. (U) 0-2, 82nd Airborne Division. Fort Bragg. NC. 

d. (U) 313th NI Battalion • Port Bragg, NC. 

e. (UJ Deputy Chief of Staff for Intelligence, U.S. Army 
Special Operations Command, Fort Bragg, NC. 

f. (U) Port Bragg NI Det, 902nd NI Group. Port Bragg. NC. 

g. (U) 0-2. 3rd lnfantry Division. Fort Stewart, GA. 

h., (U) 103rd NI Battalion" Fort Stewart, GA. 

i. (UJ 224th Ml Battalion. Hunter Army A~rfield, GA. 

j. (UJ 1st Bn, 75th Ranger Regiment. Hunter Arm¥ Airfield, 
GA. 

k. {'oJ 230th In COIllpii!lY, North Carolina .\l:nIy National 
Guard, Burlington, NC. 

6. (U) RePresentaeives from the Army General Counsel's Office 
made separate visits to the 902nd MI Group, Fort Meade, MD, for a 
command briefing and update of on-going intelligence activities. 

7. (Ul Intelligence Oversight 
Division, 

Gem.ral 

CF: 
ODCSINT 
OTJAG UNCLASSIFIED 

3 
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SAW-IO (20-1b) 

SBeRR'1'1/MOpeRif/l~l 
OEPAFITI.1ENT OF THE A~MY 

O~!'ICE Of' TI<E INSPeCTOR GeNERAl 
1700 Jo,I\r.!Y PENTAGOII 

W~~INGTON DC 203'0.'700 

.. . ' 

MEMORANDUM THRU GENERAL COUNSEL, 

UNClASSIfiED 

27 ,July 2001 

01 

FOR OFFICE OF THE ASSISTANT TO THE .sBCRETARY OF DEFENSE 
(INTELLIGENCE OVERSIGHT) 

SUBJECT, Quarterly Intelligence OVersight Activities Report 
(Third Quarter, FY 01) (U) 

1. (01 References, 

a. (0) Executive order 12333. 4 December 1981, United 
States Intelligence Activities. 

h. (0) DOD Directive S240.~-R, December 1982, Procedures 
Governing the Activities of DOD Intelligence Components that 
Affect United states Persons. 

c. (U) Army Regulation (AR) 381-10. 1 Angust 1984, U.S. 
Army Intelligence Aotivities. 

d. (0) SECRET/NOFOR» mel1lOrandum, Department of the Army 
Inspector General (DAIG). 30 April 2001, subject, Quarterly 
Intelligence Oversight Activitie,s R<'!port (Second Quarter, Piscal 
Year 01) (U) ~ 

2. (U) This report provi'des information on significant 
questionable activities received during the third quarter of 
fiscal year 2001 .. updates questiC>llahle activities reported in 
previous quarters, and outlines signifiCi}nt intelligence 
oversight, (IO) initiatives within the Department of the Army. 

3. (U) There were two new reports during the quarter. 
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b. (0) DAIG 00-010. The Inspector General, National Guard 
Bureau (NGB), completed its investigation into allegations by a 
civilian contractor with Task Force Eagle (TFE) in Bosnia. The 
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Subject: QU~terly Intelligence 
Third QUarter, J!Y 01) (U) 

OVersignt Activities Report 
-' 

contractor alleged that personnel assigned to the G-2, 49th 
Armored Division, improperly collected information about him and 
other civilian and military members of TFE. rheae alleged 
activities included unauthorized physical surveillance and the 
interception of priVate e-mail. Noae of the allegations ~ere 
IJUbstantiated. STATUS: Closed. " 

5. (U) We continued a proactive program of cOlDpliance 
inspections, assistance and, training during the qUarter. and 
inspected or visited the following organizations: 

a. (U) National Ground Intelligence Center, INSeOM. 
Charlottesville. VA. 

b. (UJ soldier systems Center, Army Materiel Activity. 
Natick, MA. 

c. (U) Devens Resident Offiee, 902nd HI Group, Devens 
Reserve Forces Training Activity (DPRTA1. MA. 

d. (U) 6th Battalion (CI Training), 98th Division. u.s . 
Army Reserve, (OSAR). DPRTA. MA. 

e. (U) 32Sth MI Battalion (UBAR) , DFR~. MA. 

f. (U) Northeast Information operations center, DRFTA, MA. 

g. (U) G-2 ~nd 628th MI Bn, 28th lnfantry Division, 
Pennsylvania National Guard, Harrisburg. PA. 

6. ([1) 
Division. 

CP: 
ODCSINT 
OTJAG 

Intelligence Oversight 

am H~,.,.4 
Maj General, USA 
Deputy The Inspector General 
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DEPARTMENT OF THE ARMY 
OFl'ICe OF lHE INSPEC10R GENERAL 

11'll8ARMT nNTAGON 
WASIQNGTON DC ZQ~,o-1700 

MEMORANDUM THRU GENERAL COUl'f$EI;., 

30 April 2002 

FOR OFFICE OF THE ASSISTANT TO THE SECRETARY OF DEFENSg 
(INTELLIGENCE OVERSIGHT) 

SUR.TECT: Quarterly intelligence OVersight Activities Report 
(Se.oond Quarter, FY 02) 

1. Referenceq: 

a. Executive Order 12333. 4 December 1981. United States 
InL~lligence Activities. 

b_ DOD Directive 5240.1-R. December 1982, ~rocedures 
Governing the ACtivities of DOD Intelligence Components that 
Affect United States Persons. 

j c. }\.R 381-10, 1 August 1984, U.S. ArBIY Intelligence 
Act.cvities. 

d. CI'IIIPI[Bl!ltft !fIL memorandum, Department 0 f the Army Inspec tor 
Gen~ral (DAlG). 31 January 2002; subject: Quarterly Intelligence 
Oversight Activities Report (First Quarter. Fiscal Year 02) (U). 

2. This report provides information on .. signi licant questionable 
activities received during the second quarter of fiscal year 
2002, updates ques&ionable activities reported in previous 
qua=ters, and outlines significant intelligence oversight (10) 
initiativeswitbin tbe Department of the Army. 

3, There were eight new reports during the quarter. 
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SAIG-IQ (20-1b) 
Subject: Quarterly Intelligence oversight Activities Report 
(Second Quarter. FY 02) (U) 

(V) DAIG 02-007. 
(IGi. U.S. Army Materiel Command (AMe). to look into an 
allegation that the AMC DCSINT improperly included u.s. person 
information in an Intelligence Summary (INTSUM) - A~ a result of 
thi~ allegation. the AMC-DCSINT reviewed its files and discovered 
fou~ additional incid~ts in which U_S. person information was 
irnp,,-oper1y reported in an INTSUM. The AMC DCSINT directed such 
rep<)rting cease and such information be reported through Provost 
Nar,.hal chatll1els. The AMC DCSINT iillso submitted a report of 
questionable activity rAW Procedure 15. We asked the AMC IG. in 
light of these incidents, to aBseBS the overall effectiveness of 
the 10 program within AMC, to include employee understanding of 
AR 381-10, adequacy of procedures for reviewing U.S. person 
information in intelligence products, and the inVOlvement of the 
AMC Legal Office in interpreting the regulation as required by 
Procedure 1. STArnS, Open. 

c. (U) DAIG 02-006. The U.S. Army Corps of Engineers 
IUSACE) reported that a counterintelligence (ell officer assigned 

'the Great Lakes and OhiO-River vivision may have improperly 
portrayed herself as a law enforcement officer and may have 
engHged or attempted-to engage in law enforcement activities 
.,ithout proper authority, The office!: is a U_S. Army Reserve 
~aj')r recently brought on active duty to provide force protection 
support. USACE has removed the officer frOm her duties and is 
conducting a formal investigation into the allegations. USACE 
extended her on active duty for 30 days to allow for completion 
of ~he investigation and resulting actions. STATUS: Open. 

d_ (0) DAlG 02-005. The Joint Readiness Training center 
(JRTC) and Fort Polk; U_S_ Army Forces Command. reported that the 
Gar~ison G-2 identified local groups, two criminiill gangs and a 
hate group, during a regular Force Protection briefing to the 
comnanding General. The JRTC IG observed this activity and 
init.iated an informal inquiry to determine if G-2 personnel were 
collecling on domestic criminal activities. The IG determined 
that the G-2 officQr. a U.S. Army Reserve Major recently brought 
on a~tiva duty, was unaware of the restrictions in AR 381-10 
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SAIG- IO (20-1b) 
Sub:iect: Quarterly Intelligence OVersight Activit.ies Report 
(Se.oond Quarter. FY 02) (lJ) 

concerning the handling of 'domestic criminal information. The 
IG'~ involvement served to clarify relationships and reinforce 
the roles of the JRTC provost Marshal, physical security officer, 
and the JTRTC Force Protection Fusion Cell. STATUS: Closed. 

e. (0) DAIG 02-00~. The O.S. Army Europe (USAREURJ 
rep<Jrted that a special agent assigned to the 165tb MI Battalion. 
20St:h MI Brigade. Darmstadt, Germany, may have engaged in 
unauthorized surveillance or personnel assigned t.o Detachment 15, 
66th MI Group, an INSCOM unit, also located at Darmstadt. The 
agent was also alleged to have used his relationship with 
Mi~itary Police to conduct record checks of vehicles belonging to 
Detachment 15 personnel. The agent was allegedly motivated by 
anitftosity to Detachment 15 personnel stemming frolll a previous 
reJ.ationship in Bosnia. The 165th Ml Battalion investigat.ed the 
allegations and substantiated that the agent's actions were 
imp~oper. As a result, the unit suspended the agent's security 
clearance; this will require hiro to be reClassified into a 
dif:erenc l1liiitary occupational specialty. ST~TUS, Closed. 

f. (UJ DAlG 02-003. The Deputy Chiet of Staff (DeS), G-2, 
Headquarters, Department of tbe Army, reported that the USACE 
issued an operatibos order (OPORD) which directed el personnel 
ass~gned to the USACE to conduct activities that were not 
authorized for the USACE under ArmY regulations. These 
aCtivities included "elicitation at local establishments and area 
att=actions to ascertain legitimacy (sic) of foreign terrorist 
act.ivity directed toward USACE.' and surveillance to "simulate 
eit.her FIS or terrorist surveil.lance at.tempts- to gain information 
on 1)SACE.' The DeS G-2 advised the USACB to cease ill'Ullediately 
any unauthorized activities and to seek CI support from the 902nd 
MI Group. Additionally, the OPeRD listed, in the Enemy Situation 
paragraph, protesters, disaffected employees, former employees, 
and ~omputer hackers as potential enemies. It is notAr.my policy 
to list such categories of people as 'enemies" in military. 
operations orders. We forwarded the DeS, G-2 memorandum to the 
USACE IG to alert him that the OPORD may have created confusion 
wit.hin the USACE conce:rning the proper foC\ls and scope of . 
int'311igence actiVities and may have contributed to the situation 
repIlrt.ed in DAIG 02-006. We advised the IG that we intended to 
add the USACE to our inspection schedule for FY 03, and we 
recommended that he.conduct his own inspection prior to that date 
and apprise us of the results. STATUS: Closed. 

g. (U) DAIG 02-002. This office conducted 
an allegation by the Senior Intelligence otficer 
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Intelligence Oversignt Activities Report 
02) (UI 

u.s. Research Laboratory (ARL) in Adelphi, MD, that the ARL 
secarity Manager may have improperly collected U.S. person 
information in violation of AR 381-10. The concern stemmed from 
a misconception that the security Manager, who is in the 
intelligence job series (GS-Ol321, might have been restricted in 
his handling of personnel security information concerning ARL 
employees simply because of this job series. Our inquiry could 
find DO reason to believe that the Security Manager had either 
invoked any intelligence related authorities in the examples 
provided, or had collected information on any ARL employee except 
under appropriate personnel security or administrative 
aULhorities. STATUS: Closed. 

h. (U) DAIG 02-001. The lG, Utah National Guard. conducted 
an IG investigation ioto an allegation that a warrant officer 
assigned to the 141st ~ an, Utah Army National Guard. may have 
imP=operly collected. retained and disseminated u.S. person 
information. The information involved two animal rights groups 
and one environmental group, all known to have engaged in 
criminal activity. The officer collected the information from 
publicly available sources. in response to a tasking to prepare 
realistic training in support of its Military Assistance to Civil 
Disturbance mission (MACDIS). The IG iovesti~ation substantiated 
the allegation that the officer violated Procedure 2, in that he 
did collect the information and use it in classroom training. He 
did not. howevar. retain or further disseminate it. The 
inv~stigation served to heighten awareness and understanding 
wi~hin the Utah National Guard ·concerning the provisions of AR 
381··10, and thei>: applicability to National Guard soldiers. The 
unit has also provided additional in~elligence oversight training 
to the personnel inVOlved. STATUS, Closed. 

4. (U) Updates of previously reported cases (Reference 1.d.): 

a. (U) DAIG 01-009. The INSCOM IG, is continuing its 
inqui:ry into issues aJ:"ising out of INSCOM's Cl investigation of a 
spe,:i.5l agent attached to the SOlst Xllitary Intelligence (MI) 
Battalion at Camp Bondsteel. Kosovo (DAIG 01-001). The issues 
include possible confusion concerning INseOM's authority to 
conduct law enforcement investigations, possible inappropriate 
interference with a command inquiry by the 66th HI Group, and the 
special agent's concern that the investigation was one-sided and 
did DOC seek out facts that would have establisbed bis innocence. 
ST1'!:'OS: Open. "~~:~~.':: . c. --. ._cc·.~" .-

• 
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b. (U) DAIG 01-003. The INSCOM IG is finalizing the 
fonoal report of its inquiry into allegations that elements of 
the 902nd MI Group, during the course of a CI survey at the Joint 
Interagency Task Force-East (JIATF-E), inappropriately collected, 
retained and disseminated suitability information on O.S. 
persons. The complainant also alleged that JIATF-E members who 
answered questions on the s~rvey were misled as to' the ultimate 
disposition of the information. The INseOM IG has completed its 
inte~iew of Knowledgeable and involved personnel at both JIATF-E 
and the 902nd HI Group. These interviews have provided no 
substantiation of the allegations. STATUS, Open. 

5. (U) We continued a proactive program of assistance, 
tra~ning, and compl.iance inspections during the quarter, and 
inspected the followi.ng organizations: 

a. (U) u.s. Army Garrison, Fort Hood, Texas. 

b. (V) 0-2, III Corps. Fort Hood. 

c. (oj Fort Hood Resident Office, 902nd HI Group. 

d. (U)· G-2, 49th Infantry Division and 649tb MI Battalion, 
Texas Army National Guard, Austin, Texas. 

e. (u) southwest Army Reserve Intelligence Support Center, 
Camp Bullis, Texas. 

f. IU) Intelligence Support to CounterQrug, Washington, DC. 

Intelligence Oversight 

FOR THE ~S?ECTOR GENERAL: 

CF: 
ODCSINT 
OTJAG 

Irn~!Ctor General 
Chief. Intelligence 

OverSight Division 
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SAIG-IO (381-10b) 18 August 2005 

MEMORANDUM THRU GENERAL COUNSEL, ARMY 

FOR OFFICE OF THE ASSISTANT TO THE SECRETARY OF DEFENSE 
(INTELLIGENCE OVERSIGHT) [ATSD (IO) I 

SUBJECT: Quarterly Intelligence OVersight Activities Report 
(Third Quarter, FY 05) (U) 

1. (U) References: 

a. (U) Executive Order 12333, 4 December 1981, United 
States Intelligence Activities. 

b. (U) DOD Directive 5240.1-R, December 1982, Procedures 
Governing the Activities of DOD Intelligence components that 
Affect united States Persons. 

c. (U) Army Regulation (AR) 381-10, 1 August 1984, US Army 
Intelligence Activities. 

d. (U) SECRET/ /NOFORN memorandum, Department of the Army 
Inspector General (DAIG), 5 May 2005, Subject: Quarterly 
Intelligence oversight Activities Report (Second Quarter, 
FY 05) (U). 

e. (U) Unclassified memorandum, Department of the Army 
Office of the Deputy Chief of Staff G-2, 15 June 2004, subject: 
procedure 15 Reporting in Combined and Joint Task Forces. 

2. (U) This report provides information on 'significant 
questionable activities received during the third quarter of 
fiscal year 2005, updates questionable activities reported in 
previous quarters, and outlines significant intelligence 
oversight (IO) initiatives within the Department Of the Army. 

lMlS DOCU~NTAINS INFORMATlOII FROM 
_TORY CLOSURe UNDER 
FOIA. EX NS NO .&. APPLY 
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SUbje"t, OU<lrterly Intelligence OVerroight Activitie" Report 
('lhird Quil.rter, l"Y 05) (0) 

d. (0) DAtO 05-025. The [lAIG A".btance Divi"ion (SAIG' 
AC)received intormation from the Defen"e Cri.inil.l Inve"tigative 
Service (DCrS) il.ll$ging .i.conduct of an MI officer performing 
intelligence operil.tioDII while iI. .. signed· a" the G2. lot Ar ... ored 
Divi.ion in Iraq. The officer Wil. • ... id to have conducted 
i..,roper intelligence collection oper.tion. in vio1.tion of AR 
381-172, DIAM 59-12, DCID 5/1 and variou .. v Corp" PRAGQ. de.1ing 
with intelligence "ource operations. He i" further il.11eged to 
have di.obeyed direct order. of general officer. tor fil.i1ing to 
terminate contact with informant" and til.i1ing to regi"ter 
infOrmil.Ilts. LiI."tly, the officer allegedly made ta1 .. e otficiil.1 
.tatelleIlt(,,) when he told iI. general otficer that he had . 
regi"tered il.l1 of hi" HOMINT "OUrce" when he knew that his 
"til.tellll!!nt wil." fal"e. The otficer i. new ..... igned to OS ArlIY 
Intelligence Center and SChool. Fort Huachuc., and an 
inve"tigation i .. being conducted by US Army Tril.ining and Doctrine 
CDmmil.nd. S~G-AC i .. il.l .. o monitoring the ca.mil.nd inve"tigil.tion. 
.!'ATI7II. 
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SAIG-IO 
Subject: Quarterly Intelligence OVersight Activities Report 

- _. -. ~-'. 

(Third Quarter, FY 05) (U) 

f. (U) DAIQ 05-028. Removed for Classification. 

g. (0) Two 3m Quarter Procedure 15 incidents (DAIG 05-024 
and 05-026) are being investigated under the authority of the 
ACCO, INSeOM, as summarized in paragraph 5 below. 

4. (U) tJPDATBS. Updates of cases previously reported in 
Reference 1.d. are provided below: 

b. (U) DAIQ 04-035. The MNC-I reported that, in 
November 2003, at a detention facility in Karbala, Iraq, a Titan 
Corporation civilian contract linguist and member of Tactical 
HOMINT Team (THT 106) struck a detainee during interrogation. 
Another contract linguist reported the alleged abuse" to a Titan 
supervisor. on 10 June 2004 Titan reported the incident to the 
INSCOM Contract Office. The employee who allegedly struck the 
detainee left Titan in February 2004 and his current location is 
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subject: Quarterly Intelligence oversight Activities Report 
(Third Quarter, FY 05) (U) 

unknOwn. Office of the Army General Counsel advised US Army 
Criminal Investigation Command (CIDC) of the allegation against 
the contract linguist. Also, INSCOM advised MNC-I/CENTCOM of the 
allegation and the MNC-I C-2, which had no record of the 
incident. MNC! C-2, MG Fast; directed an AR 15-6 investigation 
to determine why the THT had not reported the incident. The 15-6 
investigation was previously reported to be complete and 
undergoing a legal review. However, MNC-I IG recently notified 
SAIG-IO that the 15-6 was in fact temporarily halted when it was 
learned there was a parallel CIDC investigation. MNC-I IG and C2 
are compiling the findings in the CIDC and 15-6 reports and will 
forward the, results to SAIG-IOD as soon as possible. STATUS: 
Open. 
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Subject: Quarterly Intelligence OVersight Activities Report 
(Third Quarter, FY OS) (U) 

d. (0) DAXG 05-004. Removed for Classification . 
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SAIG-IO 
Subject: Quarterly Intelligence oversight Activities Report 

.j (Third Quarter, FY 05) (U) 

(1) (U) It was alleged that, during an informal 
conversation with friends on 11 September 2004, the civilian 
learned .information reportable under the provisions of AR 381-12, 
SAEDA, but failed to report the information to the appropriate CI 
office as required in the regulation. Rather than reporting the 
information in a timely manner, the civilian is alleged to have 
personally conducted follow-up investigative activity in the 
Washington, D.C. area prior to reporting the information to the 
902d MIG Fort Hood Resident Office (FHRO) on 27 September 2004, 
16 days after learning the original information. Although the 
civilian is a credentialed CI SA, he had no authority to conduct 
investigative activity or collect additional information. The 
470th MIBDB has no CI investigative jurisdiction in the 
Continental United States and the information should have been 
passed to FHRO within the time requirements of AR 3'81-12 in order 
to report the incident to the ACCO. 

(2) (U) The C~der 470~ MIBde directed an AR 15-6 
investigation be cOnducted. The investigation substantiated the 
allegation that the SA violated Procedures 1, 2, and 14, AR 381-
la, and AR 381-20, counterintelligence Activities, as the 
collection of US person information waS not within the 
investigative jurisdiction of the 470~ MIBde. Furthermore, the 
Agent violated AR 381-12, for failing to report the incident in a 
timely manner. As a result, the Commander, 4"70th MIBde, directed 
'refresher training- for the Agent concerning investigative 
activi~ies and reporting. Also, 470th MIBde CI personnel will 
receive additional training concerning AR 381-10, AR 381-12, and 
AR 381-20. At the behest of SAIG-IOD, the findings and 
corrective actions were reviewed and approved by the INSCOM SJA, 
Chief of Staff, and Director, Command OVersight Office. INSCOM 
will re-emphasize, in writing, that the 470th MIBde ensure the 
corrective actions are taken seriously and INSCOM will ensure 
that this matter will be the subject of future overSight 
inspections. STATUS. Closed.. 

f. (U) DAtG 05-011. INSCOM reported that two CI SAs 
assigned to the 470th MIBde, Fort Sam Houston, Texas, are alleged 
to have conducted improper collection and investigation 
activities. 

"7 UNClASSiFIED 
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SAIG-IO 
Subject: Quarterly Intelligence oversight Activities Report 
(Third Quarter, FY 05) (U) 

(1) (U) The report states that the two SAS witnessed a 
suspicious incident that should have been. reported to the FHRO. 
However, rather thari' reporting the incident to FHRO, the· BAs 
requested investigative assistance from the Fort Sam Houston 
Provost Marshal to conduct a file check on the license of a 
vehicle inVOlved in the incident and, after it was determined 
that the vehicle was a rental car, to obtain identifying data on 
the driver from the rental company. The allegation is based.on 
the fact that the 470th MIBde does not have CI investigative 
jurisdiction in the United States and therefore the activities of 
the two SAS were improper. The information concerning the 
suspicious incident should have been reported to FHRo ensuring 
that any follow-on CI investigation was conducted in accordance 
with the AR by the unit with investigative jurisdiction. 

(2) (U) The investigation initiated by the Commander, 
470th MIBDE under the provisions of AR 15-6 was completed by an 
investigating officer from Headquarters, US Army South. The 
investigation is under legal review. INS COM assures IOD that the 
report will be submitted in Aug 05. STATOSI Open. 

g. (U) the 902d MIG, INSCOM, 
alleged that Procedure 14, AR 
381-10. On 1 February 2005, allegedly exceeded his 
authority by openly destroying nondisclosure agreements (NOA) and 
then declaring that individuals covered by the NDA could brief a 
Video Teleconference (VTC) on a Federal Bureau of Investigation 
(FBI) investigation (the subject of the NDA). 

(1) (U) The allegation stated that 
coordinated with neither the FBI or the ACCO prior to destroying 
the NOAS and directing the briefing take place. According to the 
allegation, 's actions violated the trust of 
individuals who had signed the NDA and who had been active~ 
~ng with the FBI. Also, the briefing directed by _ 

. 11IIIIIIII on the VTC resulted in improper dissemination of 
senSitive FBI investigative data to a large number of people with 
no need to know. The allegations were referred to the INSCOM IG 
for investigation. 

(2) (U) The investigation substantiated the 
allegation that the officer improperly destroyed Non-Disclosure 
Agreements in violation of Procedure 14, Employee Conduct, AR 
381-10. AS a result, the Commanding General, INSCOM, issued a 
written counseling record to the officer and directed additional 
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corrective actions. First, the INSCOM IG will conduct a review 
of the 902d MIG poliCies and procedures to ensure compliance with 
applicable Army and DoD regulations related to control and 
dissemination of investigative information. Second, SAs of the 
902d MIG will contact the VTC briefing attendees to emphasize the 
extreme sensitivity of the investigative information. Third, SAs 
will also require the VTC briefing attendees to execute Non­
Disclosure Agreements. Finally, Special Agents will contact the 
individuals, whose NOAs were destroyed by the offending officer, 
and remind them that they were still bound by the agreement. 
S'rATOS: Closed. 

h. (U) DAtO.05-017. Removed for Classification. 
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.. ~ (Third Quarter, FY 05) (U) 

(6) (0) INSCOM is currently evaluating the 
investigative products and confirming corrective actions. 
Pollowing INSCOM's final report, SAIG-IO will close this 
PrOcedure 15. STATUS I Open. 

5. . (U) 0'l'HBR DlVBSTlGATIONS. The following ACCO (CI) and CIne 
(criminal) investigations of MI personnel are also possible 
questionable activities IAW AR381-10. SAIG-IOD monitors 

( investigative progress for intelligence oversight issues. 

a. (U) New CIDe and/or ACCO Investigations (3«1 Qtr) : 
SAIG-IO will provide updates on these new cases once the 
investigations are completed by ACCO and/or CIDC, as appropriate. 

11 
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This office received an 
CIDC report that indicated an MI Soldier assigned to the 2 
MIBde, with duty at Abu Gharib prison, conspired with others to 
abuse detainees under their control. TheCIDC investigation 
(case number 0003-04-CID149) into the matter revealed that Iraqi 
detainees in the isolation cell area at the Abu Gharib prison 
complex were assaulted and forced to strip off their clothing and 
perform indecent acts on each other in the presence of US 
Soldiers. The majority of the misconduct appeared to have been 
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photographed and downloaded onto computers. To date, twelve US 
personnel have been identified as subjects, to include both 
military police and military intelligence personnel. CIDC's 
investigation into the 205~ MIBde Soldier's involvement was 

udicated as unfounded. STATUS: Closed. 

(4) (U) DAXG-04-039. Based on the investigative 
finding by Major General Taguba, eIDC reported information that 
.Soldiers from the 519th MIBn, 525th MIBde, Fort Bragg,' NC, 
physically abused detainees at camp vigilant, Iraq, after a 
mortar attack, which killed and injured other members of the 
519th. The alleged abuse occurred on an unspecified date between 
23 August-30 November 2003. eIDe investigated the alleged 
incident under control number 0073-04-CID023. eIDC recently 
adjudicated the allegations as unfounded and closed their 
criminal case. STATUS. Closed. 

(5) (U) DAl:G 04-040. CIDCreported that, from 15 
April-1 July 2003, enlisted members of Detachment B, 223d MIBn, 
california National Guard, are alleged to have physically abused 
Iraqi detainees during interrogations at the 3d Brigade Combat 
Team detention facility, Sammarra, Iraq. According to one 
Soldier's statement,the MI Soldiers struck and pulled the hair 
of the detainees and forced numerous detainees into near 
asphyxiation. eIDe assigned case number 0139-03-CID469. CIDC 
adjudicated the allegatiOns as unfounded and closed their 
investigation. STATUS. Closed. 

6. (U) ASSISTANCE. SAIG-IO continues to execute a proactive 
program of assistance, training, and compliance inspections 

13 
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during the quarter. The program's 3N Quarter's are outlined in 
the following subparagraphs. 

a. (U) 3411th MI Detachment, Devens, MA. 

b. (.0) 3417th MI Detachment, Devens, MA. 

c. (U) 3437th MI Detachment, Devens, MA. 

d. (U) New England Resident Office, 30a th MIBn, 902d MI 
Group, Devens, MA. 

e. (U) Headquarters, MA"National Guard, Medford, MA. 

f. (U) Headquarters, VT National Guard, Colchester, 'IT. 

g. (U) Headquarters, CT National Guard, Hartford, CN. 

h. (U) 6th MIBn, Devens, MA. 

L (U) 32Sth MIBn, Devens, MA. 

j. (U) Headquarters, TRAOOC, Ft. Monroe, VA. 

k. (U) Fort Monroe Resident Office, loath MIBn, 902d MI 
Group, Fort Monroe, VA. 

1. (U) National Ground Intelligence Center, 
Charlottesville, VA. 

m. (U) Headquarters, lOlot Infantry Division (Airborne), 
Fort Campbell, KY. 

n. (U) 3'" Brigade Combat Tealll, 101"t Infantry Division 
(Airborne), Fort Campbell, KY. 

7. (U) point of contact is 
Intelligence oversight DiViSion 

ALAN W. THRASHER 
Major General, USA 

SAlG-IO, 
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CP: 
G2 
OTJAG 

Deputy The Inspector General 
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DEPARTMENT OF THE ARMY 
OFfiCE OF THE IHSPECTOR GEIliERAI. 

nOlI ARMY PENTAGON 
WASHINGTON DC Z031G-17DD 

MEMORANDUM THRU GENERAL COUNSEL, 

24 April 2006 

FOR OFFICE OF THE ASSISTANT TO THE SECRETARY OF DEFENSE 
(INTELLIGENCE OVERSIGHT) [ATSD(IO)l 

SUBJECT: Quarterly Intelligence Oversight ActMtles Report (2nd Quarter. FY 06) (U) 

.1. (U) References: 

a. (U) Executive Order 12333, United States Intelligence Activities, 
4 Decem~ 1981. 

b. (U) DOD Directive 5240.1-R, Procedures GovernIng the ActMti,es -of DOD 
Intelligence Components flat Affect United Stafe$ Persons, December 1982, 

c, CU) Army Regulation (AR) 381-10, US Army Intelligence Activities,_ 
22 November 2006. 

d. (U) SECRET/INOFORN memorandum, Department of the Army Inspector 
. General (DAIG), subject: Quarterly Intelligence Oversight Activities Report (1st Quarter. 

FY 06) (U), 23 January 2006. ' 

. e. (U) Unclassified memorandum. Department of the Army Office of the Deputy 
ChiefofStaffG-2, subject Procedure 15 Reporting in Combined and joint Task. 
Forces. 15 June 2004. 

f. (U) AR 20-1, Inspector General Activities and Procedures. 29 March 2002. 

2. (U) This report provides Information on si9nlficant questionable intelligenctt activities 
(CIA) recGived by the Intelligence OVersight Division, US Army Inspector Ganeml 
Agency (SAIG-IO). during the second quarter of fIScal year 2006. ThIs report also 
updates CIA reported in previous quarters. and outlines significant intelligence oversight 
(10) Initiatives within the Department of the Army. 
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3. (U) NEW REPORTS OF QUESTIONABLE ACTIVITIES: There were nine new QIA 
reports during the second quarter. 

. a. (U) DAlG.()~OS. In December 2005, a previously unreported QIA was 
identified during a SAIG-IO Inspection of the B6I!1 MI Group (M IG). On 26 August 2005, 
a Counterintellfgence (CI) Special Agent (SlA), 2!'d MI Battalion (MIBN), allegedly 
misused his CI badge and credentials (8&C) to avoid the inconvenience of a vehicle 
search as he gained access to a US military compound. The commander's inquiry 
substantiated the anegation and the Detachment Commander oounseled the SIA, 
placed him on one-year probation, and suspended his B&C and investigative status for 
one month. The s/A was al60 required to conduct detachment lrainlt1g on the proper . 
use of CI 8&C. After oompleting the one-mooCh suspension, the SIA was returned to 
investigative status with his a&e. The Inquiry also determined that the BN leadership 
possessed inadequate knowledge of AR 381-20, The Army C/ Program, 
15 November 1993, which contributed 10 the delay in reporting the incident As a reSult, 
the BN Commander directed refresher training on AR 381-20. During the inspection, 
inspectors also provided on-the-spot training on \he defloltion.and scope of QIA, as 
outlined In Procedure 15, AR 381-10 (reference 1.c.). STATUS: Closed. 

b. (U) DAIG-06-G09. 

(1) (U) On 5 January 2006, the Intelligence and Security Command (INSeOM} 
notified SAiGoIO that on 9 November 2004, a CI SlA assigned to Ihe 902d MIG, with 
duty at \he Joint Terrorism Task Force, Miami, FL (JTTF-Miaml) may have 
inappropriately coUected and reported information about a group's (US-person) plan to. 
exercise their constitutional freedoms of assembly and speech. The rnormation was 
reported as a Threat and Local ObselVance NOtice (TALON) and submitted through the 
902d MIG to the C/ Field Activity (CIFA) for analysis and entry in the Cornerstone . 
dalabase: The report described the group's plan to convene a meeting titled 
"Countering MiHtary Recruitment, the Draft and Mllltal)' Law. ~ The report also described 
the group's plan to 'hold B workshop amI planning meeting to discuss cormfering US . 
MUltary racruft/ng In High Schools; a8 well as efforts to 8S8ist f9Cru1ts in getting out of 
military contracts.' On 15 November 2004, the Sf A provided an updated TALON report 
describing the group's plans to sel up 'tables at the schools in order to pedorro 
surveil/flnce' on Military racruite~ w/7ifr1 on campus." The TALON report did not 
Indicate the group or planned activities had 8 foreign nexus. Throughout the report, the 
SlA generically referred 10 the US Person as a "group' and a 'US Domestic: Protest 
Group." However, when reporting the address of the group's meeting venue, the SlA 
Included the name of the meeling facility. which contaIned the name of \he group. 

{2} (U) Until recently, the 902d MIG maintained a database of all or SOme of the 
TALON reports submitted by \heir SlA1!.. Contrary to an INSeOM staff officer:1!: .. __ ... 

2 



SAIG-IO 
Subject Quarterly InteDlgence Oversight ActIVities Report (20d Quarter. FY 06) (U) 

guidance, the 902d MIG contends that the S/A's reporting (described above) was not a 
violation of AR 381·10. and his collection aellvllies were consislentwith Ihe 902d MIG's 
expanded force protection collection mission, which they base on the following 
memoranda: FOUO memorandum, Deputy SecrelBIY of Defense, 2 May 2003. Subject: 
Collection, Reporting, and Analysis ofTerrorisl Threats to DoD WIthin the UnHed States; 
and FOUO memorandum, OffICe of the Vice Chief of Staff, 10 December 2004, Subject 
Army Implementation Goidance for TAlON Suspicious Incident Reporting. 

(3) (U) On 5 January 2006, the INSeOM Commanding General directed the 
INSCOM Inspector General to conduct a spec/al inspedion Qf the TALON reporting 
system In INSCOM, with the following focus: (a) evaluate the strengths and weakness 
of the existing system; (b) provide a detailed assessment of 902d MIG's COII1>tiance 
with TALON regulations. poficles and procedures; (c) determine conflicts or voids in 
guidance conceming the reporting, analysis. retention, and dissemination of TALON 
infonnation; and (d) assess the policies and procedures for submitting TALON reports 
directly to CIFA without an lntennedlate revieW process by the chain of command. 

(4) (U) On 30 March 2006.lhe Deputy Secretary of Defense (DEPSECDEF) 
estabrJshed an unclassified Intel1m policy memorandum concerning the TALON 

/ Reporting System, Subfect: Threats 10 the Department of Defense (000). In the 
\ memorandum, the OEPSECDEF conflrmed the reporting system should only be used to 

report Information regarding possible international terrorism activities anti the 
information should be retained in accordance with 000 5240.1-R. Activllies of 000 
Intelligence Components that Affect us Persons, December 1982. Second, the interim 
poley reqUires that proposed TALON reports ITlU3t meet one of the seven criteria 
outlined in the memorandUm. Third,the Under Secretary for Defense (Intelligence) wJII 
convene wormg groups to examine lnfonnatlon fusion among intelflgence, CI, force 
protection, law enforcement and security communities. Fourth, the A TSD(JO} will 
conduct annual inspections of the TALON system. Finally, no later than 12 May 2006, 
the lead components from each military department must provide CIFA with copies of 
their implementation guidance of the OEPSECDEF's interim polley memorandum. 

(5) (U) SAIG·IO wIA maintain this casa as open untl! the DCS-G2 publishes their 
implementing guidance and INSCOM publishes its spacial inspection r$$ulIs and 
corrective actions (as appropriate). STATUS: Open. 
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d. (U) DA/G-06-011. On 2 March 2006, HO. Multl..National Brigade (East) 
(KFOR7), Camp Bondstee!, Kosovo, notified SAIG-IO of the funowing QIA: Two CI 
S/As assigned to KFOR7 reportedly consuined alcoholfc beverages during a 'sourCe 
meeting.· Following the operational event, the senior S/A allege<lly drove a government 
willete while under the Influence of alcohol, resulting In an accident. The subsequent 
Military Police investigaUon confirmed the SIAs were under the inlluence of slcollol 
when the velliele was damaged In an acCident. Pending the completion of a command 
investigation, the SlAs are restricted to their barracks and the unit commander . 
suspended their BI!r.C and operational status. The SlAs have also been removecl from 
the CI team and placed in different sections within tho task force. STATUS: Opan. 

e. (U) DAlG'()6-012. On 2 March 2006. during a SAlG-JO inspection of the 
Headquarters, US Army Forces Norlheni Command (ARNORTH) (51h US Army), Fort 
Sam Houston, TX, Inspectors discovered US-person force protection information in a 
G2-ARNORTH intelligence briefing. The briefing, which was presented QY 1he G2 to the 
CG-ARNORTH on 21 February 2006. contained identities of U~rsons. Including a 
white supremacist group, and their planned domestic activities. An inteHigence 
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summary from !he Federal Bureau of Investigations was cited as the source. The group 
and Iheir planned activities did not involve a foreign nexus. The G2 attributed the 
violation to ARNORTH's immature structure and the slaff's vague missions and 
functions. The G2 assured the inspectors thai no other inappropriate collection or 
dissemination was conducted. SAiG-IO is coordinating with the Inspector General (I G) 
and G2 to determine What corrective actions were taken, STATUS: Open. 

f. (U) DAIG-06.ooe, OS.(J07, 06.(J08 and 06-{)13: There were fourQJA reports 
thai are IJniquely sensitive and summarized in paragraph 5.a. (below). 

4. (U) UPDATES: Updates of cases reported last quarter (reference 1.d.)·are provided 
Delow: . 

a. (U) DAlG'()4-025. 

(1) (U) In April 2004, an Inspector General from !he MUlti-National Corps-Iraq 
notified SAIG-IO of the following QIA: Prior to 21 February 2004, an MI officer assigned 
as the S2, 422d elv. Affairs Battalion (CAB), Baghdad, Iraq. allegedly conducted 
unapproved HUMINT collection operatlOM resulting il'l one source's Incaroeratlon in an 
I raqljail •. The officer also allegedly committed seourity violations with a category I Iraqi 
linguist. The US Army Special Operations Command (USASOC) conducted a 
command investigation and forwarded the resultS to SAlG·IO. 

(2) {U} The Investigating Officer (110) found no evidence 10 substantiate the 
allegatiol'\ that the officer conducted unauthorized Intelligence operations. The officer's 
routine and authorized duties and responslbinties Included "ensuring all Iraqi Foreign 
Nationals (IFN) were properly screen6d and vetted poor to providing Buthorlzoo 
oor;;umenfs that would aUow them acc9S$ to U.S. facllftles andlor equipment.' The 
process used to check the IFNs' background required the officer and his subordinates to 
interact with the IFNs' on a dally basis. The 110 opined that the personnel security 
process and daily contact with the IFNs' might have led someone to assume the officer 
was engaged in HUMINT operational activity. The Investigation revealed no information 
to substantiate the claim that the officer's activities resulted In the Incarceratlon of a 
·source." 

(3) (U) .The VO found no evlclence to substalltlate Ihe allegation that the officer 
compromised sensitiveldassif!ed informaiion to a linguist. Part of the original security 
violation allegation was that the lingulst was granted access to the offioer's govemment 
issued laptop computer that was used 10 process classified information. The 1/0 
determined the finguist had access to the officet's U.S, govemment laptop computer, 
bOt the 110 had no definitive information that the computer contained classified 
information. Intetvlewees established that in Japproxlmate!y) February 2004, the 
officer's computer was tumed-into Ihe G2,1 Armored DMsion (AD), fo.rfQren.si.c .. 
analysis. However, the ItO was unable to determine the computer's cu·rrent"dlsposition 
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or If the forensic analysis was ever conducted. Interviews of likely witnesses 10 the 
forensic analysis proved 10 be inconclusive because orlhe witness'faded memOlies. 
the distraction of combat operations in Najaf, and confusion caused by 1 st AD's 
transitlon activities with 10t Calvary DIvision, The appointing authority for the command 
investigation concurred with the IIO's recommendation that nO action be taken against 
lhe officer. The 110 Investigated other (unsubstantiated) allegalion(s) concerning the 
officer that are beyond the scope of Procedure 15, AR 381-10. STA.TUS: Closed. 

b. (U) DAIG OS..()04. 

c. (U) DAJG-os.o21. 
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d.(U) DAlG.QS.o2~. In May 2005, SAIG-JO leamed that the DAIG Assislance 
Division (SAIG.AC) received infonnatlon from the Defense Criminal Investigative .. 
SeIVI!::& (DCIS) alleging ·misconducl of an MI officer jerfonning unauthorized 
intelligence operations whIle assigned as the. 1 Armored Division in Iraq. The 
officer was said to have conducted improper inteUigence <:ellectlon operations in 
violation of AR 381~172 (s/INF), CFSOILLSO (U), 30 December 1994; Defense 
Intelligence Manual (DIAM) 56-12 (SlINF). The DoD HUMtNT Management System (U). 
30 June 1997; DIrector of Central Intelligence Directive (DCID) 5/1 (SlINF), Espionage 
and Counterintelligence Activities Abroad (U). 19 December 1984; and various V Corps 
policies dealIng with intellIgence source operations. He is furt/'ler alleged to have . 
dIsobeyed direct orders of general officers by feiling 10 terminate cont~g with InfQnnants .. . . ..... ... ~--. "'" '. -.. . 
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and failing to register informants. lastly, the officer allegedly made false official 
sIatement(s) when he told a general officer that he had registered all of his HUMINT 
sources when he knew that his statement was false. The officer is currently assigned to 
US Army Intelligence Center and School, Fort Huachuca. The US Army Training and 
Doctrine Command (TRADOC) conducted a command investigation and the officer 
received a general offlCet letter of reprimand. Subsequently. SAIG-AC completed a 
review of DCIS and TRAOOC's investigations. SAIG-AC's draft investigative report was 
reviewed by SAIG-IO in March 2006. SAIG-IO expects. to receive the final invelOtigative 
report from S'&'IG-AC duri"9 the nelrt quarter. STATUS: Open. . 

f. (U) DAIS 05-1137. 

(2) (U) The AeCO opened and terminated their CBse, under case number 
421D-G2X~s.o17. after de\erminilg the allegations were not of Cllnterest,.~:Jhe ACCO . .-'.' 
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referred the allegations to \he officers deployed unit of assignment and CID for further 
investigation. Apparently,CID electad not to investigate the allegations. However, the 
42"" Infantry Division conducted a command investigation, the results of which are 
outlined in the subsequent subparagraphs. Since the completion of the command 
investigation. the officer redeployed back to his home station 'and the 42nd Infantry 
Division back to New York where they receive 10 support from the National 

(b) (U) Interpreter: The 110 determined the officer used local nationals 10 
perform interpreter duties. verify information from detainees, and establish rapport with 
detainees, The 110 detennlned that the offioer's U8e of local nationals during 
interrogations was consistent with Multi-National Forces-Iraq. (MNF-I) Policy 05-02 
(Interrogation PoliCY) and the officer did not compromise classifle<l information. WhUe 
the policy was not fully .described in the command investigalion, feedback from the 
MNC-I Assistant Inspector Genaral confirms the aCcuracy ·of the I/O's conclusion. 

(c) (U) Hacking: The I/O corroborated the allegation that the officer, 
wilhout authority, Bccessed.a Hnguist's Yahoo email account. Contrary to the original 
allegation, the account belonged to a foreign national, not a US-person. After 
considering Procedure 5, 8ectronic Surveillance, AA. 381-10. the 110 decided that ils 
applicabifity was "not clear, and this Investigation dirf not attempt to evaluate in depth 
whether the hacking here violated the requirements of fhfs paragraph because the 
hacking was slopped, because nothing 6ver came ottlre hacking 8Ild because Division 
failed to identify the hacking B8 wrongful." Based on the VO's inaccurate analysis and 
conclusions, SAIG-IO referred the 81JegatJon to NGB for resolution and offered the 
following advIce: First. the 1/0 should consider Procedure 7, Physical Searches, as the 
appropriate procedure for the questionable actMty described. SpeCifically, paragraph 
C.4., AR 381-10, descn'bes un-consented physical searches of non-US persons abroad. 
Second, the 1I0's decision 10 not pursue this allegation is Insufficient Paragraph 15-
3.a.(1), Procedure 15, AR381-.10, states, "Each reporl shan be reviewed to conf1nn or 
refute the BOegation and assessed to detennine whether the reported activity is 
consistent with appliciJble policy.. In addition to resolving the questionable activlfy as a 
procedural violation CAR 381-10}, and assuming the hacking occurred and It was not en 
approved physical search. NGB-IG may want to obtain advice from their Chlef Counsel 

" 
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to determine whether or not "hacldng" violates federal law. NGB-IG and NYANG-IG's 
Investigation continues. STAruS: Open 
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5. (U) OTHER SENstnVE INVESTIGATIONS: The below listed Investig~tions are 
uniquely sensitive and considered "questionable activities"IAWAR 381-10. SAiG-IO 
monitors investigative progress for inteJrtgence oversight issues. 

a. (U) New Sensitive Investigations; SAiG-IO wnt proVide updates on 1he 
following new cases once the cases are closed by the investigating agencies. 

12 
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(4) (U) DAlG.oS.o13. On 27 JanUary 2006, the Office of the Army 
General Counsel ilOUfied SAlG-IO of an ongoing CIO investigation (case #O137"()2-
CI0369-23534) that involves six MI Soldiers' alAs. The six MI personnel were . 
assigned to Alpha Company. 519th MIBN, Afghanistan. when !he alleged Incidents 
occurred. In December 2001, four of the slx.MI acts of 

"rnaltreEltment of a in US cuSlooy. 

~eml~~~~~~~~' _ 
Is being 

investigated "derefictlon of duty oonsp was national 
Who died from blunt force trauma. The criminal acts under Investigation are dlrettly 
related to the MI subjects' intelligen<:e duties and responsibilities rmterrogation). 'The 
CID investigation also listed 16 MP soldiers as subjeCts for simUar prisoner abuse 
incidents; howeVer. there is no IlMfacatlon that their acta wets related to or In support of 
an intelligence function, CID recenUy reported their Investigation as clO4ed. but 
SAlG-IO maintains this 8S an open case unto corrective actions have been identified 
and reported. STATUS: Open. 

b. (U) Closed Sensitive Investig@tIons: 

(",) (U) DAlG.o5.o13. In .January2004. the DIA-IG notified SAIG-JOof 
the QlAs of an MI captain, 10" Mountain DivIsion. and an individual assumed to be a 
US Arrrrt contractor. The contractor and officer aUegedlY abused a prisoner at a 
detention faci6ty In Shkin. Afghanistan. CrD investigated under case control number 
0164-04-ClD369-69316 and detennined Ihe allegations of assault and maltreatment of 
a person in US custody were unfounded. STATUS: Closed. 

{2) (U) DAlG.(J6.o01. 

(a) (U) On 17 October 2005, INSeOM reported the QIA of multiple MI V 
officers 10 SAJG-IO. AllegedlY. on 11 October 2005, officials in the Army-G2 requested 
INSCOM-G3 conduct "database checks" on an Army.(32 employee's foreign national 
relatives 6ving in Egypt. The civilian employee is reportedlY a US-person and not under 
swpicion: flowever ..... per,mnnBl in the (Army) G-2 fhought It prudent to make these . . 
checks." The INSeOM Command O~ight Office (I COO) oooCllrred with tr~J;'U··i.·O.r\~·;F· .. 
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investigative request. However, subsequent to G3-1NSCOM conducting the checks, 
ICOO !l$sessed the actions as a possible violation of AR 381-10 in that the Anny-G2 
and INSeOM may not have the mission and authority to direct and execute investigative 
activity as performed in this sltuaUon. 

(b) (U) On 21 October 2005, DTlG determined the issue~ are of sufficient 
gravity and interest.to warrant an Independent Department of the Anny level 
assessmenl DTIG directed the SAlG-IO to conduct a preliminary inquiry Into the 
incident and determine the need for a fonnallnvestigation. On 25 October 2005, Army­
G2 officers Indicated that the database checks were conducted at the direction of a 
senior official. As a result, SAiG-IO referred the matter to Investigations Division (SAIG­
I N) for resolution. SAIG-IN d&termined that lAW AR 380-67, Personnel Security 
Program, dated 9 September 1998, the Army-G2 has the authority 10 grant, deny, or 
revoke personnel security clearanses. Upon learning that one of the Army-G2 
employees had foreign relatives living in a Middle East country, the Army Central 
Clearence Facility provided the Army-G2 access to the employee's security clearance 
records (e.g. SF 86, Electronic Personnel Security auestlonna~). The Arrny-G2 noted 
the Identities of the employee's foreign relatives and requested INSCOM conduct 
database checks on the foreign relatives to ensure the employee had no ties to 
terrurists. The INSCOM Staff Judge Advocate advised the ICOO that the request was 
within the A1my-G2's authority UP AR 380-67. Therefore. the G3-INSCOM conducted 
the database checks on the foreign nationals. Subsequently, I NSCOM advised the 
Army-G2 that their database(s) contained no Informalion on the foreign relatives and, as . 
a result, the Army-G2 did not pursue the matter any further. . 

(3) (U) SAlG-IN concluded thallhe Anmy-G2 has legitimate access to 
personnel security reCOlds and has the authority to grant. deny or revoke security 
clearances. Addltionally,lNSeOM has a lawful mission to coDect information and 
maintain databases on foreign threats. Therefore,!he information oo"ceming the 
employee and her forelgn relatives were appropriately collected. The aDegiJUon was no1 
founded and the case was closed without further action. STATUS: Closed. 

6, (U) ASSISTANCE: SAIG-IO continues to execute a proacUve program of 
assistance, training, and complianCe activities during the quarter. The second quarter 
inspedioo activities are outlined in the foUowing S\lbparagraphs. 

a. (U) HQ, US Amly South, Fon Sam Houston, TX (1 March 2006) 

b. (U) HQ, 470'" MIG, Fort Sam Houston (1 March 2006) 

c. (U) Operations Battalion, 4701~ MIG. Fort Sam Houston (1 March 2006) 

d. (U) HQ, III Corps, Fort Hood, TX (6 March 2006) 
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e. (U) 504'" MIBDE, Fort Hood (J March 2006) 

f. (U) 303rd MIBN. 504111 MIBDE; Fort Hood (J March 2006) 

g. (U) 15111 MIBN.5041'l MIBDE. Fort Hood (8 March 2006) 

h. (U) HQ, 1st Cavalry Division (CO). Fort Hood (8 March 2006) 

i. (U) 1st Brigade Combat Team, 101 CD, Fort Hood (9 March 20(6) 

i.(U} 3'" Brigade Combat Team. Is! CD. Fort Hood (9 March 2006) 

k. (U) Fort Hood Field OffIce. 902d MIG, Fort Hood (10 March 2006) 

.1. (U) HQ, Army Forces Northern Command (fl" US Army), Fort Sam Houston. 
(2 March 2006) 

m. (U) 6111 MI8N. gsD1 DIvision. Camp BuUls. TX (27 February 2006) 

n. {U) 321 sI MIBN, Austin. TX (27 February 2006) 

o. (U) SW A1my Rese,,!e Intelligence Support Center. Fort Sam Houston 
(3 March 2006) . 

p. (U) HQ. TX Army National Guard, Austin (27 February 2006) 

q. (U) INSCOM Representative to !he Joint Terrorism Task Force (JTTF). San 
Antonio, TX (2 March 2006) 

r. (U) INSeOM Representative to the mF. Austin (10 March 2006) 
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SECRIff h' '«WORN /l1l1B 

DEPARTMENT OF THE ARMY 
OFFICE OF lII£ ..sPECTOR GI!N!RAI. 

1108 AAMY PENTAGON 
WA8HIHGTO" DC :/O:I10·17UD 

MEMORANDUM THRU GENERAL COUN"'~~.,..,.r 

FOR OFFICE OF THE ASSISTANT TO THE SECRETARY OF DEFENSE 
(INTEqJGENCE OVERSIGHT) [ATSD(IO)J 

28 July 2006 

SUBJECT: Quarterty Intelflgence Oversight Aetivlties Report (3rd Quarter. FY 06) (U) 

1. (U) Referenc:es: 

a. (U) executive Order 12333, United Statas Inlslfigence ActMIies. 4 December 1981. 

b. (U) 000 Directive 5240. 1·R, Procedures Governing the Activities of 000 
IlIIelllgeo08 Components thel Arreet United Slates Persons. December 1982. 

c. (U) Army Regulation (AR) 381-10, USAnny In!eWgenceAcllvities, 
22 November 2005. 

d. (U) SECRETIfNOFORN memorandum, Department of \he l>Jmy Inspedor General 
(DAIG), 24 April 2006, subject Quarterly IntelDgence Oversight Acllvities Report (2nd Quarter. 
FY OS) (U). 

e. (U) UllCiasslfled memorandum, Deparbnent of the Army OffIce of the Deputy Chief of 
Staff 0-2, 15 June 2004, subjlict: Procedure ·15 Reporting in Combined and Joint Task Forces. 

f. (U} AR 20-t Inspector General AcIIvitIes and Procedures, 23 May 2006. 

g. (U) AR 1!H;, Procedures for Investigating Offi~ and Boards of Officers, 
30 September 1996. 

2. (U) This report provides information on significant questionable intelligence aotlvitles (QIAs) 
processed by ths InteDlgence Oven;ight Division, us Army Inspector Gener",1 Agency 
(SAIG-IO), during the third quarter of fiscal year 2006. Thls report also updates alAs reported 
In previous querters. and ovtIines significant intelligence oversight (10) Initiatives within ttle 
Department of the l>Jmy. 

blSSEMlNAnON 'J>ROHIBITW 
EXCEPT AS AlIIjOlUZED BY Aft ZIO-J. INFOl!MADOI' Pr I'IlOM 

IIIADATORYl>I5 5\J1<r. UND~II 

THIS pOCL""'ENT~'lA!:'IS 
WH~ nEa.A!ISImn,THJSDQCIIMENTB£COMESFOuo. JIOIA, EXEMl'TI i'L5l'1OS"" .. PPl.V. 

l>fJID'W FRO)f: M(,'I,nJ'LI: SOfJRCES, CZ .... 5=. NOV 02;l"SCOM SCt; 38O-v.5 ..... fJI 
DECLASSIFY ON: Xl, ~ ~ "', lt1 
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SAIG-IO , 
Subject: Quarterly Intelligence Oversight Activities Report (3rd Quarter, FY 05) (U) 

3. (U) NEW REPORTS OF QU1!STIONABLE AClWlnES: There were lIfteen new QIAls 
reports during the third quarter. 

a. (U) DAlG.os.o17: On 11 April 2006, the G2. US Asrrry Europe (USAREUR), 
reported the QlAofthe Countering Terrorism Branch·(CTB), G2-USAREUR, Heidelberg, GM­
On 7 Apri12006. the ern produced a CUITent Threat Report (eTR) conlaining tile identities of 
numerous Us-Persons >Mth possible ties to terrorist groups and/or slate sponsors of terrorism. 
The eTR was disseminated to multiple lJSAREUR consumers, including the USAREUR 
InteRigence OVersight omcer (ICO), whO took corrective aelion on behalf of the command, The 
100 prompOy identified the Incident as a alA and lhen trained the Chief of the eTe (In. 
procedures 1-4, AR 381-'0, and the authorizlld mission scope of the CTR. All CTB personnel 
raceWed refreSher 10 lJaining. the 7 AprtI2006 erR was rescinded, IVld all USAREUR 
<YV>"''''''''''' were .directad to delete their d the rescinded erR. STATUS: Closed. 

e. (U) DAIG-OlI-019: According to a 27 April 2006 Wall Street Journal arllele. 
·Pentagon Steps Up lnleUigeTlCe Efforts Inside U,S. Borders,' IntenigEIIICII analysts' Qslgned to 
the 90211 MI Group (MIG). Fort Meade, MD, allegedly colected and disseminated informatlon 
c:onceming parlidpants In a 19 Mard1 2005 anti-war protest in Akron, OH. The article 
specifically alleged that the MIG's analysts downloaded information from activist web siles, 
intercepted emaDs and c:ros!H8feranced the irlormation wllh poflce databases. The MIG 
allegedly reported the planned protest to the Akron police who. in tim. "followed" t!'Ie raDy, The 
Akron rally was said to be one of seven protests 'monitored by the Arm,/, In March 2005, 
On 28 Apr" 2009. after oonferring with SAlG-1O and IN 902d MIG. lite Intelligence and Sec:urily 
Coml'Jiand (lNSCOM) decided to resolve!h9 issueslalegaUons In this c:ase (DAlG-06-019) by 
expanding their ongOing 'special in&pectlon" oi' the MIG's implementation IU1d execution of the 
Threat and loc;aI ObservanC& Nctlee IT AlON) program; which was initially reported in 
referene& 1.CI, as DA~9. Nl update to DAIG.()6.009 i$ provided In paragraph 4.t below. 
STATUS: Open, ___. " 
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Subject Quarterly InleJngence Oversight Activities Report (3rd Quarter, FY 06) (U) 

d. (U) DAIG.(I8.()22: On 5 and 20 June 2006, SAlO-IO received numerous allegations 
roncernlng members of the 101" Airborne Division (101· Abn). 4"'lnfantry Division (4"'0), and 
Operational Detachment-Alpha 386 (OOA-386). Some of the aDegetions were non-IO related 
and they wlII'e ntferrect ID Assistance DMslon, US Arrrr; Inspector General Agency {SAIG-AC~ 
far action/resolution as appropriate. HOW8Ver, many other allegations (outlined below) are 
considered QIAs requiring resolution lAW AA 381-10. The 0IAs were referred to the . 
appropriate commands and SAIG-IO oontiooes to oversee the progres6 of the folowlng 
investigations, being ocmdu~ under the provisions of AR 15-6 (reference 1.g.): 

(1) ~of the aile allons receIVed on 5 June 2006, Indicate th. at an Infantry 
officer, serving as a in the 101" Abo. and his linguist, tlOnducled 
unauthorized source operationa, ccerce ocaI nationals to serve as sources, forced sources to 
falsify sworn statements to enslll1l convictions of aneged Insurgents, conducted unauthorized 
and undocumented detention operations. and assaulted sources and 
control The allegations were previously reported to the omcer"s BattaftC)01 but 
he failed to appropriately report and resolve the allegations lAW AA June 
SAlG-IO referred Ihese allegations to the Inspector General (IG). Multi-National Corps-lraq 
(MNC-I). for resa/utlon. 

(2) (U) On 5 June 2006, K was alleglld thet a Category-II interpreter. 4"'10, 
. condI.J~ed inlemogatlons w!hout the presence or particlpatlon of an MUItary Intelfigence (MI) 
offICeI'. The interpre1er and an iraqi Army Officer ~ have also conducted intan-ogatlons 
withoutlhe presence of an Ml officer. The unauthorized and Improper in~ 
bean dona at the direction of Ihe. 219'" Calvs...!l. Squadron. and/or the ____ 
The aQegations were reported to tile Squadron. btlt he failed to report and resolve the 
anegallons lAW AR 381-10. On 9 June 200B, SAlG-1O referred these aQegalions to the IG. 
MNC-I, for resoIutiDn. 

(3) (U) Also on 5 June 2008, It was aHeged that members 
01 Tactical Human Intelligence Team 675 (TI:IT). 10t"' Abo, may h8ve 
reports conoeming the specillc InterrogatJon techniques employed dUring Interrogation se8&lons. 
SpecillcaUy, it was alleged thlil they would use fear-~ techniques (wearing red contact lenses 
and claiming to be possesSed by Satan), }'lilt thay reported using differant techniques Q.e. direct, 
ego-up). The allegations were reported to the Squadron. but he failed 10 report and resolve 
\he allegations lAW AR 381010. On 9 JUlIe 2006. SAIG-IO referred these allegations In IB, . 

for~~~ 
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Subject Quarterly InteUigencs Oversight ActMIies Report (Sri! Quarter. FY 06) (U) 

i. (UI OAlG~6-028. On 29 June 2005, INSCOM reported the QIA of a member of the 
Los Angeles Fieid OffIce (lAFO). S02d MIG. Joint Forcas Training Base (JFTB), Los Alamitos. 
CA. hereJnafter referrad IQ 118 Subject-to Also imp6ce\ed in the report are a I1Qf1-DoO affliated 
c:ivi6an (Subjecl-2) and a former member of the LAFO (Subject-a) who is currently assigned to a 
902d MIG position in Te)(8s. Allegedly, Subject-I mlrwsed his official status to ~Jegatfy acquire 
dass-lil weapons, ammuni50n, tactical equipment. and explosives. Subjeet-2 allegedly ordered 
and received the prohibited nlaIerial and delivered the items to Subjecl-t allhe LAFO. Subject-
3 is identified on some of the Invoices for the mat9flal. Upon receipt of the material, Subject·l 
look the materia. Ie an unknown location. With Subject-I's BSsililance. Subject·2's used the 
material to conduct for·profit tralnJng events on the JFTB. Both 000 and non-DoD personnel 
received 1I1e training. INSCOM also reponed the QIAs as a possible federal crime under the 
provtsion of Chapter 16. AR 381-1.0. Meanwhile, the Commander of the 902d MIG lnilJated a 
command investigation under the provision of AR 15-6. nlferenC8 l.g. aboVe. STATUS: Open. 

j. (U) DAlG~6.()14, 06~5, 08-41tI, 08-020, 08-021, and 06.(123: In addition to the 
incidents described in paragraphs 3.8 through 3.i, aboVe, there were six new reports of QIA that 
are curTently being Investigated by the ACCO or the US Army Criminal Investigations Division 
(CID). The new ACCOICID investigations are summarized in paragraph 5.8. (below). 

4. (U) UPDATeS: Upda\es of QlA cases reported last quarter (referenca 1.d.) are provided 
below. 
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Subject: Quarterly InteRlgence Oversight Aclivitles Report (3rd Quarter, FY 06) (U) 

b. (U) DAlG-05-02S, In May 2005, SAIG-IO leamed that SAIG-AC received Information 
fram the Defense Crlmll1llllnvesligatlve Service (OCIS) alleging rnlscondud of an MI officer . 
per.tonnlng unauthorized intelligence operatiOns while aS5lgned as the., 1" Armored Division 
in Iraq. Tile offiCer was said to have oonilucted Improper IntelllgellClJ ccillection operations In 
violation of AR 381-172 (SfINF), CFSOILLSO (U), 30 December 1994; Defenselntalggence 
Manual (DIAM) 5S.12 (SlINF). The DaD HUMINT Management System (U), 30..klne 1997: 
Director of CentrallnlelflgeTICII Directive (DCI!» 511 (S/INF), Espionage and CounlerinteOlgence 
ACIlvities Abroad (U), 19 December 1984; and various V Corps polldes dealing with InteUigence 
source operations. He is further alleged 10 have disobeyed direct orders cI general oflicars by 
failill9lo terminate contact with Informants and failing to register Informants. Lastly, the ofIIoer 
allegedly made false official staternent(s) when he told a general offICer that he had registered 
all of his Human IntelUgence (Hl:JMINT) soun:es when he knew that his statement was faise. 

(1) (U) The officer 1& ClJlTently assigned to US Army IntelBgence Center and 
sctIooI. Fort Hu9Clluca. As sud!, Ifte US Army Tnmlng and Doctrine Command (TRADOC) 
oonduded a command investigation, which did not incorporate the results of Ifte DCIS 
InvestigatiOn. TRADOC concluded that the officer failed to comply with the directives from his 
superiors, but the investigating oIIlcer attempted to mitigate the issue by suggesting the oflk:er 
believed .he had tacit approval by offICials poslUoned above his superiors. Regarding Ifte 
unauthorized conducl of 5DIlfCe operations, TRADOC mltigatEld the Issue by suggesting he did 
not have sufficient guidance from higher headquarters 10 appropriately conduct intelligence 
ac\Mtie$. The officer eventually received a general officer letter of reprimand •. 

(2) (U) SUbsequently. SAIG-AC completed Its investigation, which considered 
the resuts of Ifte DCIS and TRADOC investigations, The Inspector General sent a letter 10 the 
TRADOC Commanding General outlining the results of SAIG-AC's Investigative findings. 
SAiG-AC substantiated four aDegations of disobeying direct orders. one allegation of Impt"Dperly 
conducting Intelligence opendlol1&, and one atlegatJon of making false officlal ~ternenUI to a 
General Officer. SAlG-IO is coordinating wllft lRAOOC 10 confilm they received the letter. as 
well at detennlne what, if any, actions have been or will b& taken by the command. STATUS; 
Open. 
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(2) (U) The ACCO opened and terminated their case. under case number 4210-
G2X-05-017, after determining the allegations were not of CI interest. The ACCO merred !he 
allegations to the aflicer's de~ unit of assl9nment and CIO in iraq for further Investigation. 
Apparently, etD-lraq elected not to investtgate the anegatlons.. However, the 42"" Infanlry 
OMsion conducted a command investigation. the results of I'hIlch are outlined In !he SUbsequent 
subparagraphs. Since the aimpletion of the command Investigation, t~e oIIk:er redeployed 
back to hl$ home station and the 4zxi Infantry DMslon redeployed back to their home slaDon in 
NawYork. . 

(b) (\J) Interpreter. The I/O determined the officer 
perform Interpreter duties. verify Information from detainees, CJnd astablish rapport with . 
detainees. The VO determlned that the officer's use of local nationals during interrogations was 
consistent with IIlNF-I Policy 05-02 (Interrogation f'af'tey) and the ofIicer did not compromfse 
classified Information. WhIle the policy was not fully described in the command investigation. 
feedback from the MNC-I Assistant InspeG1cr General ccnfJrms\he accuracy of the 110'& 
CQI1clusion. . .. _,_ .. - . , ... 
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(e) (U) Hacl<tng: The 110 concluded that the officer. without authority, accessed 
a linguist's Yahoo 8II1a1l1lccount. COI1lr8ry to the original aUegatlon, the account belOnged to a: 
foreign national, not a U8-person. Allar considering Procedure 5, electroniC Surveinanoe, AR 
381·10, the VO decided thatll5 applicabOity wa& • nor cJear, end this investigation did not attempt 
to flV8luate in depth whether the har;ldng here violated the requirem8flfs of /his paragraph 
because the hecJdng WIIS stopped, becsu8S noth~ ever came of the hacking end bsc8use 
Division failed to Identlft the heoldng as wrongful." SAIG-IO advised the If 0 to consider 
Procedure 7, Physical Searohes, as the appropriate procedure for the questionable activity 
described. Sper,:ilically, paragraph C.4., ProoedUTe 7, AR 381·10, deso1bes the authorities and 
requirements for un-con&ented physical searches of no~US pen;ons abroad. SAIG-IO also 
determined that the II00s rationale for dillm isslng the hacking allegation wa& insufficient because 
Procedure 15, AR 381·10, states thatlnquiriB6linvestigatioris must confirm or refute the 
allegation and detsrmine ~Iher the acUvHy is consistent with applicable policy. However, 
after consulting with the Arrrrt General Cou/lS9I, MIG-IO determined that the hacking aDegation 
might be a violation of feclerallaw, specifically thE! ElectroniC Communlcations Privacy Act of 
1986, USC Title 18, Part I, Chapter 119. Therefore, SAIG·IQ referred the hacking allegaUon to 
CID for criminal Investigation and recohnilended AITTl)'-G2 reporlthe allegation as II p06SibIe 
federal crime UP Chapter 16. AR 381·10. CID opened a Q'tminaJ investigation under Case 
number 0048-2OO6-CID221·50109 (pendlng). 

(3) (U) Upon reYiew of the initial command investigative product, SAlG-IO noted 
other issues requiring resolution by the NY ANG: 

(a) (U) First. the 110 substantiated a prtMously unknown allegation that the 
officer's· THT impropsdy conducted f8ids wlttlOUl the prts~ or knoWledge of the task 
fotw ... • However, this anegation was not addresaed In the command'siegal review or 
descripllotl of correctiVe actions. SAI~O requested NY ANG report the status of the allegation 
and corrective actions, as the THT was supposadly under the officer's control and the ra Ids 
were presumably In support of InteRIgeooa actMties. 

(b) (U) Se<:ond, the rIfII'...... the BeT.allegedly 
sanctioned the THTs unauthorized usa of .. .."lhnln<, hi"""''''''.... source operations, which 
violate !heater poIdes. SAIG-IO requested NYANG report status of the allegations and 
correCilve acllons. 

(e) (U) Third, the __ snd_allegedly u~ undue command imluence 
when they attem~ed to pnevenll!l witness from reporting the alAs. SAlG·1O requested NY ANG 
report the status of this anegatlon and corrective actions. 

(d) (U) Finally, It was aUeged that the officer required his lHT members to falsify 
inteMlgence reports. Specifically, the olllcet would always serve as the lsed Interrogator or 
interviewer, but he required the THT members 10 write the reports and omit his (offlce!'S) 
presence and par1lclpalion in the intelilgenDEI activity. SAIG-IO requested NYANG report thE! 
status of lt1is allegation and related corrective actions. Sf ATUS: Open. 

e. (U) DAlG-06-003. According to a Defense lnteligenoe Agency Inspector General 
(DIA-IG) investigation, in February and March 2005, 000 personnel parUclPB_ted In an OCONUS 
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SAIG-IO 
Subject Quarterly Intelligence OVersight Activities Rapert (3rc1 Quarter, FY 06) (U) 

bilateral US - Korea clandestine fcreign materiel acquisi1lon operation [STABLE POST (U)l 
witholJl proper aulhority. Armng the ODD participants ware three members of INSCOM. The 
DlA·IG declared the incident to be a alA under the provislons ~ 000 Directive 5240.1·R, and 
Initialed an IG invesligaUon Into DIA's role. Upon receiving DIA-IG's referral, the SAIG-IO 
declared INSeaM's alleged participation as a QIA under Procedure 15, /loR 391·10, and 
completed a prefimlnary Inquiry In ac::eordanea with the Deputy The Inspector General's (DTlG) 
directive. SAJG-IO's Report of Preliminary Inquiry (ROP!) was endorsed by The Inspeclor 
General and submitted 10 the Army G-2 (OCs-G2), INSCOM-IG, and DlA·IG. The summary of 
the ROPI is provided in the foDowing subparagraphs. 

. -----.-..... , .. _ .... _. 
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SAlG-IO 
Subject Quarterly Intelligence Oversight AclMtie$ Report (3rd Quarter. FY 06) (U) 

f. (U) DAlG.(JS-009. 

(1) (U) On 5 January 2006,INSCOM notified SAIG-IO that on 9 Navamber 2004 
a CI SlA assigned to !he 902d MIG. with duty at the Joinl Terrorism Task Force, Miami, FL 
(JTIF-Mlaml) may have InllPpropriately collected and reported information about II group'. (Us.. 
person) plan to exercise its constitUtionlll freedoms of assembly and speech. The infolTnIItion 
was reported as a Threat lind Local Observance Notice (TALON) and submitted through the 
902d MIG to the CI Field Acllvlty (ClFA) for _lysis end entry In Ihe Cornerstone database. 
The report desC:Cibed t,he group's pi,," to convene a meeting titled 'Countering Military 
R&cruitmenf, the Draft BfJd Milif8IY Lew.· The report also described the group's plan to -hold II 
worlcs"'op and planning meeliflg to discuss countering US MifltBty rec:tIIlting in High Schools, as 
well as eIforls to assist rsorvits in getting out of military confI'acts." On 1~ November 2004, the 
SlA provided an updated TAlON repOrt descnbing the group's plans to set up 'Iables iii the 
schools in older to perform 'surveiJlaflC9' on Military recruIIers whlls on campus." The TALON 
report did not Indicate the group or planned activities had a foreign nexus. Tnroughout the 
report. the SJA generically referred to the US Person as a "group' and a ·us Oomes1ic Protest 
Group." However, when reporting the address of !he group's meeting venue, the SIA included 
the name of the meeting faclHty, which contained the nIIInB of the group. 

(2) {U} Until recently, the 902d MIG maintained a database of all or some of the 
TALON reports submitted by their SlAs: Contrary to an INSCOM staff officer's guidance, the 
902d MIG contend, that the 5/A'. reporting (clesQibed above) was not a vioIatkln of AA 381-10, 
and hi. collection activities we'" CIOIlsistent with Ine 902d MIG's expanded force protection 
collection mission, which they base on the follOW"ing memoranda: FOUO memorandum. Deputy 
Se<ntary of Defense, 2 May 2003, Subject; Collection, Reporting. and Analysis of Terrorist 
Threats to 000 Within the Unltad states; and FOUO memorandum, Office of the Vice Chief of 
S1aff. 10 December 2004, Subject Arrrrj Implementation Guidance for TALON SU5PicloU$ 

. incident Reporting. 

(3) (U) On 6 January 2006, thelNSCOM Commanding General diraded the 
INSeOM Inspector General to conduct a special inspection of 1I1e TALON reporting s~ in 
INSCOM. with the rollowing r~us: <al evaluate the strengths and weakness of the ex/sling 
system; (b) provide a detailed II$se&sment of 902d MIG's compliance with TALON regulations, 
policies and procedures; (e) determine c:onIIicls or voida In guid<Jrn:e concerning !he reJ)Ol1lng. 
iinalysls, retention, and dissemination of TALON 1nf00000ation; and (d) assess the policies and 
procedures ror submitting TALON reports directly to CIFA Witho1.JI an intennedlate review 
process by the chain d oornmand. 

(4) (U) On 30 March 2006, the DeputY Secretary of Defense (DEPSECDEF) 
established an uoclanilled Interim policy memorandum concerning the TAlON ReponIng 
System, Subject: Threats to the Department of Defense (DoD). In tM memorandum, the 
DEPSECDEF confinned thy repot1lng system should only be used to report Infonnation 
regarding possible internatiDrlai terrorism activities and the Information should bit retalned in 
acoordarn:e with DoD 5240.1-R. ActIvIties of DoD Intelligence Components that Affed US 
Persons, December 1992. Seoond. the interim policy requires !hat proposed TAlON reports 
must meel one of the sewn criteria ouUined In the memorandum. Third. the Undersecretary , 
for Defense (IntelligenCe) will convene worI<Ing groups to. examine Information fusIon among 
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IntEllIgence, CI, force protection, law enforcement and security communities. Fourth, the 
ATSD(IO) will conduct annuallnspeclions of the TALON sy&tem. Anally. no Ialer than 
12 May.200S, the lead components from each military department must provide CIFA with 
copies of thelr implementation guidance of the DEPSECOEPs Interim poDcy memorandum. 

(5) (U) SAIG-IO will malnlBin this case as open U1ti1 the DCS-G2 pubDshes their 
Implementing guidance and INSCOM pubUshes its speaal inspection results and ciorrective 
actions (as approprtate).· The QIA deSO'lbed In DAJG.06-019, paragraph 3.e. above, is also· 
being resolved by the INSCOM 'special inspec:lion: STATUS: Open. 

g. (U) DAI~6-o11. 

(1) (U) On 2 March 2006, Ha, Multi-NatiOnal Brigade (I;ast) (KFOR7), Camp 
Bondsteel, Ko$Ovo, notified SAlG-1O that two CI S/As assigned to KFOR7 reportedly consumed 
alcoholic beverages during a 'source mee~ng.' Following the operatlonal event, the senior SlA 
aUegedly drove II government vehicle whUe under the Influence of alcohol, resulting in an 
accident. The subsequent Mllita/y Police (MP) il)VBStigation continned the 51"'$ were under the 
Inftuence of alcohol when the vehicle was damaged in an ac:ddent. Pending the completion ata 
command Investigation, the SiAl were restricted to their banacks, their Badge and Credentials 
suspended,and they were removed from the CI team and placed in dlffenent sections within the 
task foree. 

(2) (U) On 9 May 2006, the corrrnand investigation also concluded that the SlAs 
were under the influence of alCXIhol on-duty and that the senior Sf'" was under the Influence of 
alcohol when he drove an official vehicle. As a result, the SlAs' credentiels were .. !zed and 
returned to the Central reposiiory at FOI1 Huachuca. A2.. Additionally, the $lAs were punished 
under Article 15. UCMJ. The senior 51'" received a fteld grade Artlole 15, and was reduced from 
E5 to E4; forfeited $1099 fOr one month; placed on 45 days restrictiOn; a~ received 45 days 
extra duty. suspended, which will be automatically remlttsd if not vacated before 12 July·200s. 
The Senior 51A wes reassigned to the G2 Operatlons sectlon. Task Force Falcon. The junior 
S/A received a company grade ArtIcle 15, reduced from E4 to £3: forfeited $394 for one month: 
and was placed 01'1 14 days exira duty. The Junior 51A appealed the decision. but It was denied 
because it was determined Ihat the ffndings of fact and the punishment imposed were supported 
by the evidence presented. The junior 51A was reassigned to the HUMINT AnalysiS 
Requiremenls ceO, Task Forte Falcon. STATUS: Clcaed. 

h. (U) DAlG..o6oG12. During a 2 MardI 2006 Intemgence oversight inspection of US 
Army Forces Northem Command (ARNORTH), SAIG-IO discovered U8-Person force protection 
information in a stored G2-ARNORTH Intell~noe briefing. The briefing, whk:h was presented 
by the G2 to the CG-ARNORTH on 21 February 2006, contained identities of US-Persons. 
including Ii whlle liupremacist group, aod their planned domestic activities. An Inteillgence 
sLIJ1mary from the FBI was ciled as lt1e source. The G2 and the DAiG Inspectors agreed IhOlI 
collecting and retabtlng US-Person force protGCIion information. without II foreign nsxus, is 
beyond the scope of the G2's mission and functions. The G2 attributed the violation to 
ARNORTH's Immature structure and the litaff's vague mlsslom; ~ncl functions. SAIG-IO found 
no other indications of QIA in G2·ARNORTH. On 2 Aprl2006, ARNORTH ~Drtedthat 02· ... . ....... . 
personnel were re-tralned on procedures outlined In AR 381-10. The Inspector <f1~~.'----" . . . -
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ARNORTH informed SAIG-IO that the US-Person information was purged from intelligence files 
and they confrmed G2's understandlng fA their mission and functions, to include res!rictions on 
collection, retention and disSemination of US-Person Informa~on. STATUS: Closed. 

5. (UJ OTHER INVESTIGATIONS: Th& below listed QIAs are sUbject to CI or criminal 
inVeStigations by ACCD or CID. respectively. 

a.. (U} New ACco/CIO Inyestlgations: lAW paragraph 15-2.&., reference l.c .• SAlG-IO 
wiH provide updates on the following new cases once they are closed by the CID or ACCO, as 
appropriate. 
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b. <U> Closed ACCOJCID Investigations: 

11} (U) DAlG~06. In Oecember2003, ClD reported the QlAof MI 
interrogators assigned to A Company. 519"' MI BattaHon, Bagram Detention Facillty (BDF). 
Afghanistan; and suppor1ing MP Soldiers assigned to 377" MP Company, US Army Re$erve. 
BOF. Allegedly. In Deoember 2002. numerous MI and MP. SoIdlef3 assaulted and mistreated 
detainees. reaultlng In death of one detainee. The BUeged abuses by MI and MP Sol.!llers were 
directly related to the BDF's inlarrogatlon actM1les; therefore thtI incidents are considered QIAs. 
CIO conducted a criminal investigation into !hit matter (CID case nlJmber - 0134-02-CI0369. 
23533) and concllJded that the subjects assaulted and mistreated the detainee. Bnd that the 
detainee died while in BDF custody. The medicat eJ<allllner dassified the dealh as a homicide 
and the cause or death was blunt foree numa. However, the supporting Staff Judge Advocate 
opined lhat there was insuffJCient probable cause 10 hold anyone crfmlnaUy responsible for the 
death of !he detalnee. Therefore. numerous Soldiers were titled with various oIienses. including 
false clfldal statements, dereliction of duty. and assault and battery. After coordinating Wittl 
various oommands. CIO, and the Office of The Judge Advocate General (OTJAG). SAiG-IO 
detennined the status of comtc1iV8 ac;tionll taken agal~t the s~eds In this case: 

(a) (U) There was Insufftcient cause to punish Ihe Offlcer.in-Charge of the BOF 
intelrOgators. [Note: The ole was also c:iteri in 81!other deta/nge abuse esse (DAIG-06-013; 
CID Case 0137-02-CID369-23534; see paragraph 5.b(6) of this rapOttJ. 

(b) (U) The NCOIC or the BOF Interrogators has separated from 6ervice. As a 
resutt. the case was refeJTed to the Department of JU6tice for their action. [Note: The NeOIC 
we8 also cltsd In another detainee abu$(I cese (DAJG-06-013; CID esse 0137..fJ2-CID3B9-
23534; see paragraph 5,b. (6) of this repott]. 

(e) (U) One MI SolClier is currently pending Court-Martial proceedings for. 
dereliction or duty and aS$sult consummated by baUery. 
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(d) (U) One MP wa$ convicted at a Gl!nerat Court-Martial for aggravated 
assault, maltreatment. maiming, and false statement. He was acqultted of three assauft 
ctIarges and was reduced to El. 

(e) (U) Thme MPs were acquitted. 

(f) (U) Four MPs re<:eived leiters of reprimand. 

(g) (U) One MP pled guilty at a Special Court-Martial to assault and false official 
statement The Soldierwas reduced to El, forfeited of 213 pay for fOlir months, and was 
confined fOI four months. 

(h) (U) One MP pled guilty at a Special Court-Martlal to assault consummated 
by battery and dereliction of duty. The Soldier was reduced to E1, confined for 75 days, and 
sentenced to be discharged from service with a Bad CDnduct DIscharge. STATUS: Closed. 

(2) (U) DAlGo04-007. In December 2003, CID report6d the QIA of Soldiers 
deployed In Qailn, Iraq. On 23 November 2003, a detainee In US custody died whOe being 
interrogated by MI personnsl CID conducted an invesllgatlon into the rnattef under cese . 
number 0027 -03-ClD679-64999. The Investigation Identified three MI and five non-MI 
personnel as subjects In the Invastlgalicn. All of the alleged abusive acts were directly related 
to an InteHigence function (lntelfigenee InlerTogatlon). and th8fefore reportable undef the 
provisions of Procedure 15, AA 381-10. AtI:$ coordinating with various commatlds, CIO, and 
the 01f"1ee olTha Judge AdYOCate Generat (OT JAG). SA1G-1O detarmlned the status of. 
corrective actions taken against the subjects In this case: . 

(a) (U) An MI warrant officer was convk:ted at a General Court-Martial of 
negligent homiclde and negligent dereHction of dUly. He weill SBl'Jleoced to foUl months 
confinement. restriction for 60 days, ami forfeiture of $1500 for four months. 

(b) (U) At'I Ml warrant officar racsived an Article 15, UCMJ, not further Identified 
(NFl). 

(c) (U) One MI Senior NCO received a letter of reprimand. NFl. 

(d) (U) Punishment undef Miele 15, UCMJ, ls pending against one non-MI 
Soldier, NA. 

(e) (U) No action was taken agaInst one non-MI warntn! offioer. two non-MI 
NCOs, and one non-MI c!vHlan, NFl. STATUS~ Closed. 

. (3) (U) DAI~$-034. On 28 July 2005.INSCOM reported that is warrant officer 
assigned to the 29i" MI Battalion allegedly kicked iii detainee during pre-screenlng activities at 
Camp Sykes (Tall Afar), Iraq. Concerns of combat t&lat&d slre5S wvre expressed by the 
Warrant Offi~r'$ command. Reportedly, the Warrant Officer W8& placed on aClmlni$lrative 
duties and would not likely return to intanogalion duties wl1l'l his team. The warrant oflIcer and : 
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his team recelvad combat stress counseling ami the COIT1mand pl"Ollided refresher training on 
Interrogation rules. 010 Investigated the· Incident ~dercase control number 
0110-05-CI0389-36749. In October 2005, CID notified this office that the detainee abuse 
allegation was substantiated and their case wall c!csed. CID's investigative results were 
forwarded to lIle oommand for action. The command Issued the warranl officer a letter of 
reprimm fo(hls abusive actions.. STATUS: Closed. 

(S) (U) DAlG"()8-013. on Zl January 2006, the Office of the Arrrrf General 
Counsel prO\llded SAIG-IO with a ropy of a report conceming an ongoing CIDinvesligation 
(0137-02-CID369-23534). According 10 the CID ilvestigalion, in O~mber 2002, four MI· 
interrogators A Company, 51911> MI Battalion, BDF, Afghanistan, committed aelll of 'assaull' and 
"maltreatment of a person In US custody.' Aa a result of the abuse, the victim·, a BOF deteinee. 
died 01 blUnt force trauma. Additionally, the ole of tile Sagrllm Collection FloInt, was 
i/westlgatad for "maltreatment 01 a peraon in US custody. false offICial statement, and 
conspll'acy.' The NCOIC was also investigllted for 'dereliction 01 duty and conspiracy' 
allegations related to the maltreatment and assault Incidents. While no one was found to be 
CTlminally responsible for the death of the datalnee, many of the subjec:ts were punished for 
related offenses. The foIowing outlines the status of actIOns takan against the subjects: 

(a) (U) There was Insufficient cause to take action againstlhe ole. (Note: The 
ole was elsa /isted in DAIG-04·006. psragraph 5.b. above.) 
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(b) (U) The NCOIC of the BDF Interrogators has separated from service. As a 
result, the case was referred \0 the Department of Justice for theiraclion. (Note~ The NCO/C 
was also listed in DAIG-04-D06. paragraph S.b. above.) 

(e) (U) One Soldier pled guilt)' at a Speoial Court-Martial to dereliction of duty 
and assault consummated by batteI)'. He was sentenced \0 a reduction to E1, forfeiture of $822 
for two monlhs, two months oonnnemenl, and a Bad Conduct Discnarge. 

(d) (U) One Soldier pled guilty al a Special Court-Martial to dere6c1ion of duly 
and. assault consummated by batle/)'. She was sentenced to a reduction to E4, forfeiture of 
$250 for four months, two months confinement, and II reprimand. 

(e) (U) One Soldier pled guilty at a General Court-Martial and was sentenced to 
confinement for five months and received a Bad conduct discharge. 

(I) (U) One Soldier received a letter of reprimand, NFl. 

(9) (U) The CIO inve&1lgat/ve report also liatecl16 MP soldiers as subjeCts for 
similar prisoner abuse Incidents: however, there is no indication IhaItheir acts were related 10 or 
In support of an intelligence function. Therefore, the MP misconduct aRegalions _ not being 
detailed in this report STATUS: Closed. 

6. (U) ASSIST AHCE: SAIG-IO continues to execute a proactive program of aSSistance, 
training, and compliance acIMUes during the quarter. DUring the third quarter, SAJG..l0 

- conducted 10 compflllnca inspections and 10 assistanoa to the following organizations: 

a. (U) Security and Intellig8llC8 Division, DPTMS, US fJ.mr.J Garrison (USAG), lMA, Fort 
Knox; 18 May 2006. 

b. (0) a. FOrt Knox Field Office, 902"" MI Group, Fort KnOx. KY: 19 May 2006. 

c. (U) G2. US Army Armor Center (USAARMC). Fort Knox. KY; 19 May 2006. 

d. (U) JQint Forces Headquarters, KY National Guard; and Headquarters, KY Arrrrt 
National Guard (KYANG), Frlmkforl, KY: 20 May 2006. 

e. (U) INSCOM Representative, JTTF, Chicago, IL; 22 May 2006. 

1. (U) North Centrel Army Reserve Intelligence Support Center (ARISe). Fort Sheridan, 
Il; 22 May 2006. 

g. (U) INSCOM Representative, JITF, M1nneaporlS, MNj 23 May 2006. 

h. (U) Joint Forces Headqll8rten;, MN Nalional Guard; and Headquarters. MN Army 
National Guard (MNANG), Sl P;NI, MN: 24 May 2006. 

l (U) 34" Infantry Division, MNANG, Sl PIWI, MN; 24 May 2006. 
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CF: 
G2 
OTJAG 

ALAN W. THRASHER 
Major General. USA 
Deputy The lJl$pecior General 
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OfFICE OFTHE INSPECTOR GENEIIAL 

1180 AIU1Y PENTAGON 
WASJIINGmN DC 21310-17DO 

SAIG-IO (381-10b) 20 October 2006 

MEMORANDUM THRU GENERAL LoV'UI'UH: 

FOR OFFICE OF THE ASSISTANT TO THE SECRETARY OF DEFENSE 
(INTELLIGENCE OVERSIGHT) [ATSD(IO)] 

SUBJECT: Quarterly Intelligence Oversight Activities Report (4th Quarter, FY 06) (U) 

1. (U) References: 

B. (U) Executive Order 12333, US Intelligence Activities, 4 December 1981. 

b. (U) DOD Directive 5240. f -R. Procedures Governing the Activities of DoD 
Intelligence Components that Affect United states Persons, December 1982. 

Co (U) Army Regulation (AR) 381-10, US Anny Intelligence Activities, 
22 November 2005. 

d. (U), SECRET/INOFORN memorandum. Department of the Anny Inspector 
General (DAIG),.28 July 2006, subject: Quarterly Intelligence Oversight ActiVIties 
Report (2nd Quarter, FY 06) (U). . 

e. (U) Unclassified memorandum, Department of the Army 0ffic8 of the Deputy 
Chief of S1aff G-2, 15 June 2004, subject: Procedure 15 Reporting in Combined and 
Joint Tl,Isk Forces. 

f. (U) AR 20-1, Inspector General Activities and Procedures, 19 JiJly 2006. 

g. (U) AR 15-6. Procedures for Investigating Officers and Boards of Officers, 
30Se~~I~. . 

EXCEI'T AS RIUD BY All »-L 1N'1lORMA. TION PT I'ROM· 
MAIIAlVltY CI.OSUR£ UNDO 

DlSlSEMINATI¢S PlU)HI8rTE:P T}(D DQC~iCOJf'I'A]MI 
WHEN DECLASSIFIED, T/IIS OOCUMI~"I!EL'OI\IES rouo. FOI'" IONS NO 5 4o' APPLV. 

DERlVEl) nOM: MlJLllPLlI: JOUIlCES, (Z.Ut SCtl/l1 NOV Ol; INSCOM SCO 3811-l1S "-1'1) 
DCC't..Uanrr ONf X.1"Xl.X5. X6. Xl . 
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2. (U) This report provides inrormation on questionable intelligence activities (QIAs) 
processed by the IntelligenCe Oversight Division, US Army Inspecler General Agency 
(SAIG·IO), during the fourth Quarter of fiscal year 2006. This report also updates QIAs 
reported in previous quarters, and outlines significant intelligence oversight (IO) 
initiatives within the Department of the Army. 

3. (U) NEW REPORtS OF QUESTIONABLE ACTIVmeS: There were seVen new 
QIA reports during the fourth quarter. 

8. (U) DAfG-08-G29: On 23 March 2005, the 000 Inspector General (DoDIG) 
received an anonymous complaint conoeming a MlUtary Intelligence (MI) officer's 
alleged misconduct In the perfonnance of his intelligence duties while he waS assigned 
10 the US Army Task Force (TF) in Kosovo. On 15 June 2006. the DoDIG referred the 
case to the ASSistance Division. US Army Inspector General Agenr;y (SAIG-AC). On or 
about 17 July 2006. after no~lfying the Intelligence Over6ight Division (SAIG·IO), SAIG· 
AC further referred the case to the TF Inspecblr General for resolu1ion (SAIG·AC case 
number: OIH~8182). The saHent points of the QIA allegations and status of the 
investigation are provided below: 

(1) (U) An MI officer assigned as the TF CounterinteRigence Coordinating 
Authority (TFCICA), Kosovo, wall responsible for accountability of tho TPs intelligence 
contingency funds (leF). The officer allegedly misused his position as a TF MI officer 
and leF custodian/agent to travel monthly to Headquarters, US Army Europe 
(USAREUR). Heidelberg. GM. under the p088ible guise of reconc:lling the ICF account 
With USAREUR. According to the anonymous ElI~atlon. the officer's supervisor . 
"finessed things' 10 make sure the officer was able to spend time in GM with the officer's 
WIfe and the supervisor would 'cover" for the officer and say the trips were needed for 
"intelligence purposes .• 

(2) (U) As an example, the complainant alleged that on Tuesday, 7 
February 2006, the officer flew 10 GM to c:ondud about four hours of business with 
members of the USAREUR G2 staff. During his visit in GM, the officer telephoned his 
unit in K060VO and stated that his scI1eduled 9 February 2006 retum flight was 
cancelled and he woukl not be able to return until Tuesday. 14 February 2006. The 
complainant further stated that 80CQrding to USAREUR G3 Aviation Operations, the 9 
February 2006 flight was not c:anoeIled and that there were numerous other flights 
available prior to 14 February 2006. During the officer's eight.oay visit in GM, the wife 
vacationed with him. he remained on Temporary Duty (TOY) status and he 
subsequently claimed reimbursements for trevel expenses and per diem. TIle 
complainant stated that a $imilar abuse ocQmed in March 2006. 

(3) (U) The TF's command investigation continues and oru::e complete, 
the TF win report their results to SAIG·AC and SAIG·IO. SAlG·AC will also pro"ide a 
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copy of the investigative results 10 DoDIG, who received the original allegation 
anonymously. STATUS: Open, 

b. ~) DAlG-4l6-032: On 17 August 2006. the Intelligence Oversight Officer 
OOO}, 65081 MI Group {MIG}; Belgium. reported the following alAs of a Sergeant First 
Class (SFC) and a Master Sergeant (MSG), Counterintelligence (CI) Special Agents 
(SlAa) assigned to the Afghanistan Detachment (ADET). 8501h MIG, Kabul, Afghanistan. 

(1) (U) On 12 July 2005. the SFC allegedly used ICF ($300-$500) to 
purchase an AK-47 assaUlt r1fle from an inteligenca source. The SFC used the weapon 
on Inteillgen<;e missions and he falsified operational reports 10 conceal the AK-47 
purchase. The SFC then terminated oontect with the source and recommended no 
further attempts be made by ADET personnel to. Contact 1he source, presumably to 
conceal the mlCit transaction. 

(2) (U) On 2 August 2005. the MSG allegedfy used ICF ($600) to 
purchase an AK-47 assault riDe from an Intelligance source. The MSG used the 
weapon on in1e11igence missions and he falsified operational reporti.to disguise tile AK-
47 acquisition as a "gift" from the source. The MSG may have concealed the 
unauthorized ICF expenditure by reporting (artificially) inflated source payments over 
the course of several meetings with the source. 

(3) (U) The SFC and MS(3 allegedly conspired with a third person when 
they shipped the AK-47 rifles back to their home station (Belgium) via US military 
aircraft. The locations of the AK-47 rffIe& are unknown. 

(4) (U) The Commanderoflhe 660· MI~ notified the Chief of DAMI-CO 
(DCS-G2) via email and telephone. Both officials agreed to delay reporting the incident 
as a alA in order to presenie the integrity of the command investigation, which explatns 
why this incident was not reported to SAIG-IO until 17 August 2006, The Commander. 
65()1" MIG. also reported the matter to the local offlce of the US Army Criminal 
Investigations DMsion (CIO) and a criminal Investigation ensued (CID case number 
0038-2006-CID427-52848-7F8A1). The 100 reported that the criminal investigation has 
been completed and the 650'" MIG will incorporate CID findings In the command's final 
report of OIA, lAW Procedure 15. AR 381-tO. STATUS: Open. 

c. (U) DAIG-08-033: 

(1) (U) On 15 August 2006, the Inteligence and Serurity Command 
(INSCOM) reported the alA of a Department of the Army Clvllan (DAC) employee, CI 
Sf A, 5od" MI Brigade's PacifIC Ualson Detachment (PLD), Tokyo, Japan, The QIA 
occurred during a liaison meellng In a Japanese re&taurent between Japanese officials 
and PLD members. Representing PLD Willi the PLD Chief, a JapanesEfnatlonaL .. '. __ . ___ .. _ . 
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employee, the CAC, and another CI SlA. During the meeting,1he DAC became 
intoxicated and used foul language. The two Japanese officials were offended by the 
DAC's tack of decorum, causing them to end the meeting and depart the restaurant. 
Subsequently, when the PLD Chlef attempted to discuss the evening's mishaps with the 
PLD team, the CAe respond violently and assaulted the Chief and the team members. 
The restaurant employees attempted to queD the commotion by restraining the DAC, 
removing him from the restaurant and placing him In a taxi. However, the CAe 
managed to jump out of the taxi, grab the PLD Japanese national employee and throw 
her on to the street. The Injuries to all involved were limited to bruises and the PLD 
Chiefs preliminary assessment Is that the episode 'will not become "" Intemational 
incklenL' PLD's Japanese national employee '9Ppeers to have no intention" of 
reporting the matter to the Japanese police. . 

(2) (U) The Brigade Commander appointed an AR 15-6 investigating 
officer, reported the incident to CID, secured the CAC's CI badge and credentials, and 
placed him on administrative leave. CID completed their investigation on 30 August 
2006 under case number0041-06-CID018-7359 [D&61rUction of Things in General, 
Artlcla 261. Japanese Penal Code (JPC); Bodily Injury, ArtiCle 204, JPC; and Violence, 
Article 208. JPG) and provided the reSuts to ~ command for Inclusion In the 15-6 
investigation. STAlUS: Open. 

d. (U) DAiGoOS-030, ~31, 06-034, and 0&-035: In addition ta the Incidents 
described In paragraphs 3.8 through 3.b. above, thera were five new reports of alA that 
are curr~"tly being Investigated by the ACCD or CID. The new ACCOrCID 
investigations are summarized in paragraph 5.8. (below). 

4. (U) UPDATES: Updates of alA cases reported last quarter (reference 1.d.) are 
provided below: 

a. (U) DAlG.oSo025: In May 2005, SAIG·IO leamed that SAIG-AC received 
information from the Defen&e Criminal InvesUgative Service (DCIS) alleging misconduct 
of an MI offJOel' performing unauthorized intelligence operations while asslgned as the 
.1at Armored Division In Iraq. The omcerwas said to have conducte(J improper 
Intenigence collection operations In violation of AR 381·172 (S/INF), CFSOILLSO (U), 
30 Deoember 1Qg4; Defense Intelligence Manual (DIAM) 58·12 {SlINF}. The 000 
HUMINT Management System (U), 30 June 1997; DIrectOr of Central Intelligence 
Directive (DCID) 511 (SJ/NF), Espionage and Counterintelligence Activities Abroad (U), 
19 December \984; and various V Corps policies dealing with intelligence source 
operations. He Is further aOeged to have disobeyed direct orders of general officers by 
failing to termlnale contact with infonnants and failing to register Informants. Lastly,!he 
officer allegedly made false official statement when he told II general officer that he had 
registered an of his Human Intelligence (HUMINT) sources when he kn~w that his 
st<Itement was fals8. 
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(1) (U) The officer is COn1IOUy assigned to US Army Intelligence Center 
and School (USAICS), Fort Huachuca. M such. the US Army Training and Doctrine 
Command (TRADOC) conducted a command investigation. which did not incorporate 
the results of the DCIS Investigation. TRADOC concluded that the officer failed to 
comply with the directives from his superiors. but the investigating officer mitigated the 
issue by suggesting the officer believed he had tacit approval by officials positioned 
above his superiors. Regarding the unauthorized conduct of source opera1ions. 
TRADOC mitigated the issue by suggesting he did not have sufficient guidance from 
higher headquarlets to appropriatefy cionduct intelligence activities. 

(2)(U} Subsequently. SAIG-AC completed Its investigation. which 
considered the resuHs of the DCIS and TRADOC investigations. The Inspector General 
sent a leltar to the TRADOC Commanding General outlining 1he results of SAlG-AC's 
Investigative findings. SAIG-AC substantiated four allegations of disobeying direct 
orders, one allegation of improperly conducting Intelligence operations. and one 
allegation of making false official statements to a General Officer. The officer received 
a letter of counseling from the Commanding General. Combined Arms Center. and a 
verbal reprimand from the Commanding General, USAICS. STATUS: Closed.. 

(2) (U) Having resolved the original anegation. the VO explored why 
INSCOM. specifICally \he ACeO. perceived there 10 be a violation of Article 31 (b). 
UCMJ. The Investigating Officer (I/O) determined that poor communication between the 
seo and ACCO created the mlsperceplion that SIA committed a QIA. When seo 
Informed ACCO of the in1e1V1ew plan. seo inaccurately described the activity as a "non-
custodial subject interview: and seo neller informed ACeo that CI SlA and FBI:SlA_no_~ ___ : __ < 
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looger considered the officer to be a subje<:t or suspect in their joint investigation. 
Interim ACCO policies are in place to prevent similar miscommunication iocidents in the 
future. Additionally. the Army-G2 Will include unambiguous case control procedures 
and cutflne Article 31 (b) requlremeots n its new standard operating procedures. 
STATUS: C1osad. 

(1) (U) ACCO opened and terminated their case, under case number 
42ID-G2X-05-017, after determining the allegations were not of CI interest. Aeco 
referred the allegations 10 the officer's deploYed unit of assignmenl'and CID in Iraq for 
further InVestigation. CID-lraq elected not to investigate the allegations. Howevar', the 
42J1d Infantry DivIsion conducted a command Investigation, the results or which are 
outllned In the subsequent subparagraphs. Since the completion of the command 
Investigation, the offlC8r redeployed back 10 his home staUon and the 42"" Infantry 

. Division redeployed back to their home station in New YOI1c. 

(b) (U) Interpreter: The va determined the officer used local nationals to 
perform interpreter duties, verify information f~ detainees, and estabNsh rapport with 
detainees_ The 1/0 determined thaI the o!ficer's use of local nationals during 
interrogations was consistent with Multi-National Forces-Iraq (MNF-I) Policy 05-02 
(Interrogation Poficy) and the officer did not compromise classified Information. While 
the polley was not fully described in the command investigation, feedback from the 
Assistant Inspector General, Multi·National Corps-Iraq, confirms the accuracy of the 
1I0's conckJsion. - - .. __ .- ... - .. - - - - _ .... , 
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, (c) (U) Hacking: The l/O concluded that the officar, without authority, 
aCcessed a linguist's Yahoo email account. Contrary to the original allegation, the 
aooount belonged to a foreign national, not a U5-person. After considering Procedure 
5. Electronic SurveHlance. AR 381-10, the 110 decided that its applicability was 'not 
clear, and this inv&stigatJon did not attempt to evaluats in depth whether the hacking 
here violated the requirements of rhis paragraph because the hacking was stopped. 
because nothing ever came of the hacking and because Division failed to identify the 
hacking as wrongful." SAIG-IO advised the 110 to consider Procedure 7, Physical 
Searches, as the appropriate procedure for the Questionable activity described. 
Specifically, paragraph C.4" Procedure 7, AR 381-10, describes the authorities and 
requirements for un-consented physics! searches of non-US persons abroad. SAlG-IO 
also determined that the IlO's rationale for dismissing the hacking allegation was 
Insufficient because Procedure 15, AR 381-10, states that inqu\rleslinvestigations must 
confirm or refute the anegalion and detennine whether the.activity is consistent with 
applicable policy. However, after consulting with the Army General Couosel, SAIG.IO 
determined that nie hacking allegation might be a violation of federallsw. specHically 
the Electronic Communications Privacy Ar;t of 1966. USC Title 18. Part I, Chapter 119, 
Therefore, SAIG-IO referred the hacking allegation to CID for criminal investigation and 
recommended Army-G2 reportlh& allegation as a posslbte federal crime UP Chapter 
16. AR 381-10, CID opened a criminallnvesligation' under case number 0048-2006-
CID221-50109 (pending). 

(3) (U) Upon review of the InHlal command investigative product, SAIG-
10 noted other issues requbing resolution by NGB and/or the NY ANG: 

(a) . (U) The 110 substantieted a previously unknown allegation that the 
office(s "TIfT itnprDp6rly conducted raids wifhout tM presence or know/edge afthe task 
force.,." However. this allegation was nol addre\ised in the command's legal review or 
description of corrective actions. SAIG-IO requested NY ANG report the status of the 
allegation and correttlve actions, as the THT was supposedly under the officer's control 
and the raids ~ presumably in support of irrtelligence activities. 

(b) (U) The officer's and the BCT.allegedly 
sanctioned the THTs use during source 
operations. which violate theater policies. SAIG-IO requested NYANG report the status 
of the allegations and corrective actions. 

{cl (U) The_andllallegedly used undue command 
Influence when they attempted to prevent II. witness from reporting the QIAs. SAIG-IO 
requested NYANG report the status of this anegation and corrective actions. 

(d) (U) It was alleged that the officer required his THT mlmlbe!'s tofa.l~fy 
intei6gence reports. Specifically. th& officer would always serve as:1IRJ1eadinterrogator~":',:. 
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or interviewer, but he reqUired the THT members to write the reports and omit his 
{officer's} presence and participation in theintelllgeooe activity. SAIG-IO requested 
NYANG report the status of this allegation and related corrective actions. status: 
Open. 

d. (U) DA[G-06~3. According to a Defense Intelligence Agency Inspector 
General (OIA-IG) inves1lgatlon, In February and March 2005, DoD personnel 
participated in an OCONUS bilateral US - Korea clandestine foreign materiel 
acqUisition opera1lon ISTABLE POST (Ull without proper authority. Among the DoD 
participants were three members of INseOM. The DIA-IG declared the incident to be a 
OIA under the provisions of DOD Olrective 5240.1-R, and Inltlated an 113 Investigation 
into OIA's role. Upon receiving DIA-IG's rerenal, the SA/G-IO declared INSeOM's 
alleged participation as a QIA under Procedure 15, AR 381-10, and completoo. a 
pn.tliminary inquiry in accordance with the Deputy The Inspector Generars (DTlG) 
directive. SAIG-IO's Report of Preliminary Inquiry (ROPI) was endorsed by The 
Inspector General and submitted to the Army G-2 (DCS-G2), INSCOM-lG. and DIA-IG. 
The summary 01 the ROPI is provided In the following subparagraphs. . 
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e. {U} DAIG"()6'()09. 

(1) (U) On 5 January 2006, INseOM notified SAIG-IQ that on 9 
November 2004 a CI SlA assigned to lIle 902d MIG, with duty at the Joint Terrorism 
Task Foroe, Miami. Fl (JITF-Mlsml) may have inapproprtatel.y collected and reported 
Information about a group's (US-parson) plan to exercise lis constitutional freedoms of 
assembly and speech. The information Wa~ reported as a Threat and Local 
Observance Notice (TALON) and submitted through the 902d MIG to the CI Field 
Activity (CIFA) for analysis and enlly in 1he Cornerstone database. The report 
described the group's plan to convene a meeting titled ·Countering Military Recruitment,' 
the Draft and Mllit&ry Law.' The report also described the group's plan to "hord 8 
workshop and p/8nning meeting 10 discuss countering US Ml1itlJty ~cruit;ng in High 
Schools, as well as efforts to assist recruits In getting out of military contracts.' On 15 
November 2004, the S/A provided en updated TAlON report describing the group's 
plans to set t4) "tabfes at the schools in order to perform 'surveRfance' on Mititsty 
r9cruitars while on campllS.· The TALON report did not indicate the group or planned 
activities had a foreign nexus. Throughout the report. the SlA generically referred to the 
US Person as a "group' and a 'US Domestic Protest Group.' However, INSCaM 
provided thai when reporting the address of the group's meeting venue, the S/A 
included·the name of lIle meeting facility, which may have contained the name of the 
group. 

(2) (U) UntD recently, the 902d MIG maintained a database of all or some 
of the TALON reports submitted by their S/As. Contrary to an INSCOM staff officer's 
guidance, the 902d MIG contendS that the SlA's reporting (described above) was no! a 
violation of AR 381-10. and his collection activities were consistent with the 902d MIG's 
expanded force protection collection mission, which the 902d MIG based on the 
blowing memoranda: FOUO memorandum, Deputy Secr&tary of Defense, 2 May 
2003, Subject: Collection, Reporting, and AnalysiS of Terrorist Threats:to.DoD Within .. 

. ; UliP.1 ~~S,qF--'O-"; 
9 reeJ!l.,j.lu ~r S= ' 

SmeaT H N9FeftN ((JIiIIl 
EFF 855 



, SEeJt£!' 1I NQIlQRfi If MIt 

SAJG-IO 
. SUBJECT: Quarterly IntelHgence Oversight AcIIvi6as Report (4th auarter. FY 06) (U) 

the United States; and FOUO memorandum. Office of the Vice Chief of Staff, 10 
. December 2004. Subject: Army Implementation Guidance for TALON Suspicious 
Incident Reporting. 

.... ----

(3) (U) on 5 January 2005. the INSeOM Commanding General directed 
the INSCOM Inspector General to conduct a special inspection of the TALON reporting 
system In INSeOM. with the following focus: (a) evaluate the strenglhs end weakness 
of the existing system; (b) provide a detailed assessment of902d MIG's compliance 
with TALON regulations, policies and procedures; (c) determine conflicts or voids In 
guidance concerning the reporting. analysis, retentIon, and dissemination of TALON 
information; and (d) assess tile policies and procedures for submitting TALON reports 
dlrecUy to CIFA without an intermediate review process by the chain of command. 

(4) (U) On 30 March 2005. the Deputy Secretary of Defense 
(DEPSECDEF) established an unclassified interim policy memorandum concerning the 
TALON Reporting System. Subject: Threats to the Department of Defense (DoD). In 
the memorandum. the DEPSECDEF c:onfirmed the report!ng system should only be 
used to report information regarding possible intematDnai terrorism activities and the 
information should be retained in aocordancewilh 000 5240.1-R. Activities of DoD 

( Intelligence Components thet Affect US Persons. December 1982. Second. the. Interim 
policy reqlJlres that proposed TALON reports must meet one or the seven criteria 
outlined in the memorandum. Third. the Under Secretary for Defense (Intelligence) will 
convene working groups to examine information fusion among intelligence, CI. force 
protection, law enforcement and security communities. Fourth, the ATSD(IO) wnJ 
conduct annual inspections of the TALON system. AnaOy. no later than 
12 May 2005, the lead components from each military department mu&t provide CIFA 
with copies of their Implementation guidance of the DEPSECDEPs interim policy 
memorandum. 

(5) (U) DAI~9 will remain open unt~ INSCOM publishes Its special 
Inspection results and corrective actions (as apprOpriate). The alA described in DAIG-
06-019. below. is also being resolved by INSCOM ·speclal inspection." Status: Open. 

f. (U) DAIG~6-019: According to 8 27 April 2006 WaD Street Journal (WSJ) 
article. ·Pentagon Steps Up Intelligence Efforts Inside U.S. Borders: intelligence 
analysts' assigned 10 the go2d MI Group (MIG). Fort Meade. MD. allegedly collected 
and disseminated Information concerning participants in a 19 MefCh 2005 anti-war 
protest in Aleron. OH. The article specifically alleged that the MIG's analysts 
downloaded Information from actMst web sites. intercepted emaiis and cross­
referenced the information with police databases. The MIG allegedly reported the 
planned protest to the Akron pofioe who. in tum, "followed" the nally. The Akron relly 
was said 10 be one of seven protests "monitored by the Amy" In March 2005. 
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On 28 April 2006. after conferring with SAIG·IO, INSCOM decided to resolve the 
issues/allegations in this case (DAlG-06-019) by expanding their ongong ·special 
inspection" of the command's implementation and eXel:utlon of the TALON program, . 
which was initially reported in reference DAI~6-009 (above). Status: Open. 

g. (U) DAlG'()6.o22: 

(1) (U) In June 2006. SAIG-IO received numerous allegations conceming 
members of the 10151 Airbome Division (101" Abn), 4tt> Infantry Division (4" 10). and 
Operational Detachment·Alpha 386 (ODA-386).. Some of the allegations were non·IO 
related and they were referred to SAiG-AC, for actloniresolutlDTI as appropriate. 
However, many other allegations (outlined below) are considered QIAs requiring . 
resolution lAW AR 381·10. The QlAs were referred to the appropriate commands and 
SAIG·IO continues to oversee the progte6& or the following investigations. being 
conducted under the provisiDns of AR 15-6 (reference 1.g.): 
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(6) (U) After fOlTll8l1y briefing the Army-G2, Army General Counsel, and 
The Inspector GElllGI'aI, SAIG-IO refen-ed the allegations 10 MNC-I and US Army Special 
OperallDns Command for resolution. SAlG-lO also provided courtesy notifications to 
IG-DIA.IC3-CENTCOM. and la-Multi National Forces-Iraq (MNF-I). 
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(4) (U) Although they had the documented authority to (II) so, the SlAs 
nevet released US-Persoo Information to the KSIS. Information that was shared wllh 
KSIS was, in fact. coordinated with the Chief of Station and appropriately authorized for 
release. . 
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(5) (U) The confusion concerning the scope of and authority forthe 
intsrviews was caused by a number of communication problQms and personal conflicts 
between 50 101 MIB staff omcers. Further complicating the authority question was the 
fact that the SCO-K Chief was new to the 501·I MIB and the Senior Advisor to the 
. Commander was on leave during !hit time of the allegations surfaced. No violations 
occurred. The commander implelTlltnted changell to his staff's slandard operating 
procedures to prevent future oommunlcatlon problems. Status: Closed. 

I. reported !he QIA of a 
member of the Angeles FIeld Office (lAFO). 902d MIG, Joint Forces Training Base 
(JFTB). Los Alamitos. CA, hereinafter referred to as Subject-1. Also implicated In the 
report are a non-DoO affillatsd civilian (Subject-2) and a former member of the Wo 
(Subject-3) who Is cummUy an/gned to a 902d MIG po$/fion 'n Texas. Anegedly. 
Subject-1 misused his official status to Illegally acquire class-III weapons. ammunition." 
tactical equipment, and explosives. Subject-2 allegedly ordered and received the .: ~ 
prohibited material and deWerec:! the ilems 10 Subject-1 at the LAFO. Subjecl-3 is 
identified on some of the Invoices for the material. Upon receipt of the material. 

14 UNCLASSIFIED : g~ 1/ N6J'8RNn 'MK 
EFF 860 



( 

SilEREl' ,." NOF9RN !.' MR ~NClASSlfl~D 
SAlG-10 
SUBJECT: Quarterly Intelligence OVersight ActiVities Report (4th Quarter, fY 06) (U) 

SubJect-1 took the malerial to an unknown location. WIfh SubjeCI-1's assistance, 
Sub~-2's used the material to conduct for-profit 1ralnlng evems on the JFTB. Both 
000 and non-OoO personnel 'received the lraining. INSCOM also reported the alAs 8S 
a possible federal crime under the provision of Chapter 16, AR 381-10. Meanwhile, the 
Commander of the 902d MIG initiated a command Investigation under the provision of 
AR 15-6, reference 1.g. above. STATUS: Open. 

5. (UI OTHER IN\!ESTIGADONS: The below listed QIAs are part of CI or criminal 
investigations by ACCO or CID. respecUvely. 

a. (U) NewACCO/cID In'i'e81iaations: lAW paragraph 15-2.e .• AR 381-10, SA1G-10 . 
will provide updales on the following new cases once the cases are closed. 

-.~-.~--
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6. (U) ASSISTANCE: During the fourth quarter, SAIG-IO conducted 10 compliance 
Inspections and 10 assistance to the following organizations: 

a. (U) Headquarters, INSCOM, Fort Belvoir, VA. 

b. (U) 1S1 lnformation Operations Command, Fort Belvoir 

c. (U) Army Central Control OffIce, For! Belvoir 

d. (U) Army Directed Studies OffICe, INseOM, Fort Belvoir 

e. (U) Mill1ary Intelligence Reserve Command (MIRC), Ft Belvoir 

CF: 

f. (U) Headquarters, 902d MIG, Fort Meade, MD 

g. (U) Army CI Center, S02d MIG, Fort Meade 

h. (U) 308'" MI Battalion, Fort Meada 

I. (U) 310111 MI BatlBllon. Fort Meade 

i, (U) Headquarters, US Army Operational Activity, Fort Meade 

k. (U) Headquarters, us Army Garrison, Fort Meade 

. THRASHER 
Major General, USA 
Deputy The Inspector General 

G2 
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DEPARTMENT OF THE ARMY 
OFFICI CF THE IIIP£CTOR GENERAl. 

1700 ARIIY PUlTAGOII 
WAlHIN&TON DC :10310.1100 

UNClASSIFIED 

SAIG-IO (381-10b) 

FOR OFFICE OF THE ASSISTANT TO THE SECRETARY OF DEFENSE 
(INTElLIGENCE OVERSIGHT) [ATSD(lO)l 

SUBJECT: Quarterly Inteltigence Oversight ActivRies Report {1st Quarter, FY O~ (U) 

1. (U) Referentle$: 

B. (U) EJCscutJve Order 12333. US InteQigen~ Activities. 4 Dec:ember 1981. 

b. (U) COO Dlre<;llve 5240.1-R, Procedures GQvemil19lhe ActlvlUe& of 000 
In~l.gelce Components that Affect United States Persons, December 1982. 

c. (U) Army Regulation (AR) 381-10. US Asmy IntaUlgence ActIVIties. 
22 November 2005. 

d. (U) UnCiass/fled memorandum, ""Istant \0 the Sacretary of ~fense. 
8 December 2006. Subjid: AnnIiallntel\lgenoa Oversight Report to Congress - New 
Requirement 

e. (U) Uncl88SlliedJ/FOUO memorandum, Office of the Director of NatlonallnteUfgence. 
23 March 2006. Subject: Request fer inforrnatlon and Coordination. 

f. (U) SCCRET/INOFORN mamorendum, Depar1ment at the Army Inspector General 
(DAlG), 20 October 2006, Subjacl: Quarterly Intelligence OVersight Activities Report (4th 
Quarter, FY 06) CU). 

g. (U) AR 20·1. InspeClorGeneral ActIvities and Procadures, 19 July 2006. . . 

h. (I) AR 15-6, Procedures for Investigating Officers and BoardS, 30 September 1996. 

DlSSr.MINAT1;I1II'1\OHIBITED THIll DOCI.IIIRNTfJAIIIS 
EXCJ:I'T lIS" OIUZ&l) BY ARlO-I. INFOltMAnON JKOM 

MADATORY D ~1111 t,,..OER 
WHEN DEc:J...\SS/fItJ). THIS DOCUIIf£I(f 1lEC0MES JIO\)O. POI .... EDMI'II S 110 H, 6 .lorn. Y. 

OERIVRD nOM. M~ .. nrLE SOURCES, (7.AR ISCGIU NOV 01; INSeOM SCl>:IOo.>I\'I A.,'I) . 
D&CI.ASSIP ... ON. XL. lQ,xs."",l<7 
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2. (U) SCOpE OF REPORT: In aC(X)rdance wilh references 1.b. -1.d., and paragraph 3 of 
reference 1.e., thi5 report provides information on !he following: 

s. (U) Questionable inteUlgenca activities (QIAs) processed by the Intelligence 
Oversight Division, US Army Inspector General Agency (SAIG.ID), during lhe reporting period, 
I- Quarter. fiscal Year 2007. 

b. CU) Updates on alAs reported In Plsviota quarters. 

c. (U) The results of Inlel6genca overslg/ll (10) Inspections and other initiatives 
conducted by SAIG·ID during'the reportlng period. 

d. (U) Summary of substanllve changes to the Army 10 program during the reporting 
period. 

B. (U) Summary of any changes 10 Intellgence, counterintelligence (el). and 
InteUlgence-retated policies during the reporting pIIrtod. 

3. CU)' NEW REPOBIS OF QIA: There were 12 new reports of QIA processed during this 
repor:tlng period.' 
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c. (U) PAIG..()7"()03: On 5 October 2006. INSCOM reported the alleged QIA of a US 
. Army Staff SargelJlll (SSG) CI Special Agent (SlAl,whOe Bttendlng the MlHtary Intelligence (Mil 

Basic Non-oommlsslonedOflicer CourSe (BNCOC), Fort Huachuta. /lZ, (rom July-August 2006. 
In July 200~. the SSG atlegodly misused his offICIal position when approached a female soldier, 
identified hlmselfwilh his CI Badge and CNidentials (8&Cs), deceptively suggested he worked 
for US Special Forces, and solclted her Interest In working in special operations on behalf of the 
Army, without authority. The soldier agreed and began answerinG numerous personal 
questions, which she assumed 10 be part of the assessment proc!l$S. During the nel¢ rno1ith, 
he provlded her training In sUl'\'eibance and eJic/ta6on techniques (WIthout authority). and they 
engaged In a physical relationship. Their relationship ended when he graduated fmm BNCOC 
an!! departed Fori Huachuca. The SSG's alleged actions ate apparent violations of chapters 5 
and 9, AR381-20. The Army Ct Program, 15 NoYember 1993. and Procedure 14, AR 381-10 
(reference1.c.). 11'ISCOM InHlated a <:ommand Investigation under the provisions of AR 15-6 
(reference t.h.). STATUS: Open. . 

d. (U) DAlG..()7-004: on 12 October 2006, the US Army Materiel Command (AMe). 
Fort Selvolr, reported Ih~ QIA oftM G2, USA Aviation and Missile Command (AMCOM). 
Redstone Arsena!, AL Included In a 20 SepI8mber 2006 AMCOM !nte/Rgenoe Summary 
(lNTSUM)wera referenoes to Te)(as based Us-PersOn organizatiOns and its possible links to 
foreign terrorist organizations. AMC re'tiewed the matter arnl concluded that ih818 was no 
violation because of the foreign terrorism neXIJ S and ItS poIentialthreatlo AMCOM. AMC· cited 
the CI and foreign Intell1gence (ellFl) categortes In Procedura 2, paragraphS 2·2.c. 'and 2-2.d .. 
AR 381-10, iosupport Its conclusion. AMC also concluded thatAMCOM does not hew an 

. lnteUigence colledlgn mlsslon, but as the cQmmand's G2. it ha6the responsibjlity to provide 
intelligence support to the <:Ommander. In 60 doing, the AMCOM (32 consumes various 
intelligence product.,Im:{1Idlng reports (rom INSCOM'sArmy CI Center (AeIC), and extracts 
threat information of concern \0 lIle AMCOM community. AMCOM then forwards the ACIC 
thrnt data, as INTSUM advisories, Ihrougl'lOut the command. AMCOM also adds a 
dIssemination caveat to Its INTSUr.q that alerts the recipients 10 the AMCOM-G2's 
c:li1lsemlmlllon authority and it stipulates that AMCOM-G21s not the Oflglnalor of the threat 
IntOl11lation contained In the INTSUM. STATUS: Closed. 

e. (U) DAlGo07-D05: On 8 November 2008. tha 513'" MI Bngade, Fon Gordon, GA. 
learned that from 30 October - 3 November 2006. CI S/As assigned to B Company. 202"" MI 
Battalioll. 513'" MI Brlgade, conductec! a Threat Vulnerability Assessment (iVA) of Fort Gordon, 
In SLlpport of the Antl-Terrofism/FOrce Protection (ATIFP) Officer. US Army Garrison (USAGl. 
Fort Gordon. The Brigade opined thallhe SIlls may have failed to pr&-COOIdinate their actlvitie& 
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with the Fort Gordon Field Office, 902d MI Group, which Is the only Army CI element Chartered 
to conduci strategic CI suPport actlvltl" In the Fort Gordon area. A command review of the 
possible Prooedure 14 violation revealed the following: The 202d determined that conducting a 
TVA of the Fort Gonion Inslaftation would serve as an excellent training exercise for deploying 
SlAs, who would be required to conduct TVIv. of Forward Operating Bases in Iraq and 
Afghanistan. The unft obtained consenl from the USAG's AT/FP Officer and conducted the TVA 
during the 30 October - 3 November 2006 time frame. The AT/FP OffIcer lauded the resulfs of 
the TVA and the TVA prodUd .was used as a tool to establish the USAG's ATIFP posture. The 
unit did nol ooordinat9 with the 902d MIG prior to conducting the TVA. Once the command 
realized Bl202d failed to pre-c:oordlnate their garrison actIvIties, the command provided a copy 
oflne TVA results to the SlAin Charge 0( the Field Ofllca. The command·conflrrned that no 
US-Person collection occurred during the conduct oftha TVA. In the future. the 20211 MI 
Battalion will obtain prior approvals for 8r!y CONUS activities from the 9020 MIG. 202"" MI 
Battalion I8aden;hlp. and the Command Staff Judge Advocate. STATUS: Clol;ed. 

r. (U) DAlG..Q7·006: 

. (1) (U) On 31 OG1ober 2006, SAlG-IO Inspedors conductecl an 10 1n8J*lion of 
the HeadquartelS, US Army Reserve Command (USARC), Fort McPherson. GA. During the 
Ill$pectiOn, the InsPectors detennlnad that a USARC G2 staff officer routinely COllected and 
retained Informatlon from open sources concamlng domestic US-Person prot88t groups 
exercising their freedom of speech/assembly. There was no indication that the InformaCIon 
contained a fantlgn nexw or otharwln reprvsenilld a legltlmale force protection thnIat to th~ 
US Army. The Information was incorporated into the G2'8 regular BaWs Updatt! Briefing (BUB) 
to the Commanding Gene~al and key leaden;. The inspectors adVi$ed the G2 that the 
collection, ntlentlon and dissemination of dome$tlc protest Information was considered a 
violatIOn of Procedures 24, AR 3~1·10 and required resolutlon In accordance with Procedure 
15, AR 381·10. 

(2) (U) On 1 November 2006. the USARC de~red that 132 would restrict lis 
actlvilies to foreign-nexus threats to USARC and any domestic force prolection information 
would be left to tile USARC Provost Marshal and Force Protedlon Officer. as appropriate. OR 
16 November 2006. the USARC Inspector Gsneral conlil'lr1ed ht the offending domestic 
information was purged from the G2 records. USARC IG also confiImed that G2 persOMe1 
received refresher 10 training. STATUS: Closed. 

g. (U) DAlG·07"()()7: 

(1) (U) On 28 November 2006, SAIG-IO mceived an initial report of Q IA from 
the Deputy Inspedor General. MultI-National Divlslon-Baghdad (MND-B). Iraq. The allegations 
concern unauthQMzed and/or Inapproprtate source operations by membars of 506" RllI9lmental 
Combat Taam (RCT), which are possible violations of Army Field Manual (FM) 2·22.3, HUMINT 
Int9lli"nce Collector OperaHons; MfIIF-1 HUMINT CONOP for tha IraQI theater of Opertillions; 
the 4 Irtantry Division', CorTIIRllllc;llng General's Intelligence Cobeclion Policy dated 7 June 
2005; and Procedure 14, AR 381-10. 
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II. (U) DAiG-OT -G08: 

. (1) (U) On 28 November 2006, 8A16-10 received an initial QIA report from the 
Depuly Inspeclor General, MNO-B. The orfglnal aIIegetlon appeared to have been repoMd by 
the G2, MND-B, and concerns en unauthorized investigation of a US-PattOn by the S2, 506"' 
ReT, In possible violation of AR 381-12. AR 381-20 and proaKfurtls 2 and 14 of AR 381-10. 

(2) (U) On" O1;1ober 2006. the 52 allegedly dlracled four subordinate personnel . 
to obtain the personnel flies of a CategOlY II 6nguist, a U$-P8I$cn, who worked on Forward 
Operaung Base-Rustan'llyah. SpeCifically, the 52 directed his people t() "geth&r ea much 
fWidenC9 sa you can "bQU/ this ~rp.' (Note: Tha term "1fJ/'P" III military IIlang for ~ Interpmer. j 
There Is no Ind\caUon Utat the Invesllgallon was part of an authorized CllnvesUgation. The 
MND-6 lnlllated a command InvesUgation to resolve the alegelions. STATUS: Open 

I. (U) DAlG-07-009: On 12 Octotier 2008, INSCOM. Fort Belvoir, VA, reported the QIA 
of two CI S~As. 524" MI Battalion, 501" MI Brigade, Korea. The MUtery Police (MP). US Nmt­
Yongsan, Korea, alleged that the S1As violated a General Order (Article 92, UCMJ), and 
Obstruction of Justice (ArUclu134, UCMJ). Allegedly, on 19 November 2006, the MPs, working 
with the Koreen National Police. Idantified two Junior Soldiers In a drinking establshlnent In 
Itaewon, Korea (off-base), dUllng cuJ1ew hours. When questloned by the MPs, the Individuals 
Identified themselves as on-duty CI SIAs conducting an investigatiOn. The MPs stated that one 
of the S1As used his ct B&Cs to assert his official status, Which the SlA later denied. Initial 
Invesllgatlori by the MP& determined that tIie SIAs _ not on duly. Both Indlvidull16 were 
apprehended (MPR#OI653-2006-MPC338) and transported to the MP Station, US Army­
YOl1g$Eln. Where they failed sobriety tests. The Soldiers were then J)I'OCe$$ed and released to 
their unit The Commander, 62<1'" MI Battalion. initiated a command Investigation. STATUS: 
Pending. 

j. lUI DAiG-GHI10: 

(1) (U) On 1 November 2006, the Inspector Ganeral. National Guard Bureau 
(NGB-IG). conducted an 10 Inspection of the J2 Section. Califomia National Guard (CANG), 
Sacramento. CA. during whloh 10 violations were found and corrected. A US Army MI FIrst 
Lieutenant and an ftmoy MP Serge;mt. who worked as intelligence analysts in J2-CANG. 
coUected information (open source and law enforcement). Including protestJdemonstration 
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adMties and the namas or U5-PMIOn protest groups and Its members. The infarTnaUon was 
retained In so-cafilld '1n1&DigIllC8 IUmmanll6' that went allegedly never dl_lnalad. Slmlar 
Information _ also Included In briefinga labeled "terrorism' ~ 'terror organizations', which 
were pO$tetf on the CANG's Intranet. SAlG-JO contacta4 NGB-IG and confirmed Ihat CANa'& 
enant activities ware Dmited to conect1ng information from open sources and Jaw Inforcement 
resources. Thera was no indication lhat CANG angaged In Intaligence aperaUofll to glther the 
info""aIion. The findings are apparent YIolaIlons of Procecjures 2-4 and 14, AR 381-10. HOB. 
IG oort8c:1ad 1111 J2 pensonne\, proviOed 10 re-tralnlng, and .n&Uf1ld Us-Personlprotest 
Informallon _ purgad from the Jntranst and oll'ler J2 fDe8/rec:ords. With the aulu ICB at 

. SAiG-IO and NGB-IG,.cANG Is'l~ lis 10 program, 'MIl be Al-Inspecled In ~f2 mon1hs, 
and will ensure its Legal ~ contnbules to the command', 10 Il'aInIng and the daily J2 
Iimd\on$. 

(2) (U) 1h1IlbOve10 '1lolatlon is &1mIIer to !he findings identified in JIir{ 2Q05 by 
SAlG-IO If. to DAlG-05-03(). DAJ0.05.031 and DAlG-D5-032In SECRET//NOFORN 
memorandum, Department of Ihe hmy /nspec1D( General (DAlGl. 27 Ocfob:er 2005,8Ubject: 
Quartelly intelligence Oversight AI:tIViIIeS Report (FourIII Quarter, FY 05) (U)]. NG6-IG, 
attrIbuled h new I~ ., lack of ariilXli1y dllring senior leadership turnover (I. e. The 
Adjutant General, J2) Ilnce Ihe ~ 1lndiJ1ge. &TAWS: CIaSad. 

k. (U) DNG..o7.ott: On 28 November 2006,INSCOM reported the'()lA Or the 513" MI 
Srlgade's CI elements deployed In,\he Soutllweat Asia area 9f opetaIIon" The C\ e\emenls 
.routlnllly $ubmlt Inltlil Cllnvestlgallve ~.Ste, ~nd the 72 hour 1lm&lmIt, and RIIY haVe 
been cordl/cting rnw.tigallve acIMIy bIyond the '8tandiJo InwetigatiV8 Authority, 'In vIoI.tiQn 
of ACCO poIicIe. and loR 381:20. 1l!e Commander, 513" MI Brigade, Is ~ a' 
~mander's Inquiry to detennlne the scope or tile problem, responsible CI elements, and 
approPriate OOIT8ctlve acflons. Key lttacIn In the S1:f' MI BIIgIIde have ophed !hil UIlRIaIISIlc 
policies are oonIrIbllllng fBI1OnIlO the incidents. Spedfleally. SOIIIIt \lI8dars beHave 1I\IIt 1he n· 
hour reporting requirement and the 'standing Inve,tlgatlve Authority' policy are obn \00 
teSl/1dMI iii a combat "nviIonment. ST A rua: Open. 

4. {U) UPPAm: Updates of CIIA _ reported I"l qulI'\8I' lre!eren<:e 1.f.) are provided 
billow: 
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(1) (U) ACCO opened a case and promptly determined the allegations were not 
of Cllnleresl. ACCO terminated Its case (ACCN: 42ID-G2X-05-017) and referred the 
allegations to the officer's deployed unit of aSsignment lind CID In Iraq for further investigation, 
as appropriate. CIO·lraq elected no! to investigate the allegatJons. However, the 42"~ Infanlly 
Division conducled the Initial command investigation, but the 42"" Infanby Division was unable 
to resolve all of \he allegations. The NGB assumed the responsibility for completing the . 
Investigation. . 

(2) (U) Flr&1, \he 42"~ Infanlly Division determlnsd the ICF related 811egatlo~ to 
be unsUbstantiated, but NGB is reviewing the results to ensure the DMsk)n appropriately 
applied AR 381-141(C), ICF (U~ 16 January 2004. Seoond, the anegations associated With the 
use of aCetegOry·1 interpreter have been resoWd as unsubstantiated, as .the use of the . 
Inlefpreler was deterrnlned to be consistent with Multi-National Forces-Iraq {MNF.I) Policy 05-02 
(lntemJgation Polic:y), Also found 10 be unsubstantiated ware the related allegations conceming 
the compromise of classified Information 10 sources end interpreters. While the ~Icy was .no! 
fully deserlbed in the command's Investigative report, feedback from the Aa.wtant Inspector 
Generel, MUlti-National Corps..lraq (MNC-I), confirmlthe accuracy oftne 110', com;lualon. 
ThIrd, after consulting with the JVrrry General COunsel, SAIG-IO determined that the hacking 
allegation might be a vlolatlon of federal law, specifically the Electronic Communications PrIvacy 
Act of 1986, USC TlUe 18, Part I, Chapter 119. fherafore, SAIG..JO referred the hadling 
allegation to elD Headquarters for criminal invesllgation and SAIG·IO recommended the Army­
G2 repm the anegation as a possible federal crime under the provisions of Chapter 16, AR 381· 
10. elD opened a criminal Investigation under case number 0048-2006-CID221-50109, which . 
Is ongoing. 

(3) (U) Upon review of the initial command Investigative product. SAl(~-IO noted 
other Issues requiring resolution by NGB: 

{a) (U} In the command Investigative report, the va substantiated a previously 
unknown anegation that the offlO8r's 'THT improperly conducted rakfs wfthout tile pT8SenCIJ or 
.1<nowlfJdgf1 of thf:l task force ... ' SAIG-IO reque~ NG Bconflrm \he .tatus of the allegalfon end 
report corrective actions. as the THT was supposedly under the offlcer's control and the raids 
were presumably In support of intelligence aatlvillllS. 

(b) (U) The officer's cQlTlpany commander and the BeT 52 allegedly sanctioned 
the THT's unauthorized use of alcoholic beverages during source operations. which violates 
thBllter policies. SAlG·IO requested NGB report the status of the allegation& ami correctlve 
a~o~. . 

(e) (U) The commander and S2 elIegedly prev8l1ted a Witness from reporting the 
QIA5. SAIG-IO requ8Stll\l NGB report the status of this allegetlon and corrective actions. 

(d) (U) It was aneged that the officer required his THT members \0 falsify 
intellIgence reports. Specifically, the officer would alwaY$ serve as the lean Interrogator or 

SBEStrI' IY N61'6Ah " JdR EFF ~NClASSfflfD 
8 

871 



( 

SECRBT:t KM'ORtC " iYlR UNClASSIFIED 
SAtG-/O . 
SUBJECT: Quarterly InteUigence Oversight Actlvltles Report (1st Quarter, FY 07) (U) 

interviewer, but he required the THT members to wr~8 the activity reports and omit his (officer's) 
presence and participation in the Intelligence 8ClMty. SAt<3-IO requested NGB report the status 
of this allegauon and related corredlve actions. STAmS: Opan. 
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. g. (U) DAIG-IJ6.009. 

(t) (U) On 5 January 2006, INSCOM notified SAlG-IO that on 9 November 2004 
a CI SIA aaslgned to the 902d MIG, with duty Btthe Joint Terrorism Task Force, Mlam~ FL 
(JTTF-Mlaml) may have inappropriately coReeted and reported Information about a group's (US­
person) plsn to exercise Hs constitutional freedoms of assembly and speech. The information 
was reported as a Threat and Local Observance Notice (TALON) and submitted through the 
902d MIG to the CI Field Acllvtty (CIFA) for analysis and entry In the Cornerstone database. 
The report described the group's plan to convene a meeting titled 'Countering MfJi1ary 
Rscruitment, the Draft and MilItary Law.' The report also de&erlbed the group's plan to • hold 8 

WorlrBhop 6nd plaMing mHting to dIscuBB countering US miJllary tecrultJng In High Schoo/.s, It" 
well as efforfB to assist teeiu/ts In getting out of military oontracts.· On 15 NOvember 2004, the 
s/A provided an upd~ T~ON report de&cnbing the group's plana to set up 'tabfes at the· 
schools in order to perform 'sUlVeillanca' on Military racroitfn while on campus.' The TALON 
report did not lndicata the group or planned activities had a forel!}n nexus. Throughout the· 
report. the SlA generically referred to !toe US Person as a 'group' and a ·US DomeBtic Protest 
Group.' However, INSCOM ptoviCied that when reporting the adcfresa of th. group's meeting 
venue. the SlA In<:luded the nama of the meeting facility, which was assumed to contain the 
name of the gfOUp. Until recenay. the 902d MIG maintained a database of aU or some of the 
TALON reports submitted by Its $lAs. 

(2} (U) On 5 January 2008, the INSCOM Commanding General d1reCled the 
INSCOM Inspector General 10 conduct a speclallnspaction of the TALON reporting. system In 
INSeOM, with thll fallowing focus: (a) evaluate the strengths and weakness of the existing 
system; (b) provide a detailed assessment of 902d MIG's compliance with TALON regulations, 
poUcies and procedures; (e) determine conflicts or voids In guidance concemlng the reporting, 
analysis. retention. and dl8semlnatlon of TALON Informa!lon; and (d) assess the polh:ias and 
procedures fo~ Slbmltllng TALON reports directly to elF" wlfhout an Intermediate review 
process by the chain of command. The INSCOM-IG special Inspection Is ongoing. 

(3) (U) On 30 March 2006, the ~puty secretary of Oefense (DEPSECDEF) 
established an unclaS5ified interim policy memorandum concemlng the TALON Reporting 
System, Subject. Threats to the Depar1ment of Defense (000). In !he memorandum, the 
DEPSECOEF confirmed the reporting &ystem should only be used IQ report lntormation 
regarding p055ible IntemallonaJ terrorism activities and the Information should be retained in 
accordance with 000 5240. 1-R, ActMUes of ODD InteJrog81\08 Components that Affect US 
Persons, Oecember 1982. Second, the Interim policy requires that proposed T~ON reports 
must meet one of \he seven cliterla outlined In the memorandum. Third, the Under Secretary 
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for Defense (Intelligence) win convene working groups to examinelnformellon fusion among 
intelligence. CI. force protection. law enforcement and security communities. Fourth, ATSD(IO) 
will conduct annual inspections of the TALON system. Finally. the lead components from each 
miliary department must provide ClFA with copies of their Implementation guidance of the 
DEPSECDEPs Interim policy memorandum. 

'. (4) (U) DAIG-05-oo9 will remain open untillNSCOM publishes lis Special 
inspection results and corrective actions. Tha QIA describBd in OAIG-06-019, paragraph 4.J. 
below. Is also being resolved by INSCOM 'sP8ciallnspectlon." STATUS: ()p9n. 

J. (U) DAlG.os;o19: According to a 27 April20D6 Wan Street Joumal (WSJ) article, 
"Pentagon Steps Up Intenlgence Efforts Inside U.S. Borders,' Intel6genca anaJyst8' assigned to 

. the 902d MIG; Fort Meade, MO, allegedly coaected and disseminated Informalfon COncerning 
psrticipanta In B 19 March 2005 anti-Wlir protest In AAron, OH. The 8I1Icie specltIcally aQeged 
thaI the MIG's analysts downloaded Information from 'actlvlst web s~es, Interoepted emalla and 
Q'OSs-ref9renCEid the inrormetion with police databases. The MIG allegedly reported !he 
plenned protest to the Akron pollee who, in tum, 'fo~ the rally_ The Akron rally was said to 
be one of seven proteBta 'monitored by the Army' In March Z005. On 28 April20D6, after 
conferring wilh SAlG-IO. INSeOM decided 10 resolve the lssueslal1egations In. this case (DAIG-
06-019) by expanding Jta ongOing 'speciallnspeCllon" of the command't; implementation and 
execution of the TALON program, which was inlUal1y reported In reference DAIG-06-009 
(paragraph 4.9. above). STATUS: Open. 

II. (U) DAiG-OW20: On 9 May 2006, INSCOM reported \he QlAe of two US Army 
Mester Sergeants who were assigned MI duties. According 10 ACCO, the two Soldiers 
emplcyed PDlygraph Examination Physical Countermeasvres (PiPCt.!) durlng "veral CI scope 
FEll. The seo. 9020 MIG. tlPened iii prelIminary CI investigation (LCCN: Pl-SC().06-()12). 
ACCO/SCO closed the Investigation on 5 Juna 2008 after the Soldiers made relevant 
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admissions and passed subsequent PEs. A summary of \he investigation was provided to the 
National Security Agency and the Central Clearance FaclDty (CCF). Both Soldiers receJved 
GenSl'al Officer MemorandIJm& of Reprimand that were placed In the Soldiers' official military . 
personnel file. Status:. CloMd. 

I. (U) OAiG-Ge-G22: 

. (1) (U) In June 2006, SAIG-IO received numerous allegations concerring 
members of lhe 101" Airborne DiviSion (101" Abn), 4'" Infantry Division (4"'10), and Operational 
Detachment-Alpha 386 (ODA-386). 3'" SpllCial Forces Group, during their 2006 deployment In 
Iraq. Some of the allegations were non-iO related and they were refelTed to Assistance 
DIVIsion, US Army Inspectot General Agency ($AIG-AC). for aCUon/resolutiOn as approprlate_ 
However, other allegations (outDned below) are considered QIAe requiring resolution lAW AR 
381-10. The QIAs were ~ to the approptlata commands and SAlG-/O continues to 
monitor the Investigative progress. (Note: At the time of the alleged Incidents, elements of the 
4"' 10 WEIrs task mganized as B subordlnalB element of the 101" Abn.) 
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(6) (U) After formally brl&nng the Army-G2, AIrrrf General Counsel, and The 
Inspeclor General, SAIG-IO l1!fefTlld the allegatlons to MNC-I and US Almy Specl8l Operations 
Command for resolution. SAIG-IO also provided courtesy notifications 10 IG-DIA, IGo 
CENTCOM, and IG-Multl National Forces-Iraq (MNF-I~ 

(a) (U) An Infanby Officer and his linguist conducled unauthorized source 
operations In vlOOIUon of Army regulations and theater poUcles, One such unauthorizsd . 
operation may have. contribu!ed to a SO\I!l:e'S death. 

(b) (U) An Infantry Officer and lils linguist interfered with THT operstlons, In 
violation d /rmroJ regulations and theater policies. 

. (e) (U) An Infardly Officer and hiS linguist conduCted unaulhorb:ed detention and 
Interrogation operations, in violation of Army regulations and thealar policies. 

(d) (U) Four offioersln tile 1/187" failed to report and accurately resolve the 
QIAs reported to them, In violation of AI{ 381-10. 

(8) (U) The remaining allegations wara determined to be unsubst!lnlfatad. As a 
result ollne Vq'B aubatanliated findings, the Commanding General Dfthe 10101 Abn Issued 
letlers of reprimand to four oMeara. The officer8 will also publish a 'Company and Blilltallon 
Commanders Handbook IiInd Guide to HUMINT Operallons consi$tent with lhe recently 
published FM 2-22.3, HUMINT Collector Opeil!tion., September 20D6.' The DIvision 02, who 
is not a subject In the command inlJe$tigatiOn, ~D supervise the handboOk projecl. The 
Commanding General also directed Improvement 10 training and ooordlnalion acUvltles 10 
prevent future InCidents. 

(8) (U) The 101" Abn's GommBnd Inveallgalion i$ closed. USASOC', 
invesligative:report Is In Drsft and under IElg81 ralliew. STATUS: Open. 
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o. (U) DAIG-00-028. On 29 June 2008, INSCOM reported the QIA of a member of the 
Los Angeles Field Office (LAFO), 902d MlG, Joint Forces Training Base (JFTB), Los Alamitos, 
CA, hereinafter referred to as Subject-1. Also Implicated in the report are a non-DoD affiliated 
civilian (Subject-2) and a former member of the LAFO (SubJect-3) who is currently assigned to a 
902d MlG position in Texas. Allegedly. Subject-1 misused his official status to illegally acquire 
class-JII weapons, ammunition, tactical equipment, and explosives. Subject-2 allegedly ordered 
and received the prohibited material and delivered the Hems to Subject-1 at the LAFO. Subject-
3 is identified on some of the invoices for the material. Upon receipt of the material, Subject-1 
took the material to an unknown location. With Subject-I's assistance, Subject-2 used the 
material to conduct for-profit training events on the JFTB. Both DoD and non-DoD personnel 
received the training. The 902d MlG initiated a command Investigation and INSCOM reported 
the QlAs as a possible federal crime under the provision of Chapter 16, AR 381-10. The results 
of the INSCOM investigation is provided below: 

(1) (U) Subject-1 violated Article 107, UCMJ, when he signed numerous 
deceptive memorandums on official LAFO letterhead. Some of the memorandums unfaithfully 
asserted Subject-2's affiliation with LAFO and untruthfully claimed official sponsorship of training 
and weapons demonstrations. Additionally. Subject-1 violated the Joint Ethics Regulation, arid 
Artide 92, UCMJ, for "wrongfully using (his) position for the private gain of (Subject-2), a civilian 
businessman. Subject-1 received the following punishments; * Forfeiture of $2,000 pay per 
month for 2 months. Forfeiture of $1,000 of the first month and forfeiture of $2,000 for the 
second month, suspended, to be automatically remitted if not vacated before 29 March 2007.' 
Subject-1 will be reassigned outside of the 902d MlG, in a non-investigative position. 

(2) (U) Subject-2 (non-DoD, private civilian): The Staff Judge Advocate, 
INSCOM, submitted a copy of the command investigation to the Los Angeles office of the 
Bureau of Alcohol, Tobacoo and Firearms (ATF), for its use as ATF deems appropriate. 
INSCOM's cover letter to ATF indicated that Subject-1's misconduct may have "enabled 
(Subject-2) to circumvent or perhaps violate federal statutes and regulations." 
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(3) (U) SubJect-3, Ii fOlTTler member of LAFO and current member of the 902d 
MIG In Tel<as, received Ii letter of reprimand and a written counseling statement for the following 
(slrnllar) offenses: SubJect-3 'vlolated 31 USC 1342, When he allowed (SubJeot-2) to provide 
free training to L4FO on at /east two oc;cas/ons.· Subjecl-3 also made false statements when 
he previously produced IaUerhead memorandums, wlth the Intent to deceive, (equasllng 
weapons demonstrations for training and possible purchase. STATUS: Closed.. 

p. (1,1) DAlG'()6'()29: On 23 March 2006. the DoD Inspedor General (IG-DoO) received 
an anonymous complaint conceming an MI officer's alleged misconduct In the perfonnanoe of 
his intefilgen<:e duties whfle he was assigned to the US Arrrrt T esk Force (T F) In Kosovo. On 
15 June 2006. the 10-000 referred the case 10 the SAIG-AC. On or about 17 July 2006, after 
notifying the SAIG-IO, SAIO-AC further referred the case to the TF Inepector General for 
(9SoIutlon (SAIG-AC case number: OIH.()6·SIS2). According to the initial r&pert, the off'JCer 
anegedly misused his position as a TF IJII officer and ICF custodlanlag&nt to travel monthly to 
Headquarters, US Arrrri Europe {USAREUR}, Heidelberg. GM, under the possible guise of 
reconciling the ICF aocount with USAREUR. It was further alleged that the officer's supervi&Qf 
would conceal the purpose of the tripes) as official Ml bU5inllllS. The TPs Investigation 
continues and once complete, the 1F will report lis result8to SAIG-AC and SAlG-IO. SAIG-AC 
will also provide a copy of the Investlgatlve results to the lG-OoD. STATUS: Open. 

q. (U) DAlG.(I8-033: On 17 August 2006 \he 10 OfIloer (100). 65011> MIG, BelghJm. . 
reported the alleged QIA of a Sergeant F'rrst Crase and a Masler sergeant. CI SlAs assigned 10 
the Afghanistan Detechment (ADET), 550" MIG. It was alleged that the NCOs used ICF to 
purchase AK-47 assault rfles from \heir respective Intelligence sourCS$. They aflegedly uStld 
the weapons on intelfigence missions and falsified operallonal reports to disguise the 
purchases. The NCOs terminated contact wi'" their sources and recommended no other ADET 
personnel use the souroes for futu1'8 missions, presumably to conceal the IlIlcltlran&actions. 
Lastly. "'e NCes allegedly conspired with a third person when they shipped the rifles back to 
their home station via US mUilary aircraft. The Commander, 850" MIG reported the mallet to 
th8local elo office sod II criminallnvesllgation ensued (OO38-2000-C1D427.52848-7F8A1). 
The elo Investigation was cfosad In August 2008 after determining the NCOs appropriately 
purchased and shipped replica (toy) rilles. After Incorporating CIC's Investigative findings, the 
650" MIG also determined the aJlegalioM liS unfounded. SAIG-IO telephonically contacted the 
100 lind confirmed that the NCOs did not use ;eF to purchase the toy rines. STATUS: 
Closed. 

r. (U) DAlG-D8.(133: 
, 

(1) (Ul On 15 August 2000, INSCOM tepOrted the QlA of a Department or the 
Army CivRian (DAC) employee,CI SlA. 5OO1h MI Brigade's Pacific Ualson Detachment (PLD), 
Tokyo, Japan. The QIA occurred during "liaison meeting In a Japanese restaurant with 
Japanese officials. ReprasenUng PLD was the PLD Chief, a Japanese national employee, the 
DAC. and another CI SIA. During the meeUng, the DAC became Intoxlcaled and used foul 
language. The two Japanese OffICIals WlIre offended by the DAC's lack of decorum. UU$lng 
them to end the meeting and depart the restaurant. SutlsequenUy, when the PLD Chief 
attempted to discuss the eventng's miBhsj)$ with the PLO leam, the DAC respond violently and 
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assaulted the Chief and !he team IllIImbel'6. The restaurant employees attempled to queillhe 
commotion by restraining the OAe. removing hlm from the reataurant and placing him in a ts)ci. 
However. the DAC managed to exil the taxl, grab the FLO Japanese national employee, and 
throw her onto the street. The injuries to all hwolved were limited to bruises and the PlD 
Chiefs preliminary assessment is that the episode "will not become 8IJ Internatfonal incident: 
PlO's Japane" national emPloyee °appeilfl 10 have no Intention" of reporting the mailer to the 
Japanese police. 

(2) (U) The Brigade Commander appointed 81'11/0. reported the incident to CID. 
secured the DAC's CI badge and aedenlials, and placed him on administrative leave. CID 
complated their investigation on 30 August 2006 under case number 0041-06-CID018-7359 
[Destruction of Things in General, Article 261, Japanese Penal Code (JPC); Bodily Injury, Micle 
204, JPC; and Violence, Article 208, JPC) and provided the re8UIts to the command for Indusion 
in the 15-8 investigation, which is still ongoing. STATUS: Open. . 

5. (U) INSPECTiONs: During the repottlng period, SAIG·IO COnducted 10 oompliance 
inspections of the below listed organlza~ons. 

a. (ll) us /vrrrJ Forc:es Central Command, Fl McPhersOn, Ok No findings. 

b. (U) US Army Forces Command, Fl McPherson, OA: No findings. 

c. (U) VS Army Garrison (USAG), Fl McPherson: No" fmdlngs. 

d. (U) USAO. Fl Gordon, GA: No fmdings. 

e. (U) McPherson Resident OffIce, 902d MI Group, A. McPherson: No findings. 

f. (U) INSCOM Representative to the FBI's Joint Terrorism Ta6k Force-Atlanta (JTTF). 
Atlanta, GA: No findings. 

g. (U) Hqs, 51311> MI Brigade, Fort Gordon: There were no IIndings. 

h. (U) Task Force Lightning, 513" MI Brigade, Fort Gordon: No findings. 

l. (U) 202'" MI BattaOon, 513" MI Brigade, Fort Gordon: During the Inspection of 
USAG·Fort Gordon (see paragraph 5.d. above), inspectors Identified a alA incident conducted 
by members of !he 202"" MI Battalion, which was reponed as OAIG--07-005 In paragraph 3.e. 
above. 

j. (U) 297'" MI Battalion, 513" MI Brigade, Fort Gordon; No findings. 

IL (U) Gordon Field Onic:e, 902d MIG; Fort Gordon: No findings .. 

I. (U) Headquarters, GetlIyia Arrrti National Guard (GAARNG), Atlanta, Gk During a 
.GAARNG briefing, Inspatton; Identified a possible QIA concerning a subonfrnate MI offICer's 
(Title 32 status) detail aSSignment to the FBI·Atlanta's Field Intelligence Group (FIG). When 
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asked, !he command was unable 10 cite its authority for what appeared to be support to a 
civilian law enforcement agency (Prooadure 12, AA 361-10). The coinmand and NGB 
researched the rnatter and reported that its command briefing Was misleading. In fact, NOB 
reported that the officer was merely working as a Title 32 state liaison officer to the Georgia 
Information Sharing and Analysis Center (GISAC), a statfol fusion sectlon located in the federal' 
building. NGB and GAARNG report that thls liaison activity Is fufly compliant with AR 381-10 
and 000 5240.1 R, does not require approvals plmIuant to ProCBdunt.12, and does not Involve 
collection on US Pereons. Tha Inspectore relilewed the officer's stated duties and . 
responsibilities and it appeBre to be in cornpliance with AR 381-10. Future 10 Inspections of the 
GAARNG should Include an on-slte inspection of the GMNG's support to the GlSAC. 

m. (U) 221s1 Tact/cal Exploitation BattaDon (TEB), GMRNG, Fort Gillam, GA: No 
findings. 

n. (U) HQadquartere, USARC, Ft. McPherson: There were no training reoords 10 
indicate G2-USARC personnel received 10 training as required by AR 381·10. At th" time of 
the Inspecllon, \he Deputy G2 confirmed that G2 personnel have' no! received 10 training. Since 
the inspection, the USARC-IG confirmed that G2 personnel completed theraqulslte 10 !reining. 
Also, Inspectors identified the QIA of an MI officei' assigned \0 the G2·USARC (see DAlG-07· 
006, paragraph 3.f, above). . 

o. (U) Headquarters, MI Readiness Command (MiRe), Ft. Gftlem: No findings. 

p. (U) Southeast Army Reserve Intelligenoe Support Center (SEARISC). Fort Gillem: 
No findings. . 

q. (U) Delta Company, 34SIh MI Battalion [Theater support Battalion (TSB)], Fort 
GIII"m: No findings. . 

r. (U) 345"' MI Battallpn (TSII), Fl Gordon: No findings: 

6. (U) INSPECTION TRENDS: 

a. Procedure 14 requires Indllliduais to "condUct actIVities in accordance with Bpp808b1e . 
law and polioy, ;nclud;ng E. O. 12333, as fIITIendDd by EOs 13284 and 13355, DOD 5240. '-R, 
this regulation, anel the polley of the appropriate intelligence dl$cJpIine.· The most frequently 
reported 10 violation Is employee (mla)conduct, Procedure 14, AR 381-10. but 10 reporting does 
not reveal sub-trends under this catego!)'. In fact, as supported'by the content of paragraphs 3 
and 4 above, the reports at misconduct are as varied as the Prooedure Is broad. 

b. (U) Generally speaking, commanders' 10 programs effectillely administer 10 training 
and Identify possible Violations. When QIAs surface, commanders resolVe the allegations and 
take appropriatel:OrTectiva actions. Unauthorized coUectlon or US·Person Informatlon or other 
lnappropnate IntelUgence actlvlty is occasIonllDy reported, but it Is not considered a trend, as the 
reported Incidents arl! Isolated and wh'llf1 they do occur thl! root cause Is usually uncleIII' pollcle5 
or poor tralnlr19 retention by the violator. 
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c. (U) Since the beginning of combat 0PEirations In the Middle East and Arrrrt ' 
Transformation, there has been a developing lreOd of non-MI soldiers, normally combal unit 
members. conducllng source operations In comijat theaters of operation, wh'ich Is a violaUon of 
Army pOlicies and generally consJdered dangerous to sources and unlt1 relying on sources' 
information, This trend Is difficult ~ quantify accurately because lO'reporting from combat 
areas to SAIG-IO is sporadic and SAIGoIO does not have vislbiUty over Incidents reported by the 
Combatant Command to ATSO(IO) or the Join! Staff. Tha contributing factors to th/$ trend 
appear to be the limited number of MI easels; urgent need for tactical intelligence; and combat 
leaders' unfamlllarlty with Intenigence policies and procedures. The Army's effor1s to increase 
the strength Of MI, particularlyel and Human Intelligence, is wen known. The US Army 
Intelligence Center and School (USAICS) Is also providing training to cOmbet anns officers 
during their profllSSlonal development training. The training is Intended to assist combat anns 
officers understand MI assets provided to them as a result of Iransfonnation, and Introduce 
them 10 the vartous laws, regulations and procedures govemlng ihe iralnlng and emplOyment of 
Ml 88Sal8. 

7. (U) 10 PROGRAM CHANGES: Aside from the new reporti09 requirements outflned In 
refenonces 1,d. and 1.8. llbove. there have been no substantive changes to the Army'810 
program during the reporting period. . 

B. (U) CHANGES TO MI REGULATIONS' POLICIES: The Anny 92 reported the following 
changes to MI regulatlon81 poliCies: 

. 8. (U) F8'al8 memorandum. Army-G2 (DAMI-CDC). 21 October 2006. Subject: 
Delegaton of Aulhorlty: The Anny G2 delegated to the Commander, 650'" MI Group, SUPIltm8 
HQadquarters, Allied Powel'll Europe (SHAPE), the authority to approve nonconsensual physical· 
searches of property belonging to non-US Persons outsfde the US p\ll'&Uant to a lawful CI 
function. See the enclosed memorandum for addltlonal details (Enclosure 1). 

0. (U) FeWe memorandum, Arrrrt-G2 (DAMI-CD). 21 April 2006, Subject: Policy Letter 
on information-Sharing Regarding Anny Cllnve5tigatlons Involving illicit Technology Transfer. 
The policy letter direc18 the ACCO to ensure Anny CI elements Inform "cognIZant federal 
agencies" (i.e. FBI. Department of Commerce, Department of Homeland Security) of 
appropriate investlgatlve issues (ie. illiCit technology transfer). See tho enclosed memorandum 
for additional detaOs (Enclosure 2). 

c. (U) el!!e!lPlSflPl8f8FUlmemorandum, Army-G2 (OAMI-CD), 31 October 2006, 
Subject (U) Policy for CI Investigation and Investigative Source Operations Excluded from 
Revision of AA 381-47 (8). In April 2006 the Anny approved the publication of the revised 
AA 38147(S), US Offensive CI OperafiQns. 17 Maron 2006. The revision Rilplaced the ear1ier 
version of AR 381-47(8), US Army Counterespionage Activities, 30 July 1990. Th~ 
memorandum introduced in this paragraph reissues poley guidance that was excluded from the 
reylsed AR 381-47(5). The reissued guidance indudes p06e1es on CllnV8sligations, 
counterespionage projects, reporting, and 10. See the enclosed memorandum for additional 
detailS (Enclosure 3). 
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G2 
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AlANW. THRASHER 
Major General, USA 
Deputy The Inspector General 
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DEPARTMENT OF THE ARMY 
OFFICI! OF THi DEPUTY CHIEF OF STAFF. 0-2 

1000 AlWY PENTAGON 
WASHINCTON DC 21310.'000 

MEMORANDUM FOR COMMANDER, 650th MILlTARY INTELLIGENCE 
GROUP, UNIT 21407, P.O. BOX 5700, APO AE 09705 

SUBJECT: Delegation of Authority 

1. Reference AR 381·10, U.S. Army Intelligence Activities, 22 Nov 05. 

2. In accordance wilb reference, I delegate to Commander. 650th MI Group 
authority 10 I;Ipprove nonconsensll8l physical searches of property belonging to 
non-U.S. persons OUIsk1e the \1nited Slates pursuant to a lawful Cllunction. 
This authority may nol be further delegated. 

3. Approval of these actlvities will be granted only for physical searches ttlat 
will be conducted in support of authorized NATO deployments, and after a legal 
review conduc:ted by a supporting U.S. legal advisor. If necessary, lin 
agreement may be established with a non-NATO U.S. Army command for 
appropriate legal advice. 

4. This aulhorfty does riot constitute permiSsion to contravene NATO/Allied 
Command directives or applicable intemational or foreign laws. 

5. This authority remains in effeel until $l.Iperseded or cancelled. 

ofllle De~ff, G-2 
DAMI-CDC,_e·maO: 

-::jJ~fS~~~; Q.-

Lieutenant Generul. GS 
Deputy Chief of Steff. G-2 
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OFFlCI1 OF THE DEPUTY CHIEF OF STAFF. G·2 

1000 ARM'( PENTAGON 
WASHj"'GTON DC 20310,'00' 

MEMORANDUM FOR SEE DISTRIBUTION 

SUBJECT: Policy Leiter on Information-Sharing Regarding Army CI Investigations 
Involving Ufioit Technology Transfer (U) 

1. (lJ) References: 

a, (U) D6D DIrectiVe 5200.39, Security. Intelligence and Counterintelligence 
Support to Acquisition Program Protection, 10 September 1997. 

b_ (U} Army Regulation 381-10, US Army Inlelfigence Activities, 22 November 
2005, 

c. (U) Army Regulation 381-12, Subvemion and Espionage Directed against the 
US AImy (SAEDA), 15 January 1993. 

d. (U) Army Regulation 3B1-20, The Army Counterintelligence Program, 15 
November 1993. 

e. (U) The National Counterintelligence Strategy of the UnReel States, Office of 
the National Counlerintelfigence Executive, March·2005. 

2. (FIiWlij Foreign intelligence services, state-controlled commercial entities, and 
other sub·slate actors concluct Intelligence operations targellng US Army technologies, 
be they classified or unclassified but export·{;Ontrollecl. 10 the past, these foreign 
enliUes have exploited jurisdictional gaps between counterintelligence anti those federal 
agencies oharged with countering illicit technology transfer. In accordance with above 
references, Army counterinlelfigence hss the obligation to conduct invBsllgaUons and to 
develop offensive operaUons In concert with the cognizant federal agencies 10 counter 
attempts to acquire these type lechnologles. 

3. (F81111i1) On 5 November 2004, the US Attorney General signed an order gr.mling 
the FBI concurrent aiminel Jurisdiction In export matters with a counterintelrlgence 
nexus. As wriUen, the order designates "tile FBI 10 (ake chaIgB of inv68figalive work in 
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matteTS relating to ~$p;on8ge, saboilige. subversive activities, and related matters, 
imiCJdlng investigating any potential viola/ions of the Alms EX!'¢rl Control Act, tile 
Expoft Administration Aot. the Trading with the Enemy Act, or the Intemational 
Emergency Economic Powers act, relating to any foreign counterinf6fligence matter .• 
The OfflCa of Immigration and Customs Enforcement (ICE). D4ijlsrtmenl of Homeland 
Defense retains its original jurisdiction over mailers related to the Iniernatlonal 
Trafficking In Arms Regulation (tTAR). The Office of Export Enforcement (DEE). 
Bureau of Industry and Security (B1S). Departmenl of Commerce retains Its origInal 
jurisdiction in regards 10 the Export Administration Regulatloll (EAR). 

4. IFSlH!) To leverage thlt inyestlgative and operallonal capabilities of out national­
level partners. the Army Central Control Office (ACCO) will ensure Army 
counterintelligence elements inform the cogllizant federal agenCies In a timely manner 
of appropriate invesligative Issues. Specifically. ACeD will ensure that the FBI receives 
either a Request for ~istance (RFA) or a SummSIY of Information (601) In aR 
in8tences of illicit technology transfer. In instances wh~re there is a potential vlolatlon 
of t/1e EAR. Aceo win also snsLlle OEE receives an RFAand/ar 501. In Ihose 
inslanees where there is B potential violatlDn of1he ITAR, ACCO will ensure ICE 
receives an RFA andlor SOl. In those instances, where faels are insufficient to 
determine if the incident violales the ITAR or the EAR. ACCO wiH ensure both DEE and 
ICE receive theapproprial.e documents. 

5. !feMe) It is the responslbDity or the ACeD to ensure Army counterintenigance 
elements monitor the status of incio'enls rElpoTlEld to FBI, ICE and OEE until resolved. In 
instances invoivine targeting of Army technologies where FBI. ICE. andlor DEE defer 
operational interest. it Is th!l responsibility of ACCD to ensure Army countarintemgence 
element .. exercise their responsibilities lAW AR 381-12, SAEDA. 

6, (petie) OCONUS CI elements will alSo cooperate, where appropriate. with host­
nation counterintelfigence/securlty elements to counter third-countty targeting and DHcH 
transfer of US and/or NATO technologies worldwide, ACCO wW encourage OCDNUS 
Ct elements to engage host-nation Cl elements in identifying third-count!)' .threats to 
Army technologies, and wUI conduct combined investigations/operations to counter 
those Ihreats. In instances Where OCON\.JS CI eJements open bilateral investigations 
with host-naticn services, ACeD shall inform and update ICE, OEE Bnd FBI 
headquarters as necessary. 

2 

F~I'I 8FFl8lAtW8fiiittk¥ 

E"FF 8S5 



DAMI-CD 
SUBJECT; Policy Letter on Information-Sharing Regarding Army CI inves\igations 
Involving Illicit Technology Transfer (U) 

7. (Ul The~2 point Qf 
telephone:. __ and 

"' \ ...... >-w-\cNi ~(.L ......-ToHN F. KIMMONS 
Lieutenant General, GS 
Deputy Chief of Staff. G-2 

DI~TRJBUTION: 
ASSISTANT SECRETARY OF THE ARMY (ACQUISITION, 

LOGISTICS AND TECHNOLOGY) 
US ARM'( MATERIEL COMMAND 
DEPUTY CHIEF OF STAFF, G-3/5/7 
DEPUTY CHIEF OF STAFF. G4 
DEPUTY CHIEF OF STAFF, G-O 
DEPUTY CHIEF OF STAFF, G-8 
US ARMY INTELlIGENCE AND SECURITY COMMAND 

CF; 
DAMJ-CDC 
DAMI-CDS 
DAMI-CDD 
PROVOST MARSHAL GENERAL 
CDR. CID 
FBIHQ 
CfFA(RTP) 
NCISHQ 
AFOSI HQ 
OSD (CI&S) 
ICEHQ 
OEEHQ 
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MEMORANDUM FOR see DISTRIBU1l0N 

SUBJECT: (U) Policy for Counterintelligence Investigations and Investigative 
Source Operations Excluded from Revision of AR 381-47/1i1) , 

1. (U) References: 

II. (U) AR 381-12. SubvBrslon end Espionage DlreGled Against the US Army. 
15 Jan 93. 

b. (U) AR 381-20. The Army Counterintelligence Program, 15 Nov 93. 

c. (U) AR 381-47 (S). US Army Counterespionage Activfties, 30 Jul 90. 

, d. (U) AR 381-47 (S). Offensive Counterintelligence Operattons, 17 Mar 06. 

e. (U) Memorandum, Under Secretary of Dafan~e for Intelllg'ence, 18 Jul 03, 
subject: Reporting Signlflcant Counterintelligence Activity. 

f. (U) Secret Memorandum. DeS G·2, DAMI--CI, 27 Aug 04. subject Interim 
Guidance for COUrllerinleRlgence Operal;or>$, Projects. and Collection. 

2. (U) EffectlvB,17 Apr 06. a major reVision to AR 381-47 was approved for 
publication by the Administrative ASSistant to 1M Secretary of the Army. 

3. {U} Reference 1c included policy on counterintelligence investigations in 
Chapter 4, counteresplollilge proJecls in Chapter 5, lind reporting and Intelligence 
oversight in Chapter 6. all of which was exduded from the reVision of AR 381-47. 
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DAMI-CD 
SUBJECT; (U) Policy for Counterintelligence InvestigatJons and Investigative Source 
Operations Excluded from Revision of AR 38147~ 

4. (U) The enclosure reissues that polley whiCh will continue in effect until 
superseded or rescinded. 

5. (U) This policy supersedes reference 1f. 

6. (U) This policy lias been reviewed for legal sufficiency by the Office of The 
Judge Advocate General and !he Offite ortha Army General Counsel. 

EnclOSlJre 

DISTRIBUTION: 
US ARMY CENTRAL COMMAND 
US ARMY FORCES COMMAND 
US ARMY EUROPE 
US ARMY PACIFIC 
EIGHTH US ARMY 
US ARMY SOUTH 

Staff, G·2 point of contact 
SIP1RNFrT' e-mail: 

~ ~HIirF: ~~d 
Lieutenant General, GS 
Deputy Chief of Steff, 0.2 

US ARMY SPECIAL OPERATIONS COMMAND 
US ARMY INTELLIGENCE AND SECURITY COMMAND 
650TH MIUTARY INTELLIGENCE GROUP 
US ARMY INTELLIGENCE CENTER AND FORT HUACHUCA 
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SECRET/NOFORN miClASSIFltD 
Poficy for Counterintelligence Investigations and Investigative Source 
Operations (U) 

. 1. (U) Purpose. This policy. sets forth the standards, responsibilities, and approval 
procedures for CI investigations, subject intervillws. investigative source operlltlons, 
and CI projects excluded from the revision of AR 381-41\1i1'~,fenslve 
Counterintelligence Operations (U), 17 Mar DB. 

2, (U) Applicability. This poliCY applies to thoss Cl units in lIJe active Army, the 
Armt National Guard, and the US Anny Reserve with a lawful mission to Implement 
the activities defmad herein. . 

3. (U) Clinvestlgatiollli. 

a. (U) The Army CI Coordinating ALithorlly (ACICA)(formerly ACCO) Ilas the 
authority to assume direct control of a CI investigation and to task directly down 10 
the CI field or resident office level on all full fleld Cllnvesligations and other 

," invastigallons, as r9Quired. 
f. : 

b. (U) CI field elements afe not only authorized, but enJoined, \0 respond 
directly to the ACICA when so tasked. 

c. (U) The Theater CI Coordinating Authority (TCICA) aneltor the Chain of 
command wlU be Information eddressees on any direct tasking from the ACICA. 

d. (U) CI elements in receipt of reports rendered under AA 38",2 will continue 
to comply with the requirements of para 3-4b, AR 3B1-12. 

e. (U) lNSCOM wBI continue to m<lintain one or more CI specialized miSSion 
units capable of Implementing compl~ and sensitive CI InvesUgaUve activtty, 
Including special Investigative techniques, physical and technIcal suevelllance, . 
collection of evidence, and cyller forensics. These elements ytlill be prepared oil 
order 10 deploy worldwide when directed by Commander, INSeOM, the Army G·2,)( 
or the DeS, G-2. 

f. (U) The ACICA will enSUIB that the reporting of significant CI activity to the 
DeS. G-2 Is accomplished In accordarn:e with the emMa specified by reference 1 e. 
The ACICA will provide detailed briellngs on a monthly basfslo the DCS, G-2 on 
significant CI Investigations and those otherwise Identltled by the DCS, G·2 as 
noteworthy. The ACfCA will also respond to DeS, G·2 requests for detailed 
summaries on CI Investigetions for the purpose of advising senior DA and DoD 
officials of significant developments. 

UNClASSIHED SEeRETfNeFOR~J 
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Policy for Counterintelligence Investigations and Investigative Source 
Operations. (U) 

g. (U) Reports fram other US and foreign govemment agencies regarding 
known or suspected espionage or terrorism will be referred to the ACICA prompUy. 
No investigative action wiJl be teken if such action might compromise another 
agency's sources or methods. When the source agency requests that 
dissemination of the report be restricted. the CI Agen! should advise the agency 
that the Information must, at a minimum, be reported 10 the ACICA. 

h, (U) When a CI scope polygraph examination 6uriacee an Indication of 
possible espionage, terrorism. or other matters of CI interest, Ihe polygraph element 
williefer the matter In a Umely manner to the ACICA for a follow-on CllnvestigaUon. 
if appropriate. The ACICA wUl ensure that any follow-on investigation Is conduoted 
expeditiously. 

i. (U) Upon completion of inVeStlgatlve activity, CI elements will prepare a 
Report of Inve$tigation (ROI~ Tha ROI wiJl be prepared on any Investigation which 
exceeds the scope of local and min!ary agency checks and the Interview of the 
original source. The ROI wiU Indude a concise and camplate record of an 

. investjgative aclivRy accompnshecl. The ROI will Include those actions taken to 
confirm or reful& the original report and any legal or administrative actions taken as 
a result of the Investigation. The TCICA will transmit all Investigative liles and 
reports to /he ACICA along with the ROI. 

j. (U) The ACICA w1U review ROls to ell$ure that all appropriate leads have 
been purauecl. The ACJCA may direct further Investlgatlve actiVity, If necessary. 
The ACICA will forward the original copies of all reports and the ROI to the US 
Army Investigative Records Reposllory (USAIRR) for archMng. 

4. (U) Subject Intarvlewi_ Interviews of subjects of CI investigations Bre 
oonduded to afford subjects the opportunity to refute. explain, clarify or mitigate 
allegations of espionaga, terrorism, and other naHonal security crimes. CI Agents 
will not conduct, partlclpal& in, or witness subject interviews conducted by other 
agencies unlass expressly approved by the ACICA. In addition \0 approval by the 
ACICA. proposals to conduct or participate In subject interviews will be reviawed In 
advance by a staff judge advocate (SJA) or other appropriate legal counsel. 

a. (U) If the subject is an active duty Soldier, a retl ree. an Army reservist, or a 
member of the Army National Guerd (hereinafter referred to as service members) 
under Army Cllnvesligalive jurisdiction as specified in" paragraphs 4-2c and d. AR 
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PoUc:y for Counterintelligence Inv6stigatlolls lind lrwestlgatlve Source 
Operations (U) 

381-20, and Is suspected of having committed 8 crime or an offense under ths 
Uniform Code of Mimary Justice (UCMJ). he will be advised of his rights under 
Article 31 D, UCMJ, prior to \he onset 01 the Interview. The subject will DEI asked to 
exacu1e a DA Form 3681, Rights Wamlng ProcedurelWalver CertiflCSte, . 
subsequent to the rights warning and prior to the commencement of the interview. 
Should the subject Invoke his Article 31 (b) rights. the IntelView will be terminated or 
suspended unfil the subject has consulted with a lawyer. At the conclusion of the 
interview. provlded that the subject has waived his rights, he win be asked to 
execute a swom statement whlch wfllinclude 1111 information that the subject 
provided dl.lring the interview, either in narrative form or question and answer form. 

D .. (U) CI Agents may nof participate In or witness subject interviews conducted 
by another agency of seNIce members who are suspected of an offense or Clime 
under UCMJ; unless the service member Is advised of his rights under Article 31(b), 
as specified above. 

c. (U) Intarvlews of selVice members not suspected of a crime under the UCMJ 
are normally not preceded by the rights wamlng. If, during the conduct of such an 
interylew, II service member makes Incriminating statements wni~h may be 
Indicative of a crime under the UCMJ forwnich Army CI has investigaUva 
jurisdlctioh In accordance with AR 381-20, the Agent wW suspend the Interview. 
ThEl AgElnt will then advise the interviewee of his rights under Article 31 (b). If the 
Interviewee has coosented on DA Fonn 3881 to proceed without a lawyer present. 
the Agent may contlnue the Interview. If the service member invokes his rights 
under Miele 31 (b), the Agent will pose no further questions and will provide the 
subjacl the opportunity to consult with a lawyer. In cases where a service member 
di$cIoses incriminating information eobout offenses outside of Army CI Investigative 
jurisdiction, the Agent wRI consult with a legal advisor prior to executing a rights 
adVisory and proceeding with the Interview. 

d. (U) Army Cl Agents may either oonduct or partiCipate in nonooCUstodial 
interviews of civilian subjects Who are either under Army CI investigative jurisdiction 
or who ara the focus of an approved joint irwesligation. Non-custodial interviews of 

. cIvilian subjects do not require a rights warning before the onset of the Interview, 
snd. if the subject incriminates himself during the course of the interview, 
questioning may continue without a rights adviSement 

. SECREli'NOFORN UNCLASSIfiED 
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Policy for Counterintelligence tnvnllgaUons and Investigative Source 
Operations'[U) 

e. (U) In the conduct of joint investigations of civilian sut>ject& or in coordlnaUon 
with those agencies hllVing jurisdiction, CI Agents will ensure that, if the interview is 
C\Jstodial or n is otherwise leg £Illy appropriate, these subjeCts are advised of their. 
rights urider the Fifth Amendment to the ConsUtution of the us. The SlJbjecl wiD be 
asked to execute a DA Form 3881. Rights Waming ProcedureiWail'er Certificate 
(or Its equivalent), sub'sequenl to the warning and prior to the commencement of 
the Inlervlew. Should the subject invoke his Constitutional rights, the interview will 
be terminated or slJspended until 'the subject has had the opport~nlty to consult with 
a lawyer. At the conclusion of the Interview, provided that the subject has waived 
his rights, he will be asked to execute a sworn statement which wlllinciude all 
informaliOt'l that the subject provided durlll9 the Interview. 

5, (UI CI Investigative SO\Irce Operatlon5. 

a. (U) Role Players. 

UNCl4SSIFlfD 
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Policy for CountarinteJUgence InvestJgations IIlId Invest)gallve Source 
Oper~lons (U) 

b. (U) Investigative Access Agents. 

(2) (U) crsocs proposing the use of Invesllgatlve access agents will be 
approved by Commander, INSCOM, or his single designee. C1S0Cs proposed by 
the 650th MJ Group will be approved by the Supreme Allied Commander, Europe 
(SACEUR) or hlssfngle designea. 

SECRETfNOFORN 

UNClASSIFIED 5 

EFF .' 893 



. , 

·SECREl'fNOFORN ,,: UNCLASSlFlED 
PoUcy for CounterintelUgence Investigations and Investigative Sou~., 
Operations (U) 

S. (U) 01 Projects. 

b. (U) CI projects w,IIl be implemented based on the submission and approval of 
a ~SOC by Commender, INseOM or his single designee, and the Deputy Chiefs 
of SllIff. G·2. USAREUR, ARCENT, EUSA, USARPAC •. end USARSO for pi'O~ 
In their areas of refponsibility. These officials may delegetll approval attthorily to 
MI brigade or group commanders. CISOCs proposed by the 650th MI Group wnl be 
approved by the SACEUR o,r his iillngle desl90ee. The DeS 0.2. USASOC, may 
approve CI projects proposed by subo«llnale CI elements. 

c. (U) Copies of thelia CISOCs wiU be forwarded through the ACICA 10 Ihe 
DCS, (3·2 for review and registration wllhll'\ three WQf1r.ing days of approval by those 
officials designated in paragraph 6b, abol/El. 

d, (U) CI organizalions condUcling inVestigative source operations and Cl 
projects will ensure thai all relevant repor1ing goes to tile ACICA. Clorganizations 
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G SECRETINOFORN ~NClASSlfltO 
Policy for Counterintelli~em;e Investigations and Investigative Source 
Operations (U) 

will send a monthly summary 10 the ACICA 011 the progress of the operation and will 
report via e-mail immediately upon thE! occurrence of IiIny significant activity, 

7. {U} The ACICA will -

a. (U) Exercise authority (Wer the coordination and operational direction of aU 
CI investigative source operations and Cl projects in the Army. 

b. (U) Coordinate soun;e operations and CI projects with othei gOl/emment 
agencies at the nallonallevel. 

c. (U) Ensure thai any technlCjues and procetiures employed In the 
Implementation of source op9ratlons ane! CI projects are consistent with AR 381·10. 
US Army If'ltelligence Activities. 

8EGRETiNOFORN 
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DEPARTMENT OF THE ARt6t 
OFFICE Of THE IN8PECTOA GENEAAI. .. :.-- -. -. '- ....... - 'j 

HOO ARMY PENTAGON 
WASHINGTON DC 20310.1700 

·_k. ,,' 

SAIG-IO (3B1-10b) 
30 'lOO8 

MEMORANDUM THRU GEll/ERiAL ~ ,u"r""cL, 

FOR OFFICE OF THE ASSISTANT TO THE SECRETARY OF DEFENSE 
(fNTELLIGfNCE OVERSIGHT) (ATSD{IO)l 

SUBJECT; Quarterly Intelligence Oversight Activities Report (111 Quarter. FY 06) (U) 

1. (U) References: 

a. (U) Execullve Order 12333, US InteUigenceACIMties, 4 December 1981. as 
amended. 

b. (U) 000 5240.1-R, Procedures Goveming the AetiviUes of 000 Intelrigenee 
,Components that AlfeclUnlted Stales Persons. December 1982. 

c. (U) 000 Directive 5240.1. DoD Intelligence Aetfvlties, 27 August 2007. 

d. (U) Army ReQuration (ARf3Bl-l0. us Army Intelligence Activities, 3 May 2007. 

e. (U) Unclassilled memorandum. Assistant to the Secretary of Defense, 
8 Dacember 2008. S\Jbjact: MnuallntelJigence OWrlllght Report to Congress - New 
Req\llrement. . 

f. (U) UnaasslfiedllFOUO memorandum. Office of the Director of Nationallntelilgenee.' 
23 March 2006, subject: Request for Inform.ation and COOrdl/l8llon. 

g. (U) SECRETIINOFORN memorandwn, Department of the Army inspector General 
(DAlGl. 30 October 2007, subject Quarterly Intelligence Oversight Acllvlties Report (4'" 
Quarter. FY 07) {U). 

h. (U) AR 20-1. Inspector General Activities and Procedures, 1 February 2007. 

J. (U) AR 15-6, Procedures for Investigating Officels and Boards, 30 September 1996. 

DIS5EMIIIA'Ilz:P1lOIDIIlTIID 11119 IIOC~~NTAINS r.XCEn AS ,,111: OlUZED BY ..... 10·1. IN'ORMA TION PIIOM 
MAD" TORY 0 uu. U~DEIl 

\\11[1\' DICL.U 11ltD. THIS DOClJMDtt BECOMEll JO!!D. JOIA. EXl:lllm :s JIll) 5 .. 'APPLY. 

DERIVEII PROM, !\flit. TlPLIt SOtfRCE.'l. ~ ..... SCQU I'(OV 01; INSCOI>t SO; :IIIG.lJ!l "",~I:) 
DECLASSIFY ON. XI,Xl,X5,lC6,lC'! 
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