
.. • 

Office of the Scc~·ctarv of Defense 
Chief, RDD, F.SD, \\ -i-IS 62763 

2 

b~tte: .Z~_M.t'1 ~t"2. Authority: EO 13526 
Declasstty: ___ , De:1y in Full: __ 

. . 

.. ~-

..... ..... ~:.. . 

Til 1 
-r· "£REf( Ce: \1!id I -

Report to 
The President 

·::·<"/:":, . 
. · - ~~ .. , 

DECLASSIFIED IN FUlL 
Authority: EO 13526 
Chief. Records & Oect 0 -
Date: JtAY 2 2s'lobWHs 

and the Secretary of Defense 
. :' . · on:. the 

Departm~'~t of Defense 
... 

:;;-~ ... 

BLUE RlBiid.N DEFENSE PANEL 
. . 

. · . .. 

I' July .1.970 

.. :. ~... - Defen~_a ~~teiUie~-~~ 
-

Sec Def Control No. X-3547 Copy No. f of_· _ 



J 
I 

I 
I 
I 

I 

~ Sii€RE=t; 
COVER 

OffiC£ D' TMt stCitTAIY O' Dtrlas£ 

}CIF'.al51UPF IIFOIMATIOJI COVER SHEET 

DECLASSIFIED IN FULL 
Authority: EO 13526 
Chief. Records & Declass Olv, WHS 
Date; flfAV 2 2 201Z 

) 

INFORMATIO(~ 
SHEET 

COli T IOl IUIIIU ; Sl 

62763 
IIClOSUIIS 

2 
Tho ottachld ~ .. Cili InforMation eontalna data tha eacurltr llpact of •hich II para .. ~nt, and unouth01 • 

iud dhcloaun ol ohleh would nun UCJ:PriQHAL GIIAW Do\liiQd TO Till IU.TICH. Special CUI Ill th. handllfll, cua• 

todJ, and •tonao of the attach.d lftfar-tiOII •vat bo ••arched In accorc!anc:a with tho aec:vrltr ralllllatlona. 

fhh c:awar 1heet la Nor 4 II!CzlPr but • rqord •f peraona who have read all •• '"" put of thl llocu .. llt(a) I don. 

• t Jl Jed bJ nuaber •bove. 

lEach penon recalw_lnl tha attached ~ ..... ill lnfor,..tlofl 1holl· •'•" an" fJJI In tho lftfor-thn nqulnd 
bal... · 

O&T£ REIUIU 
(f•41•••• '•rll••• •~ .~I et Ill•••••••• '•~J ,., UUUID 

, , 
· - ~ ···· · -· ··-· "•'• r--r--------------...... ·· ···--_. ·--·--··· _--··--·-...;:··-...:.·-·+ -· ·...:.·· :.:-· ·;.::·--;.::·--·~;.:::,:;- f-~--;;;;· -;;;;·· ..;.,;,;.;- ··.:;;-·-.;:;.- --.;·~- ··;;;;;·-;;;;;··'-'· ..;,;;-- ;;,;;-..;,;;---""'-o...;.;.;.;;=·--.- . ........_ ___ 1 __ _ 

r-;---------------------------~------~-------4---------------------------·--

11 

-
tG 

PII(YIOIIS IDITIOIS~ TIIS FQIIII &II[ QISOUTE. 

T~O oe•=r-=w 



-t 

\ 

(CLASSIFICATION) 'T}If SiC liT• (When Attached to Document) . l 

OI'I'IC~ OF THI: 01 RIEC:TOft OF DIEFIENSE RESIEARCH AND ENGINEERING ~OPY HUMBlER 

ROUTE SHEET 

DECLASSIFIED IN FULL 
Authority: EO 13526 
Chief, Record8 & Deoiaq Dlv, WHS 
Date; 

I MAV 2 2 ZOll 

2 62763 
CONTROL. NUMBER 

TO FROM DATI! OAT~ 
IN OUT APPROPRIATE ACTION 

DIR!CTOI OP D!P!NS! RIS!ARCH & I!NGIMIEIUMG 
IEXIECUTIVIl ASSISTANT 

SPIECIAL. ASSIST ANT INFORMATION 

~;l:=~~==~~D~I~P~U~n~~~~IR~I~C~TIO~R~_-_-_-_-_-_-_-_-_-_-_-_-_-_-_-_-_-_-_-_-_-~4~-~;~~~L~-~~-------~---------------------+----
.. DlltUTY DIRICTOII(Admln, lt.v•laat1ott Mtllllt) 

.USISTANT DIRI!CTOR r.rt~n.erlnl •10 PRI!PARil FOR DDR61! SIG 
.---~--~~~~~~~~~~~~---------+----+----4 

AteiiT ANT OIRIICTOR (Teet .ad IfNI) 

AS811T ANT DIRECTOR fP"*-'nc> 

"'"0li .. Ahl CONTIIIOl. DIYIIION PREPARE FOR OEP DIR SIG 
~--~--~~~~~~~~~~----------~-+----+---~ 

SI£C:UIIIITY POI.IC:Y 4NI:l "I£YIEW I:JIVIIION 

\ 

\, 
CO .. APP'Io ANI:l TECH IN .. O lyCS DIVISION \ 

ADMIMISTRATIVIE OFFICER PREPARE FOR SEC DEl"' SIG 

\ ~ 
CO .... UNICATIONI (JIIall) 

DIPUTY DfR.I!CTOR(BlHI ami Into SymeJ 

ASSISTANT DIR.CTOR (IIIIo _, Co-J 

.ASSISTANT DHUCTOft (lnr.lll~nce) 

ftiMAftiCI 

,tf ~¥ AJ-c.- ~L' 
, ~-c d . ~..-4C. 

~ A .d.,. 712.. 4.1.... 

i 
I 

\ 
I 

\ 

.l 
J 
J 

_\ 1\ 
\ \ 

1\ 
f----

\ 

\ 
\ 
\ 

AUII"i' ANT DIRECTOR (L ....... tDfJ' Jill) 

AIS.IT AMT DIRilCTOR (.Jte•.-oll> 

DIIU!CTOR TIECH. IIU"ORMATION 

DIPUTY DIRI!CTOJI'(Str•t ~d s,_c• S1•tem) 
AIIIIT ANT DIRitCTOR (De'-teln llr'"-) 

ASSIST ANT DIRECTOR (Jt • ·101) 

ASSIIT ANT DIRECTOR (Sft•t S,.e .lin.., Anal) 

ASSISTANT DIRECTOft (IUrateflo w..pon.) 

DI..UTY OIRICTOI('r.•c .W•tf&N ProQ•) 

AUI STANT DIRilCTOR (L....,._,_J 
AUIST ANT DIRilC:TOflt ( Oa- 'C::c,w:;,;.;IPD;;;;.;;,IJ------~--~----f 

Mssf STANT DIRICTOR (Nuclqr Pro,_•) 

D.,INS! SCIIMCI! BOARD 

ADYANc::ID RESEARCH PROJICTS AG.I!HCY 

IJ!APONS SYSTEMS EVALUATION GROUP 

~r---t-----------------~-----------------4--~~----~SUSPENSIDAT! 
I 



. . .... 

• . t .~ .. 

" ..,., ' I • 

·i. ,; 

Page determined to be Unclaaslfted 
Reviewed Chief. ROD, WHS 
lAW EO 135215, Section 3.5 

Date: MAY 2 2 l01l 
• 



}81' SEGREf 
BLUE RIBBON DEFENSE PANEL 

WASHINGTON, D. C. 20301 

My dear Mr. President: 
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July 1, 1970 

It is my honor to submit to you herewith the Report of 
the Blue Ribbon Defense Panel on Command and Control and 
Defense Intelligence. Because of the sensitive nature of 
the subject matter and the effect its disclosure could have 
on our national well-being, the Panel asked its subcommittee 
on Operations to undertake the examination of these two 
important areas. 

Intelligence activities are spread throughout the Depart­
ment of Defense with little or no effective coordination. There 
is, as has often been charged, evidence of duplication between 
the - vartous-· orga-ntza·ttons-.- Redundancy- i n---i nte ll i gence. with 1 n _ 
reason, is desirable, and it is particularly important that 
you and other decision-makers have more than one independent 
source of intelligence. We feel, however, that there fs a large 
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imbalance in the allocation of resources, which causes more 
information to be collected than can ever be processed and 
used. 

Furthermore. there is a tendency within the intelligence 
community to produce intelligence for the intelligence community 
and to remain remote from and not give sufficient attention to 
the requirements of others who have valid needs for intelligence. 
The basic objective of the intelligence community should be to 
get the right information to the right people at the right time. 

I hope the Panel's recommendations will not be considered 
criticisms of individuals. but will help· to solve the problems 
associated with Command and Control and Intelligence in a way 
that effectively supports the objectives of the Department of 
Defense and the Nation: 

I know my colleagues on the Panel join me in expressing 
to you our appreciation for giving us the privilege of under­
taking this important assignment at this critical period in 
our Nation's history. 

The President 
The White House 

Respectfully yours. 

M~-4-~ 
GILBERT W. FITZHUGH 
Chairman 

; 
\ 
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The Blue Ribbon Defense Panel was appointed by the President 
and the Seeretary of Defense in July 1969, and given the follow­
ing broad Charter, with instructions to submit its Final Report 
by July 1,1970: 

The general scope of the Panel is to study, report and make 
recommendations on: 

(1) The organization and management of the Department 
of Defense, including the Joint Chiefs of Staff, the Defense 
Agen~ies and the military services, as it affects the Department•s 
mission performance, decision-making process, the command and 
control function and facilities, and the coordination with other 
governmental 'departments and agencies, with emphasis on the 
responsiveness to the requirements of the President and the 
Secretary of Defense. 

(2) The Defense research and development efforts from 
the standpoints of mission fulfillments, costs, organization, 
time and interrelation with the scientific and industrial 
community. 

(3) The Defense procurement policies and practices, 
part1~ular]y as they relate to costs, time and quality. 

(4) Such other matters as the Secretary may submit to 
it from t1me to time. 

It 1s important to note that, while the Charter is very 
broad as to the Panel•s function in the fields of structure, 
orga-ni za-tion-,--and- operat-ing-- procedu.res_ .. a.f .the_ ... ent.i.re . Q.eP-.~r_tme!J.t . 
of Defe~se, it excludes considerations of broad national policy. 
The Panel has endeavored to hew closely to this line. 

i 
T~•rcnrT 
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We were told that this is the first broad-scale study of 
the Department of Defense in many years -- fn fact since the 
two Commissions on Organization of the Executive Department of 
the Government chaired by former President Herbert Hoover. 

We decided to approach our as~ignment with the same broad 
objectives as stated in the Hoover Commission Report, namely: 

(1} That the primary objectives of the National 
Securtty Organization is to preserve the peace, but that it 
must at all times be ready and able, promptly and effectively, 
to marshall all of our resources, human and material, for the 
protection of our national security. 

(2) That civilian influence must be dominant in the 
formulation of national policy and that civilian control of the 
military establishment must be clearly established and firmly 
maintained. 

(3) That the Nation is entitled to the maximum possible 
return for every dollar of military expenditure. 

(4) That military efficiency -- in other words, readiness 
. for war-- must be the fundamental objective of the National Military 
Establishment. 

(5) That elimination of wasteful duplication is essential 
to good government, but that the preservation, within sound limits, 
of a healthy competitive spirit and of service pride and tradition 
are basic to progress and morale. 

Because of the vast scope of the operations of the Department 
of Defense, the Panel divided itself fnto four sub-committees, as 
follows: 

(1} Organization and Personnel Management. 

(2) Management of Materiel Resources {including research, 
jevelopment, procurement and management of weapons and supplies) 
J la nnin~r;·-- -programmtng. · b·udg·e·ttng-,· and s im+l-a·JL- procedures. - ..... --- .. ... - . 

(3) Military operations, intelligence, communications, 
1utomatic data processing. 

(4) Conflicts of interests, contract compliance, 
jomest1c action, equal employment opportunity, etc. 

i 1 
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The Panel interviewed many witnesses in depth. and the 
sub-committees many more. rt made a functional survey of the 
Defense headquarters organizations in the Washington area cover­
ing some 1,600 organizational elements to elicit information on 
the actual operation of and interface between units of the 
Department of Defense. It also sent a questionnaire to a large 
number of people outside the Department of Defense who we thought 
might wish to give us the benefit of their thinking. We enjoyed. 
a remarkable response. with answers ranging from a page to dozens 
of pages of detailed suggestions. 

The Panel members and the staff carefully reviewed many 
earlier reports of studies of the Department of Defense, and 
many visits were made to important elements of the Department 
outside the Washington area. Members representing sub-committees 
Three and Four visited a number of military Commands in Europe, 
the Mediterranean, and Southeast Asia, to see how policies 
determined at Washington Headquarters were carried out fn the 
operational uhits. 

Becaus• of the sensitive nature of the subject matter and 
the effect its disclosure could have on the national well-being, 
the Panel asked. sub-committee Three to undertake an examination 
of the areas of National Command and Control and Defense intel­
ligence and make a classified report. 

The Panel wishes to extend its deep appreciation to the 
many people in the Department of Defe~se -- both military and 
civilian -- who contributed generously of their time in answer-
ing its innumerable questions and volunteering so many constructive 
suggestions. We found them uniformly anxious to help and enthu­
siastic about the possibilities for improving operations. We 
realize that this would not have happened without the strong 
support of Secretary of Defense Melvin R. Laird, and Deputy 
Secretary of Defense David Packard. 

To all these people who contributed so much to its endeavors, 
the Panel extends its deep thanks. 

i i f 
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~e do not see any quick. simple or inexpensive s61ut1ons 
to any of th~se problems. We do. however, recommend that: 
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- Personnel security investigations are performed by 
the investigative elements of the Military Departments. The 
regulations of each of the Military Departments make reference 
to accepting the validity of previous investigations completed 
by any agency of the Federal Government which meet the m1n1mum 
investigative requirements of that particular Department. For 
all practical purposes, the Departments interpret this narrowly 

_and usually do not accept the investigations of another Depart­
ment as meeting their standards. 

- Each Military Department has a large organization 
devoted primarily to Mapping, Charting and Geodesy (MC&G} 
activities. The Defense Intelligence Agency (DIA) attempts 
to- coordinate these activities to eliminate duplication and 
s e t P r i o r i t 1 e s f o r pro d u c t i on . · tfo we v e r ~ D I A coo r d i n a t e s­
through the intelligence elements of the Departmental staffs, 
and only the Air Force MC&G agency is within the purview of 
the intelligence staff. The Army and Navy MC&G agencies are 
not a part of the intelligence community-:-- · · 
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The Panel recommends that the Defense intelligence community 
be restructured to provide a better management structure and to 
assure the provision of intelligence, as required, to the President, 
other consumers at the national level and to all levels of the 
Department from the Secretary of Defense to operating units in 
the field. The new intelligence structure should: 

1. Function fn response to consumer requirements ror 
intelligence and provide timely and quality products, responsive 
to those requirements, with a proper balance between collection, 
processing, and production actfvttfes. 

2. Provide a clear chain of command from the President 
and the Secretary of Defense to the collection and productfGn units 
that will assure the timely flow of intelligence information and 
minimize the injection of bias arising from Serv1ce affiliations, 
or operational location. 

3. Pro~i- de for a single fndivid~~l· --f n the Office of · 
the Secretary of Defense who is the clearly designated representa­
tive of the Secretary of Defense to other Departments and Agencies 
Jf Government for intelligence matters and who is responsfbl e to 
:oordfnate or direct all intelligence. activities within the 
Jepartment. 
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4. Provide flexibility for timely development and 
distribution of limited, costly resources, both trained per­
sonnel and equipments, to meet ~hanging priorities~ 

5. Provide the proper environment to develop an 
effective and efficient professional intelligence career service 
for both military and civilian personnel. 

Specifically, it is recommended that the Secretary of 
Defense: · 

1. Designate the Deputy Secretary for Operations to 
be his agent for all matters relating to intelligence, to 
include the authority to designate those activities to be con­
sidered intelligence activities. · 

2. Establish under the Deputy Secretary for Operations 
an Assistant Secretary of Defense for Intelligence (ASD(I)), 
with the additional title of Director of Defense Intelligence 
(DDI). The ASD{I)/DDI would be delegated the responsibility to 
represent the Secretary of Defense with other Departments and 
Agencies of Government for intelligence matters and to coordinate 
or direct all DOD intelligence activities, including national 

. programs which are managed in the Department, in accordance 
with existf~g law and applicable National Security Council and 
Director of Central Intelligence Directives. · Among his specific 
responsibilities, the ASD(I)/DDI would: 

a. Serve as the Defense representative on the 
United States Intelligence Board, and appoint, with approval of 
the Deputy Secretary for Operations, representatives to other 
government-wide 1ntelligen~e committees and boards. 

b . . Direct and control all DOD intelligence 
activities not specifically designated by the Deputy Secretary 
for Operations as organic to combatant forces. 

c. Have the authority to delegate operation of 
any of these activities which he deems necessary to assure 

... max_im.um. .. exploJ.tation .. of DOO . . r~so.~rC~$- ~. -·- .... ·-···-· ·· · 

d. Review all proposed intelligence programs, 
monitor and evaluate all on-going intellige~ce activities and 
make recommendations to the Deputy Secretary for Operations 
with regard to allocation of resources. 

5 
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e. Establish procedures to review and validate 
requirements for intelligence production and collection and 
evaluate the product against the requirement. 

f. Establish procedures for and periodically 
conduct a systematic evaluation of the intelligence process 

. in the Defense intelligence community. This evaluation should 
incltide an assessment of the utility of the intelligence pro­
ducts provided to consumers outside the Defense intelligence 
community. · 

g. Review and consolidate requirements for research 
and development in support of intelligence activities. 

. h. Develop policies and procedures to insure the 
protection of intelligence and of tntelligenc~ sources and methods 
from unauthorized disclosure. This will include the establish­
ment and cont~ol of special access systems for sensitive programs 
not already covered by systems initiated by higher authority. He 
will insure that balanced judgment is applied between the need 
for exploitation and the need for protection, particularly recog­
nizing that the balance of thi~ relationship shifts through the 
phases of intelligence operations: identifying requirements and 
concept formulation; development, procurement and implementation; 
collection; processing; production; and dissemination. 

3. Establish under the ASD(I}/DDI: 

a. A Defense Security Command (DSECC) to be 
composed of the present Service Cryptologic Agencies and all 
other Defe~se intelligence collection activities except for 
those which have been specifically designated by the Deputy 
Secretary for Operations as organic to combatant fa The 
DSECC should perform those process1ng activities which are most 
efficiently associated with collection facilities. Amon his 
specific responsibilities, the Commander, DSECC would, u der 
the direction of the DDI: 

{1) Command all those designated Defe se 
.1nteJlige.n_ce _c:ollectJon _and associated processing and rep rt1ng 
act f vf t f es, with authority to -de fegafe admi nfs tra tfve·-··marfa· g· enf~Hft ··· 
or operational control as he deems necessary. \ ,_ 

I 

Agency. (2) Serv~J~ ~~r~~~o; .... ~a~ional Securi~y 
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(3) Insure the most judicious use of common 
staff elements b~tween his DSECC and NSA. 

(4) Insure the timely dissemination of intel­
ligence information to all appropriate Departments, Agencies, 
Commands or operating units. 

(5) Prepare the Defense Security Program for 
those activities for which he is responsible, and review and . 
coordinate the programs of intelligence collection activities 
organic to the combatant forces to insure maximum exploitation 
of resources. 

b~ A Defense Intelligence Production Agency (DIPA), 
to replace the Defense Intelligence Agency, whose Direttor would 
be responsible for Defense· Intelligence production except for 
those production activities specifically assigned to the combatant 
forces by the Deputy Secretary for Operations. Among his specific 
responsibilities, the Director, DIPA would: 

(1) Direct tho~e ~ntelligenc~ productiori 
activities which have been placed under his purview, with the 
authority to delegate administrative management or operational 
control as he deems necessary. · 

· (2) Provide current intelligence to designated 
individuals and organizations. 

(3) Provide threat assessments for all elements 
of DOD, as required. 

(4) Provide finished intelligence to appro­
priate elements of the Department in response to expressed needs. 

(5} Provide all DOD intelligence estimates 
and inputs to national estimates as directed by the DDI. 

{6) Manage all Defense intelligence production 
information systems, including those of the intelligence activities 
organic to t~e combatant _ f~rces, to insure inter-operability and 
optimized intelligence flow to and from all ec-nelons of- 0'00-~ . 

(7) Prepare the Defense Intelligence Program 
for those activities under his direction, and review and coordinate 
the programs of intelligence production activities organic to com­
batant forces to insure maximum exploitation of resources. 

7 
-~-" - -
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4. Expand the responsibilities of the National Security 
Agency to include the processing, data base maintenance and 
reporting of all intelligence information as directed by the DDI~ 

5. Establish within the DSECC a unified Defense Investi­
gative Service responsible for all personnel security investiga­
tions within the DOD and its contractors. 

6. Combine the Army Topographic Command, the Naval 
Oceanographic Office and the Aeronatuical Chart and Information 
Center into a unified Defense Map Service reporting to the Secre­
tary of Defense through the Deputy Secretary of Defense (Manage­
ment of Resources). 

7. Take the actions necessary (a) to extend to the 
entire Defense intelligence community the authority that the 
National Security Agency presently has to develop a professional 
career service, and (b) to establish an intelligence career 
service for military officers. 

- 8 
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The Operations Sub-Committee of the Blue Ribbon Defense 
Panel has attempted to assess the capability of the National 
Military Command System (NMCS) to perform its missions in a 
strategic nuclear war. in which the United States would be 
attacked by long-range nuclear weapon delivery vehicles such 
as ballistic missiles. Such attacks could conceivably vary 
from limited strikes with a few weapons against selected targets 
to an "all-out" or indiscriminate attack with many weapons. 

The NMCS consists 
procedures. personnel. 
authorities in 

tio • 

equipment, doctrf~e, 
supporting national 

erational com-

JS 3.3(b)('1),(0) 
All elements of the NMCS are planned to be contfnudusly 

manned and ready for use by national authorftfes or their alter-
nates 0.1'-' successors,_ who may exercise comma from an one of 
the~ or from external oints thro~ h. t~em~ 

JS 3.3(b )( 5 ) 
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The role and mission of the NMCS is crucial to U.S. deter­
rene• strategy, which requires the existence of a credible capa­
bility to retaliate in the event of nuclear attack. Since such 
an attack can conceivably occur with little or no warning, thfs 
requires a capability to direct . the execution of strategic 
retaliatory forces even after an attack has startJ!d ~~ .. . This ln" 
turn requires a command system which can survivi· ·~nder attack, 
arrive at an appropriate decision, and transmit it to retaliatory 
forces before the bulk of them can be destroyed. JS 3.3(b)( r:; l 

and doctrine com licate the matter 

B. Warning Time JS 3.3(b)( 5 ) 
The compression of time available for attack detection, 

decision, and response is one of the most demanding conditions 
to be met in order to assure the execution of retaliatory forces. 
Strategic (advance) warning might be available, particularly if 
the motivat1o~ for attack arose in the context of escalating . 
tensions or hostilities. Such warning would almost certainly be 
equivocal. however . . It might provide valuable time in which 
t_o -~ 1 e r t forces , 1 ncr e a s e the; r read f ness , a n d reduce the i r 
vuTnerallirit.f~ but" not" sufficient grounds- fo~ execut.ion. In 
theory, it might also provide time to move key command personnel 
to safer locations, or to prepare command arrange which d1d 
not de end on their survival in order to execute. 

J'S 3.3(b)( 5 ) 

. 10 



ln any case, stra~egic warning cannot be guaranteed, and ft 
1s more than likely that conclusive warning would notbe ava11able 
until; an att.ack was actually underway. A number of electronic 
sensors -- Ballistic M1ss11e Earlr, Warning System {BMEWS) radars, 
over-the-horizon "forward scatter• radars (440L). the Space Detec­
tion and Tracking System (SPAOATS) -- might provtde 15 to 20 . 
minutes warning that ICBMs had been launched. Future satellite 
systems wtth infrared detectors (Project 647) mfght extend this 
to as much as 28 minutes. However, no system fn operation or 
under development ca~ provfde more than 5 to 10-minutes warning 
of attack by shorter-range sa ched a111stic missiles SLBMs} 
usfn a d . rassed tra ec 

C. Presidential Survival Js 3~3(b)G),(7),(9) 

An essential condition for the execution of retaliatory 
forces according to present plans fs the survival of Presidential 
authority. It fs also one of the most uncertain conditions, ff 
not the most uncertain. 

11 
-rtlilt ..... 5 --
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The President and his 15 legal successors* are highly 
vulnerable as a group (as is the national government as a 
whole). Their day-to-day duties keep them in Washington nearly 
a 11 . e time where t are vi rtuall un rotecte.d. W1 th 

Procedures could be devi~ed to insure that one of the 
Presidential successors always away from Washington, or 
plans c~ ch rocedures t short 
notice. 

Another solution with 
t1ona1 standpoint would be 

* The Vice President, Speaker of the House, President pro tempore . 
of the Senate, and the 12 Cabinet members in order of the 
seniority of their departments . 

.. ll 



}fP .SE&RET 
DECLASSIFIED IN PART 
Authority: EO 13526 
Chief, Records & ~ p~~ }ViiS 
Data: MAY 2 ~ lUl Z 

. JS 3. 3(b )(5),(6) 
An en~my could not reasonably pl~n on preventing a substantial 

retaliation by destroying political leaders at the top. He could 
not be sure that some Presidential successo~ would not survive, 
th~t Presidential authority would not be predelegated, or that 

w uld n decide thin s for themselves; 

_ Js 3.3(b)C5),(t) 

1 J· 
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The intentions of national command authorities have not 
been ascertained, but it is necessary to know something ~bout 

· th d si n of a su ortin commands stem is to be useful. 

E. Communications 

Another major requirement is the survival of communications . 
once an ~ttack has begun, in order to insure that execution orders 
can be delivered to strategic forces. Fast, reli~ble, and secure 

~ communicati n enerall available for o 

JS 3.3(b)( e ) 
If a decision is made to retaliate, planned procedures call 

for sending a simple, short, formatted ~mergency action message 
to retaliatory forces. In principle, all U.S. communi ation 
ass are available for transmission of the messa e, 

JS 3.l(b)(5),(&) 
JCSAN and EMATS 

1 5 
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A system of airborne transmitters tied to space satellites 
might significantly improve the situation. Present communica­
tions satellites are susceptible to direct attack or damage 
from collateral effects of high altitude nuclear bursts, but 
future ones could be made less vulnerable by shielding and anti­
jamming or decoy and other deception techniques. Airborne trans­
mitters would require air-to-air relay for long-range coverage. 
Such a communications system would be expensive and take some 
years to develop, but reliabl able 

nder nuclear attack. 

F. Strategic Decisions 

Present NMcs· concepts require the continuation of command 
and communications well after an attack has begun, not only to 
execute the strategic forces but also to 11 manage 11 the nuclear 
exchange by controlling, limiting, or terminating it. The latter 
imposes a severe information requirement to meet in an environment 
in wh1ch command and communications would probably be seriously 
degraded. · 

Current 
will need to 
attacked, b 
rf 

plans and procedures assume that national authorities 
know very quickly whether the United States is being 
whom, on what scale. and a t what kind of ta ets. 

a retaliator decisfon. 

JS 3.3(b)(5),{&) 
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JS 3 .. 3(b)( 6 ) 
Current plans and procedures also assume that surviving 

decision-makers will require considerable additional information 
for subsequent "battle-management" decisions • . They will need to 
know what U.S. forces have been destroyed, what U.S. forces have 
been launched, and what U.S .. forces might still be available for 
launch. They will need to know what enemy forces have been 
launched and what enemy forces remain for launch. They will 
need to know what battle damage nflicted on the enemy 
and what on United Sta 

Elaborate plans and preparations have been made to obtain 
the above information. Complex reporting systems from field 

. forces to the national level hav~ been developed, and sophisticated 
computers have been installed in the command centers to process 

· the data rapidly. Plans are underway to employ satellites with 
infrared and other sensors to monitor a nuclear exchange, and to 
~se military communications satellites for transmission of the 
data. 

G. Strategic. Launches JS 3.3(b)O),(fl) 

It was assumed in the design of the present command and 
control capability that fn a nuclear exchange strategic missiles 
would be launched in a simultaneous or near-simultaneous salvo 
(except perhaps for whatever residual force might be held fn 
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reserve). In fact, however, and for good military reasons, it 
is virtually certain that missile launches would be staggered 
and spread out over time. 

the launch phase are extremely vulnerable to 
the themselves. t~e effects of . EMP 

· tems, and nu lear effects on 

Missile warheads are also vulnerable over target, when other 
nuclear weapons are detonating. If their delivery is not suffi­
ciently separated 1n space and time, the explosion of an adjacent 
weapon could easily neutralize another. Many uncertainties are 
involved in determining the necessary spacing, but the rfsk pro­
vides a reason to stagger missile d~lfveries rather than have . 
them arrive simultaneously. 

JS 3.3(b)(5)(8) 

, ... 
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coord nate e o, 
y ···· on rol of offensive and defensive forces continues 

independent military commands, will become a major problem 
ABM becomes operational. 

Re.~omme.nda.t.LonA 

The. Panel doe.A 
~olu~~onA to any o6 
tha.t: 

~ 3.3(b){5), ~ 

not ~e.e. any qu.L~~. ALmple. o~ .Lne.xpe.n~.Lve. 
the.~e. p~oble.mA. We. do, howe.ve.~, 4e.~amme.nd 

JS 3.3(b)('5),~ 
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the g~eate4~ poa.o~ble a.o.ou~ance o6 poaitive command and cont~oi 
o6 u.s. and allied no~cea not gene~a! wa~, a4 welt a& limite~ . 
wa~, c~i&i~ &ituationa and day-to-day ope~ationa. An object~ve 
o6 the. analy&i4 ahou..td be to achieve. the. beat immediate poa.tu.~e. 
with available equ.ipment and p~ocedu~ea and to p~ovide guidance 
6o~ ~eaea~eh and developm£nt .towa~d a ma~e capable 4Y4~em. ~n 
th~• la.tte~ ~e.ga~d, the anal~aia ahould include a cona~de~at~on 
o6 ope.4atlonal concept& which might a~i&e a6te.~ SALT ag~eemen.ta, 
o~ in the. abaence. o6 SALT ag~e.e.me.nta, and ahou.ld ta~e 6u!ly into 
account the. advancing technology o6 wa~ning aya.te.ma and o6 
we.apona detive4y aya.tema. · 

*************************************************************** 

2. A St~ategic Command be c~eated, campoaed o6 the 
exi&ting St~ategic Ai~ Command the Joint St~ate.gic Ta~get 
Planning Sta66, the Continental Ai~ Ve6en4e Command and Fleet 
Balliatic Miaalle. Ope.4ation4. 

20 
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DEFENSE INTELLIGENCE 

I. THE INTELLIGENCE COMMUNITY 

The National "intelligence community" consists of the 
Departments and Agencies of the Government which are responsible 
for the collection of information and production of foreign 
intelligence essential to the security of the United States. 
The principal departments and agencies of the intelligence 
community are the Director of Central Intelligence (DCI), the 
Central Intelligence Agency (CIA), the Department of State, 
the Department of Defense (DOD), and the Federal Bureau of 
Investigation (FBI). It is essential that the activities of 
these departments and agencies be closely coordinated to assure 
effici~nt and effective operation. 

The DCI is responsible for the general management and 
coordination of the intelligence community, in addition to 
serving as the Director of CIA. 

The United States Intelligence Board (USIB) fs the formal 
instrument establi .shed by the National Security Council (NSC) 
to advise and assist the ocr, as he requires. in· discharging . 
his statutory responsibilities. The responsibilities and func-
tions of the USIB are set forth in National Security Council . 
Intelligence Directive {NSCID) No. 1. Its primary responsibility 
fs to achieve an effectively coordinated intelligence community 
in the interest of National Security. 

The major functions assigned in NSCID No. 1 are: 

1. To~ establ 1 sh. po--1.1 ci es.. and de.vel op programs for 
the guidance of all departments and agencies concerned. 

2. To establish appropriate intelligence objectives, 
requirements and priorities. 

3. To review the national intelligence effort and 
report to the NSC on its adequacy. integration and gaps identified. 

?1 
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4 • . To make recommendation~ on foreign intelligence 
matters to appropriate government officials, including particularly 
recommendations to the Secretary of Defense on intelligence matters 
within the jurisdiction of the Director- NSA. 

5. To develop and review security standards and practices 
as they relate to the protection of intelligence and intelligence 
sources and methods from unauthorized disclosure. 

6. To formulate, as required, policies in regard to 
arrangements with foreign governments on intelligence matters. 

The functi~ns of USIB are performed through fts 14 committees 
and sub~committees. Most of the Chairmen of the USIB committees 
and sub-committees are r~presentatives of the DCI, provided from 
the National Intelligence Program Evaluation Staff, which supports 
him • . 

The Department of Defens~ is represented on the USIB by the 
Director of the National Sec~rity Agency (NSA) and the Director 
of the Defense Intelligence Agency (OIA). When DIA was established~ 
its Director replaced the senior intelligence officers of the three 
military departments on the USIB; however, they are permitted to 
participate in board meetings as observers and to add footnotes 
to USIB papers stating their points of disagreement. The military 
departments still retain full membership on the committees and 
sub-committees of the USIB. There is little or no coordination l 
among the Defense representatives and observers on the USIB and .1 
they often appear to be working at cross purposes. 

Intelligence requirements at the national level ·are determined 
in the USIB entt~ely by representatives of the intelligence com-
munity. · It is not clear that consumers of intelligence outside 1 
the intelligence community make a significant contribution to r 
this process. 

· The Board of National Estimates (BNE) is composed of a number 
of distinguished men, appointed by the OCI, from industry, the 
ac;a·demtc--commun-tty and the·-·· profession-s. ·--The- -BNE pe't'iodically . . sub:­
mits to USIB a program of proposed production of National Intelli­
gence Estimates (NIEs) for approval. Upon approval, terms of 
reference for each estimate are prepared and contributions are 
obtained from the member agencies of the USIB. The BNE complete$ 
its evaluat1on and submits a first draft for coordination with 
the member agencies. After revfsion, the estimate is submitted 
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to the USlB for approval. If any member of the USIB or any of 
the senior intelligence officers of the Services disagree with 
the estimate, the dissenting opinions are published as integral 
parts of the estimate. The value of the estimate process is 
often destroyed in the coordination - revision cycle as watered- . 
down compromises are accepted rather than establishing the basic 
document, and then adding the disagreements. 

The National Intelligence Resources Board (NIRB) was recently 
established to advise the DCl on needs for intelligence resources 
to support the U.S. foreign intelligence effort. The members of 
the NIRB are the Deputy, OCI, Chairman; the Director, Bureau of 
Intelligence and Research, Department of State; and the Assistant 
Secretary of Defense for Administration. 

II. THE DEFENSE INTELLIGENCE COMMUNITY 

The Defense Intelligence effort is normally programmed fn 
two major packages: The Consolidated Cryptologic Program (CtP), 
with the Director, NSA designated Pro ram Mana er; and The 
General Defense Intelligence Pro IP w ector 

nated Pro ram Mana er 

From time to time special programs are established to 
develop some new intelligence resource or capability. In such 
cases a. program manager is designated by the Secretary of Defense 
and the program becomes a part of the intelligence community. 

A. The Office of the Secretary of Defense 

Currently the Assistant Secretary of Defense for Administra­
tion (ASD(A)) is clearly the senior official in the Defense organ­
ization for managing the intelligence effort. On August 1. 1969. 
the Sec r e tar y o f Defense ass t g n e.d .. add i t i on a 1 res pons 1 b 11 1 t i e s 
for intelligencea to the ASD(A) and stated: 
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"In dfsc~arging these responsibilities, I fully expect 
th~ ASD(A) to improve the effectiveness and efficiency of the 
Defense intelligence community. In order to accomplish this 
improvement. he is charged with the following responsibilities: 

1. To establish an intelligence resource review 
and decision-making process which will comprise: 

a. A mechanism for making comparisons and 
appropriate trade-offs between major intelligence activities 
and programs so that DOD decision makers can select the most 
efficient and effective systems for collecting, processing, 
producing and disseminating intelligence. · 

b. A Five-Year Intelligence Resource Plan. 

c. A procedure for identifying and surfacing 
major issues of intelligence resource allocation and.management. 

d. A continuing system for review of intelli­
gence eollection requirements balanced against collection resources. 

2. To improve intelligence communications among 
DOD agencies and between the Department of Defense and oth_er 
agencies. 

3. To evaluate intelligence organizational 
relationships, roles and missions. 

4. To review security policies and eliminate 
unnecessary classification and compartmentatfons." 

The ASO(A) has limited his purview, initially, to resource 
allocation and has established a review process wherein each 
Program Manager is responsible for resource mana9ement within 
his program. Procedures are worked out whereby each Program 
Manager conducts his review and then reports to the ASD(A). The 
ASD(A) then performs a review across all the programs to identify 
arE!aS where there i~_ a p_ossibflity of duplication or inefficiency. 

The ASD(A) has adopted the Consolidated Intelligence Resources 
Information System (CIRIS) as a management tool to assist fn his 
cross-program review. 

?A 
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a ~odification of an older system called the 
· to d i s p l ay • by type , 

fntelli-

The CIRIS contains only information on intelligence resources 
and how they are related to targets. It does not include informa­
tion abo~t the nature of the requ _1 rement to collect intelligence J 
informat1on about a target nor does it provide an assessment of lj 
the value of the information that is collected. 

- It is not possible to make valid judgments on the proper 
allocation of a collection resource to a target without consider­
ing why~ and with what urgency, the information fs required and_ 
balancina that against the delree to which the fnformat1on 
collecte by the resource sat sfies the reguirement. _ 

B. The Cryptologic Community 

The organizations involved in the signals intelligence 
(SIGINT) effort are referred to collectively as the Cryptologic 
Community. This community consists of the National Security 
Agency (NSA) 1 at its head, and the service cryptologic agencies 
(SCAs). Also holding membership in this community, though not 
generally included in the term. is the SIGINT Committee. with 
its sub-committees, of the United States Intelligence Board {USIB). 

The current authority for organization and operation of this 
community fs the National Security Council Intelligence Directive 
(Nscro) No. 6, effective 15 s-eptember· 1958, and- revtsed· 18 January 
1961. This document provides the national policy for Communica­
tions Intelligence (COMINT) and Electronic Intelligence (ELINT), 
collectively referred to as SIGINT. It defines the responsibilities 
of the USIB, Secretary of Defense. NSA, Director NSA, DCI and 
Mi 1 ita ry Departments .. 

~ 25 
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The fundamental community. NSA and the SCAs, can be described 
as a two-part system. · NSA is the part providing the system manage 
ment, through operational ahd technical control, processing of the 
raw SIGINT data and disseminating the processed SIGINT information 
to the consumers. The SCAs are basically the collection portion o 
the system. 

The size relationship {personnel) between the two parts is 
roughly 18-19,000 for NSA and 70-75,000 for the combined SCAs. 
This relationship is deceptive, as approximately 30% of the NSA 
figure are military members of the SCAs assigned to duty at NSA. 
Thi~ does not mean that a double count of these people is involveds 
as 88-94,000 does describe the general bounds of the community. 
However, the 70-75,000 SCA personnel are not all directly involved 
in the collection process. A varying percentage is s~pport charge· 
able to the Consolidated Cryptologic Program (CCP), hence the 
personnel are counted as part of the cryptologic community. A 
standard value for the amount of support is impossible in today's 
system, as each Service provides and counts its support under a 
separate set of ground rules, and the chargeability of support at 
any given unit will vary depending on whether the cryptologic 
unit is a tenant on a base and receives its support (not chargeable 
to the CCP), or is a host and furnishes support to other organiza­
tions (all chargeable to the CCP). 

The Cryptologic Community, within the Department of Defense, 
is also responsible for national communications security (COMSEC). 
The authority for this is a National Security Counc1J Communica­
tions Security Directive, dated 26 August 1968. This directive 
reaffirms a national COMSEC structure including the Secretaries 
of State and Defense as a Special Committee of the NSC for 
COMSEC matters, the United States Communications Security Board 
(USCSB), the Secretary of Defense as Executive Agent of the 
Government for COMSfC, and the Director, NSA acting for the 
Executive Agent in COMSEC matters. 

With regard to SIGINT operational relationships, NSA is 
charged by NSCID-6 with providing an effective unified organiza­
tion and control of the u.s. COMINT and ELINT intercept and 
processirrg ac tiv t ti-es to--pro vide--for i nte·gra te~ opera tf onal 
policies and procedures and to produce COMINT and ELINT informa­
tion in accordance with objectives, requirements and priorities . 
of the USJB. 
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In order to accomplish this, NSCID-6 provides the Director, 
NSA (OlRNSA) with operational and technical control of all U.S. 
COMINT and ELINT intercept and processing activities .. Normally 
OIRNSA issues operational instructions through the Ch1efs of 
Agencies of the Services or civilian departments or he has 
authority to issue tasking and instructi~ns directly tb opera­
ting elements. NSCID-6 also provides that DIRNSA is obliged to 
delegate operational control of SIGINT efforts to the armed 
services as he deems necessary to meet their stated direct 
support requirements. 

The Services are tasked .with establishing, maintaining, 
operating and administering SIGINT intercept and processing 
facilities as authorized and directed by the Secretary of 
Defense. Also, they will conduct, outside the scope of NSA, 
such search, interceptt direction-finding, range estimation 
and signals analysis as must be undertaken to permit immediate 
operational use of the information in support of electronic 
measures and counter-measures and rescue operation~. · 

These relationships, paraphrased here, are spelled out in 
NSCI0-6. Current program and budget management is left to the 
prerogatives of the Secretary of Defense as Executive Agent. 
Over the years, he has delegated this responsibility to various 
offices in OSD. Currently, the ASO(A) is tasked with this 
responsibility by Secretary of Defense Memorandum. The ASD(A), 
in turn, uses DIRNSA as his cryptologic Program Manager. DIRNSA 
is charged with preparing the CCP, with coordinated SCA inputs 
submitted through Service channels, to the ASD(A), who is to 
merge it with other intelligence programs and make trade-offs 
between programs. The merger of programs, the Consolidated 
Defense Intelligence Program is presented by ASD(A) for approval 
by the Secretary of Defense. DIR~SA is then charged with 
managing the budgeted DOD program. 

In the past, it has been particularly difficult to manage 
the program properly, as the funds justified in the cryptologic 
prog~am for the SCAs are not s~ecifically identified in the 
Serv1ces' budgets. The funds have been subject to diversion 
to other activities as it was impossible to audit trail the 
expenditure against- th-e -program. New authorftyvested in- DlRNSk 
~f being his own Primary Action Officer and new procedures break­
lng out accounting in greater detail may reduce the d.iversion of 
programmed funds by the Services. 

27 
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NSA has statutory authority to develop a professional 
career service for its civilian employees. OIRNSA has the . 
authority to recruit. train, assign and promote the civilian 
employees of NSA. He can prescribe as a condition of employ­
ment that NSA employees must serve any place in the world as 
the needs of the Agency dictate. In addition, he has authority 
to establish professional positions, primarily in research and 
development, at the basic compensation equal to rates of basic 
compensation authorized for Grades 16, 17 and 18 of the General 
Schedule. 

DIRNSA 

Alt~ough NSA has operational and technical control of the 
SCA SIGINT activities and establishes base line configuration of 
positions, each Service has (l) its own operational command 
stru;ture and _procedures, (2} expansions on position base line 
conf1gurations, (3) support criteria and (4) methodology. This 
disparity is attributed to the 11 un1queness 11 of Service missions, 
and the provisions of the National Security Act of 1947. as 
amended. reserving to each Service Secretary the authority to 
administer that Service to fulfill its mission. This is a 
jealously guarded prerogative of the Services as each maintains 
that the SCA is a major command of that Service. 

With four independent sets of regulations and varying primary 
interests, it is easy to understand how differing operational and 
management concepts have evolved. 
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The revised JCS-MOP-95, by redefining "El~ctron1c Warfareu 
and by defining •Electronic Support Measures" provides a justifi- ~;· 1 
cation for duplication of resources and activities in the crypto-
logic community and the Service component commands. . ! 

C. General Defens~ Intelligence 

General defense intelligence encompasses the intelligence 
activities, other than cryptolog1c~ performed by elements of the 
Department of Defense, primarily the Defense Intelligence Agency 
(DIA) and the Military Services. The General Defense Intelligence 
Program (GDIP) is the management tool used to program and manage 
the general defense intelligence effort. The Director, DIA 1s 
designated Program Manager and consolidates the submissions of 
the Military Departments • 

officers in the Military Services and no professional intelligence I 
. There is no substantial corps of professional intelligence .' .. ·) 

f r civilians in eral defense inte111 ence 
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DIA was established in 1961 in an effort to create a 
mechanism to solve the problems presented by the disparate 
intelligence estimates being produced and d~plicative efforts 
being engaged in by the Military Departments. 

DIA ts assigned the responsibility for: 

1. The organization~ direction, management, and control 
of all DOD intelligence resources assigned. to or included within 
the DIA. ~> 

2. Review and coordination of those intelligence functions 
retained by or assigned to the Military Departments. 

3. Supervision of the execution of all approved plans, 
programs, policies, and procedures for intelligence functions 
not assigned to DIA. 

· 4. Obtaining the maximun economy and efficiency in the · 
allocation and management of Defense intelligence resources. 

5. Responding directly to priority requests levied upon 
the DIA by the United States Intelligence Board. 

_ 6. Satisfying the intelligence requirements of the major 
com~onents of the Department of Defense. · 

Its charter reveals that DIA was originally intended to 
(1) provide for the assembly, integration and validation of all 
Defense intelligence requirements, the policies and procedures 
for collection, and the assignment of relative priorities to the 
requirements, and (2) develop and produce all finished intelli­
gence for the Department of Defense. It was intended that the 
Military Departments would retain the resources to collect and 
process intelligence information, under the supervision of DIA. 

Concurrent with the establishment of DIA, the Directorate 
of Intelligence (J-2) of the Joint Staff was disestablished and 
fts functions assigned to the Director of DIA. The established 
reporting line for OIA was and is through the Joint Chiefs of 
Staff to the Secretary of Defense. · · 

JS 3.3(b)( \ ) 
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Two areas of conflict are apparent. In addition to his 
administrative responsi~ilities as the Director of a Defense 
Agency, the Director of DIA must provide the staff assistance 
on intell igence ; matters to the Secretary of Defense and must 
also provide the staff assi on i ers to 

e Joint Chiefs f 

The second area of conflict is between DIA and the Military 
Services. The Director, OIA is charged with preparing the GDIP_ 
and with responsibility to supervise the collection and process1ng 
of intelligence by the Military Services. specifically by prescrib­
ing procedures, validating requirements, assigning collection 
and production tasks, and reviewing the total intelligence 
programs of the Services. Yet, the Director of DIA reports 
directly to the Joint Chiefs of Staff, comprised in four-fifths 
majority by the Senior Officers of the four Military Services 
for whose intelligence programs the Director of OIA is charged 
with the responsibility to provide coordinated supervision. In 
addition, the Services determine which officers of what qualifi-
cation are assigned to DIA, and they retain th r6motion . 

fut o assi ned. 

The Military Departments are charged with organizing, train­
ing and equipping intelligence forces for as~ignment to combatant 
~ommands, and to conduct those intelligence functions which 
peculiarly relate to departmental missions, including the develop­
ment and support of intelligence systems organic to combatant 
forces. In addition, each department has r~tained the responsi­
bility to manage and operate certain types of intelligence activi­
ties, including counter-intelligence and investigative services, 
scientific and technical intelligence, mapping, charting and . 
geodesy as well as their respective cryptologic ~gencies. 

While the DIA was established primarily to consolidate the 
intelligence activities at Washington level, each Military Depart­
ment currently has a larger intelligence staff than it had before 
the creation of DIA. Each departmental staff is still engaged in 
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activities clearly assigned to OIA such as intelligence produc­
tion including the preparation of current intelligence.· The 
Military Departments justif these activities on the basis that 
DIAd t roide. th tellf 

1. The Intelligence Process JS 3.3(b)( \ ) 

The intelligence process can generally be considered 
as consisting of five functions: requirements, collection~ proc­
essin., production a~d disseminattori. There is now no effective 
mechanism to effect a proper bala in the all tion of 
between thes ctions. 

a. Requirements 

In March 1962, shortly after the establishment of 
DIA. the JCS issued to DIA - ~ memorandum, entitled: "Actions to 
Strengthen the Intelligence Capabilities of the Un1ffed and 
Specified Commands," and concomitantly, a memorandum to the 
Commanders of each Unified and Specified Commands, entitled: 
"Authority to Strengthen Intelligence C~pabilfties of Commanders 
of Unified and Specified Commands." These memoranda d1rect~d 
that intelligence staffs and attendant intelligence activities 
be established. Specfffcally, an Intelligence Requirements/ 
Collection Office was directed to be established at each Unified 
and Specified Command Headquarters which would perform functions 
compatible- wi-th the requirements and collection. functions of DIA •.. 
DIA was directed to issue guidance as to policies. ·procedures. 
format and priorities of intelligence requirements to achieve 
standardization of requirements processing throughout OOD. Require­
ments flow would follow command channels to OIA for validation and 
for levy. This action was the basis for establishing layers of 

~·-· 
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review. · In a message of March 1962, from the JCS to the 
Commanders of the Unified and Specified Commands, that body 
clearly pointed out that the channel for requirements is between 
OIA, acting for the JCS, and the Unified and Specified Commanders; 
and in turn from the Unified and Specified Commanders to their 
components • . The original intent of these actions was to take 
the staffs and actfvitf~s from the component commands and move 
them one echelon higher, but this did not happen~ since the 
Military Department Headquarters were still authorized direct 
access to the component commands. 

JS '3.3{b)( \ ) 
Throughout the 1960s, the various intelligence 

elements of the Mfl.itary Departments complained about the 
fnate time it takes for a re 

atnt"s 

Another problem has 'existed concerning the handling 
of - collection requirements for scientific and technical intelli­
gence. When DIA was given the responsibility for management of 
scientific and technical intelligence, a specific Assistant 
Directorship was established and the Directorate took as its 
charter the DOD Directive 5105.28, which included the responsi­
bility for the assembly, 1ntegratt~n, validation, and assignment 
of priorities for all Defense hnfca nca co ion 
and roduct1on re u1rements 

u nw i e 1 dy • I t 
community and 

The requirements process is slow, cumbersome and 
functions almost entirely within the intelligence 
is fraught with an unyielding sense of sovereignty 

JS 3.3(b)( \ ) 
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eve ope fferen 
~ ructures for controlling intelligence collection; 

however, they have two very important points in common: the senior 
fntellfgence officer of the Departmental Headquarters has some · 
degree of operational control; and the intelligence units are 
structured in a common chain separate from the operational command 
structure. JS 3.3(b)( t ) 

The Army has established the U.S. Army Intelligence 
Command (USAINTC) to discharge so~e of the Army's inte111gence 
responsibf11ties including all collection, other than that per­
formed by the Army Security Agency. While USAINTC 1s a major 
command reporting directly to the Chief of Staff of the Army, 
the Assistant Chief of Staff, Intelligence, maintains dtrect 
operational control of some of its more sensitive elements. 

The Navy has all of fts general defense intelli­
gence resources fn the Naval Intelli~ence Command (NIC). The 
Assistant Chief of Naval Operations (Intelligence) is also the 
Commander, NIC. 

The Air Force has retained the control of non­
technical sensor intelligence collection in the Departmental 
Staff. A world-w1de human collection effort fs controlled by 
the Assistant Chief of Staff, Intelligence, while all the . 
resources for counterintelligence and investigations are assigned 
to the Inspector General. · 

There is no effective mechanism for the allocation 
of co 11 ecti on resources to as sure that needed i nforma t1 arts 
collected 1n the most economical manner, consistent with the 
urgency of the need. 
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Personnel security investigations are a 
particular type of collection performed by the investigative 
elements of the Militaty Departments: The Army Intelligence 
Command; the Air Farce Office of Special Investigations; and 
the Naval Investigative Service. All background investigations 
are controlled by these organizations at headquarters level. 
They perform the background investigations for all military and 
civilian personnel of their respective departments and a pro 
rata share of civilians assigned to the various agencies and 
elements of the Department of Defense not in one of the Military 
Departments. They participate by quota in industrial security 
background investigations. 

The purpose of a personnel security investi­
gation is to establish that the individual is responsible, loyal 
and trustworthy. These investigations can generally be considered 
in three categories: 

a. A National Agency Check (NAC) is required 
for granting access to SECRET defense information. In addition, 
a final TOP SECRET clearance may be granted to Air Force and 
Navy military personnel based upon an NAC which has been made 
any time during the previous 15 years, provided that the individ­
ual has been in continuous government service or on active duty 
during the past 15 years with no break in service in excess of 
six months. An NAC includes a check of the criminal and subver­
sive files of the Federal Bureau of Investigation and, as appro­
priate, the files of the Military Departments, the Civil Service 
Commission, Immigration and Naturalization Service, the House 
Internal Security Committee and others. 

b. A Background Investigation (BI) is 
required for granting a TOP SECRET clearance to Defense Depart­
ment civilians, Army personnel on active duty and Navy and Air 
Force personnel who do not meet the criteria in a above. A 
BI is a 11 thorough inquiry" covering the individual•s life during 
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the last 15 years or since the 18th birthday, whichever is 
shorter. It includes verification of date and place of birth, 
citizenship, education, employment, military service, foreign 
travel, foreign connections, character references. and a 
National Agency Check. 

c. An Expanded Background Investigation . 
(EBI) is a prerequisTte to granting access to special intelli­
gence~ compartmented intelligence and for assignment to an 
Ultra Sensitive Position. Only u.s. citizens are eligible for 
these accesses, and reinvestigation is mandatory at least every 
five years. An EBI includes an NAC, not over 12 months old, 
and a B I • I n add i t i on , the i n d i v 1 d u a 1 ' s i mm e d i ate fa m 11 y , 
including spouse and former spouse(s) are checked with FBI 
files. Passport Office and CIA files are checked if the individ­
ual has traveled outside the US for pleasure or for non-US 
Government-sponsored trips. Verification of citizenship is made 
on members of the individual's immediate family. A credit check 
fs made on the individual at each place of residence of more 
than six months. Neighborhood investigations are conducted to 
verify the current residence and at each of the former residences 
where the individual resided for six months or more. Court 
records are reviewed if the individual was divorced or legally 
separated to ascertain any financial obligations prescribed by 
the courts. 

In addition to the differing requirements 
of the Military Departments for granting security clearances 
as indicated above. there are variations 1n the manner in which 
the investigations are done. For instance, all Departments 
require an NAC as a part of a BJ. The Ar~y and Navy require an 
NAC without reference to previous NACs. The Air Force will 
accept an NAC if it is less than two years old. Army and Navy 
neighborhood investigations and credit record reviews are con­
due ted "when deemed necessary" to prove or disprove derogatory 
information. Air Force regu~ations do not mention neighborhood 
investigations nor credit record reviews. The Army requires a 
check of court records if the individual is divorced. Navy and 
Air Force do not require this check. 

The Army and Air Force grant access to 
cryptographic materials based on a BI, while the Navy requires 
an ESI. 

11i 



~'ESREJ 
DECLASSIFIED IN FULL 
Aulhcrity: EO 13528 
Chief, Records & Dec:lasa Dlv, WHS 
Date; MAY 2 2 lOll 

· The regulations of each of the Military 
Departments make reference to accepting the validity of previous 
investigations completed by any agency of the Federal Government 
which meet the minimum investigative requirements of that partic­
ular Department. For all practical purposes. the Departments 
interpret this narrowly and usually do not accept the investiga­
tions of another Department as meeting their standards. 

c. Processing . 

1 n some way to 
analyst. Each 
e.g .• captured 
by NSA. 

Most raw intelligence information must be processed 
put it in a form suitable for use by a production 
type of information requires its own processing; 
documents are translated or SIGINT is processed 

The Director, Central Intelligence (DCI) provides 
as a ser~ice of common interest within the community the National 
Photo9raphfc Interpretation Center (NPIC) (C). The Director, 
NPIC (C), is appointed by the DCI and the member departments and 
agencies of the United States Intelligence Board furnis~ personnel 
and support as required. NPIC {C) provides selective preliminary 
interpretation and distribution of imagery interpretation, main­
tains a selective central file of photo data, engages in and 
sponsors the development of specialized equipment and makes 
recommendations to USIB on any special security controls required. 

d. Production 

The intelligence production activities of the DOD 
can be classified into four major groups: Current Intelligence; 
Scientific and Technical Intelligence; Mapping. Charting and 
Geodesy (MC&G}, and general intelligence production. 

The March 1962 memoranda from the JCS to DIA and 
the Commanders of the Unified and Specified Commands mentioned 
previously also directed that the Unified and Specified Commands 
establish and/or operate activities, except for activities under 
Service cryptologic agencies, to perform intelligence functions 
of common interest-. Thfs was ampliffed and specified in July 
1962 by JCS memorandum to establish a current intelligence/indica­
tions function; intelli9ence production including estimates func­
tion; and target intelligence function. 
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It should be noted at this point that the Military 
Departments had not yet transferred to OIA their intelligence 
productfun elements. That was done tn January, february and 
March 1963. 

. The assignment of intelligence production mission 
to the Unified and Specified Commands directly contradicted the 
function spelled out in the DOD Directive 5105.21 which estab­
lished DIA, that DIA would 11 develop, produce, andprovide ill 
Defense finished intelligence and supporting data, including 
area analysis, military capa~ilities, biographic data summaries. 
target intelligence, and related publications for the use of all 

· DOD components...... The JCS further had charged DIA with ensii"rfng 
that there would be no duplication in the production of intelli-
gence. 

By 1966, OIA acknowledged the realities of the 
situation by issuing the Defense Intelligence Plan which had 
been extensively coordinated with the Military Departments and 
the Unified and Specified Commands. The purpose of the Plan 
was to provide the basis for integrated planning, programming 
and management of Defense intelligence. It delineated the 
intelligence responsibilities and relationships of Department 
of Defense . ~omponents and instituted a Department-wide system 
for review and analysis of intelligence operations to facilitate 

·mutual support and eliminate \~tasteful dupl icatfon. One of the 
principles which this Plan spelled out.was that "intelligence 
produced at higher echelons must be supplemented by local pro­
duction at lower echelons in order to satisfy particular command 
requirements ... The Plan further acknowledged that "some degree 
of parallel and overlapping effort is normal and necessary." The 
primary role of DIA thus shifted from the production of !ll Defense 
intelligence to the production of some strategic or that intelli­
gence used at the JCS/OSO/nationali!Vel. The members of the 
JCS, as chiefs of service, still maintain current intelligence 
and estimates capabilities on their respective staffs to support 
their positions vis-a-vis those of DIA. 

It should be borne in mind that these actions 
we~e the result of extensive negQtiations with the Military 
Departments and the Unified and Specified Commands ~ncluding 
component commands. · DIA has no directive authority over military 
intelligence activities, but only review, coordination, superv1sory 
and a nebulous .management authority. But more and more, DIA has 
been p~shed into a management role by those very elements which 
mainta1n that DIA is incapable of producing intelligence to meet 
their needs. 
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Each of the Military Departments has continued 
to strengthen the capability of its staff to produce general 
and current intelligence and to supervise the production of 
S&T intelligence and mapping. charting and geodesy (MC&G) 
activities. · 

Each DepartmeDt has a large organizatioh devoted 
primarily to MC&G activities: The Army Topographic Command of 
the Corps of Engineers; The Naval Oceanographic Office under 
the Oceanographer of the Navy; and The Aeronautical Chart and 
Information Center reporting to the Chief of Staff of the Air 
Force. 

DIA attempts to coordinate these activities to 
eliminate duplication and set priorities for production. However, 
DIA coordinates through the intelligence elements of the Depart­
mental staffs, and only in the Ai~ Force ·is the MC&G agency 
within the staff purview of the intelligence staff. The Army 
and Navy MC&G elements are in agencies which are not a part of 
the intelligence community. 

There appears to be great potential for savings 
of personnel and expensive equipment by consolidating these . 
three agencies into one Defense Map Service with a single command 
staff. 

Each of the Military Departments produces S&T 
intelligence. The Army has two S&T production agencies; both 
subordinate to the Army Materiel Command: The Foreign Science 
and Technology Center reporting to the staff of the Army 
~ateriel Command Headquarters; and the Missile Intelligence 
Directorate, an element of the Army Missile Command. Jhe Air 
Force S&T intelligence production agency is the Foreign Tech­
nology Division of the Air Force Systems Command. The Naval 
Scientific and Technical Intelligence Center is an element of 
the NIC. 

Both the Army and Air Force agencies are an 
integra 1 part of the research ari_d_ de·v·el opm.enT·-commllni ty and 
their efforts are substant1ally augmented from research and 
ievel~pment funds. 

DIA has tasking authority over each of the Centers 
ind assigns the specific production tasks to be accomplished with 
i specified scope and format. The large majority of the require­
nents for S&T intelligence production arise in the research and 
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development laboratories of the Services. DIA reviews the 
individual requirements and generalize~ them so that many 
requirements will be satisfied by one general product. The 
format and scope of the p~oduct is aimed prim at the 
De artmental or ma or comm nd staff lanners. 

Threat assessments are a type of intelligence 
product that are based on S&T intelligence but are usually 
prepared by an agency other than an S&T intelligence producer. 
Any recommendation or decision to develop or produce a weapon 
or weapons s y s t em s h·o u 1 d i n c 1 u de cons i de rat i o n of the enemy 
threat in the time period when the weapons or weapons systems 
will be operational. Such recommendations and decisions are 
made in the Services and 050. 

The general d~fense intelligence community has 
not yet succeeded in producing threat asse~sments which are 
accepted by the research and deve1opment community, largely 
because each Service tends to see the threat that will advance 
the weapons or systems it owns or proposes. There are, of 
course, many instances, such as the so-called "missile gap" of 
1960, where an intelligence threat assessment has been used . to 
bring about major weapons decisions. 

ODR&E has established his own group to prepare 
threat assessments for use at the 050 level. 

There is always a danger that intelligence will 
be misused when an organization prepares the intelligence assess­
ments that provide a basis for its operating decisions. 

e. Dissemination 

Th~ DIA~ on a daily basis, disseminates reports 
to elements of the DOD intelligence community based on requests 
from the individual elements. Dissemination of a general nature 
is based on statements of intelligence needs compiled by the 
Mt11tary Departments and the Unified and Specified Commands. 
Bulk copies are shipped to the Military Departments who further 
disseminate them to their subordinate elements and component 
commands of the Unified Commands. For those products not pro­
duced by DIA. dissemination lists are compiled by DIA and furnished 
to the producing organization for direct dissemination. 

4(} 

. ~· . 



}41 SESRET 
f. Evaluation 

DECLASSIFIED IN PART 
Authority: EO 13526 . 
Chief, Records & Oeclasa Dlv, WHS 
Date: MAY 2 2 2a12 

There fs one other function which should be 
associated wfth the intelligence process: evaluation. Dis­
cussions wfth users and potential users of intelligence seem 
to indicate that only a small proportion of the intellig7nce 
produced is useful. Many individuals who are familiar w1th 
the Defense intelligence community are critical of its opera~ 
tfon. Respon~fble witnesses have told our sub-committee that: 

(1) The Defense intelligence community does not 
have an effective mechanism for accomplishing the selective 
validation of requirements for intelligence collection or 
production; 

(2) More intelligence information is collected 
than can ever be processed or used. much of it fs collected 

. because the sensor represents an advance in technology without 
regard to the need for the information; 

None of these allegations can be either proved 
or disproved today, because there is no substantial effort or 
procedure to systematically evaluate the intelligence process 
in the Defense intelligence .community or its substantive 
output. 

D. Special Programs 

From tim• to time, special programs are established to 
manage the development of some new collection resource or 
capabflfty. Such developments are usually expensive and involve 
some degree of cooperation with some other agency of Government. 
A program of this type is often designated as a "National Program" 
and the Secretary of Defense is designated Executive Agent for . 
the Government. As a consequence, the responsibility for such a 
program tends to be placed at a relatively high level in the 
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Headquarters of one of the Military Departments. In addition, 
the Secretary of Defense has established a committee to review 
such programs and advise him with regard to the allocation of 
funds to them~ Some program managers attempt to use the 
existence of this committee and the ~National" designation of 
the program to avoid reporting to the ASD(A). Neither the 
Secretary of Defense nor the head of the cooperating agency 
sees any ambiguity in the reporting lines. but many manhours 
are wasted fn debate and the task of the Secretary•s senior 
representative is mad~ mor~ difficult. Another effect of 
this type of parochial tactic is that it estab11 
that permeates ~he entire staf th 

~ .. . . 

A different type of problem also exists with programs of 
thfs sort. Since they are predominantly concern~d with the 
development of a new capab11ttyt the management of the program 
is usually assigned to a devtlopment agencyr This is nece~sary 
and proper for . the development of the c~pabflity; however, it 
does not appear. necess·ary that the output of the new capabfl i ty 
also be managed by the development agency. Proper safegu~rds 
can be established to permit wider exploitation of the product 
on a more timely basis than at present. JS 3 .l(b)( 1 ) 

E. Tactical Intelligence 

All of the intelligence effort discussed to this point 
is called •strategic" or "national" intelligence. It is the 
intelligence needed for planning and making decisions at the 
top levels of the Department of Defense as distinguished from 
~tactical" fntellfgence which is needed by the field commander 
for use in combat. In large part, the resources required to 
collect and process the raw intelligence information are identical 
for both strategic and tactical intelligence. However. "tactical" 
intellfence resources are not specifically tdenttfied as such ;n 
the program1fng process and are not revfewed or funded in an 
intelligence program • . 

The Military Departments, in fulfilling their responsibility 
to develop and support intelligence systems organt~ to combat 
forces, can develop a s1gn1f1cant 1ntelltgence capa 

na ed external to the intelligence com 

JS 3 .. 3(b)( \ ) 
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There is a continuum between pea~e and general war through 
whic_IL_tli~ _j)riodty···n-ee:<rs-· for intelligenc.e tend to shift from _ 
primarily strategic to primarily tactical. The same resourc~s 
can be "'us-ed to satisfy both n'eeds by adjusting the application 
of re_~ __ o_~ .~c~s to_;~-~ changing priority. 

In time of peace or cold ~ar, the priority is for the most 
timely and accurate intellig~nce at the national (Washington) 
level to provide a basis for the best policy and guidance decisions. 
The field commander should want this to be the case to insure 
that policy decisions affectin~ the force structure he might 
have to fight with were the best. In this period of cold war, 
his principal intelligence need is continuity on strengths and 
positions of fprces which might engage him if fighting erupts. 

In time of limited warfare. a localized force commander 
must have the best intelligence to conduct his operations and 
the national level needs timely intelligence to formulate national 
policy, insure the fighting commander sufficient forces, and best 
deploy the remaining forces to meet other commitments. 

In time of general war the priority is to provide the fighting 
force commander with the intelligence needed to prosecute the war; 
relatively less emphasis is placed on long-range policy decisions •. 

The intelligence resources integral to the combatant forces 
must be programmed, developed and operated as a part of the Defense 
intelligenc~ community. At the same time, it is necessary to manage 
and operate these resources in a way that assures that commanders 
at all levels have appropriate access to intelligence information 
they need without regard to the location or control of the sensors. 
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There is a recognized need to 11mtt access to extremely 
sensftfve intelligence materials because their disclosure or 

·even knowledge of thefr existence could cause the source to be 
denied. lives to be in peril. or political repercussions that 
could jeopardize a U.S. position. The National Security Act of 
1947. as amended,states: nThe Director of Centr&l Intelligence 
shall be responsible for protecting 1ntellfgence sources and 
methods from n~u~thorized disclosure." 
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Each of the major systems was initially designed to protect 
a specific functional area and their domains were relatively 

· independent, but as technology and applications have moved f~r­
ward, the domains have de~eloped areas of overlap. 

We now find technical infor~at1on. collectidn and processing 
operations and product which contain information that fs protected 
by more than one of the systems. . 

It is necessary, therefore, for the user to demonstrate a 
need-to~know and · be authorized access under each of the compart­
mented areas which affect control of a particular document. 

Investigative requirements and criteria for granting access 
to all compartmented areas under the cognizance of the DCI are 
formalized 1n .Dtrector of Central Intelligence Directive No. 1/14. 
However, access is actually granted by the manager of the compart· 
men~ed system. · 

Since each of the major compartmented systems is ~anaged by 
a different organization which jealously guards its prerogatives 
to control access to fts information, man otent1al user e 
difficult _ in determ1nin. tha-t usefu 
and more cu ty in getting the multiple access required. 

. · ... .: 
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The Panel reco~rmends that the Defense intelligence 
community be restructured to provide a better ~ranagement 
structure and to assure the provision of intelligence, as 
required, to the President, other consumers at the national 
level and to al~ levels of the Departm~nt from the Secretary 
of Defense to operating units in the field. The ne~ intellf· 
gence structure should: 

1. Function fn response to consumer requirements 
for intelligence and provide timely and quality products, 
responsive to those requirements, with a proper balance 
between collectfon, processing, and production acttvftfes. 

2. Provide a clear chain of command from the President 
and the Secretary of Defense to the collection and production · 
units that wtll assure the timely f1ow of intelligence informa­
tion and minimize the injection of bias arfstng from Service 
affflfat1ons, or operational location. 

3. Provide for a single in~fvfdual in the Office of 
the Secretary of Defense who is the clearly designated repre­
sentative of the Secretary of Defense to other De~artments and 
Agencies of Government for intelligence matters and who is 
responsible to coordinate or direct all intelligence activities 
withfn the Department. . 

4. Provide flexibility for timely development and 
distribution of limited. costly resources. both trained per­
sonnel and equfpments. to meet changing priorities. 

. _ 5. Provide the proper environment to develop an 
effective and efficient professional ' intelligence career 
service for both military and civilian personnel. 

Specifically. it is recommended that the Secretary of 
Defense: 

••••••••••••••••••••••••••••••••••••••••••••••••••••••••••••• 

1. OeA.i.gna.te the Vtpu.tiJ Sec~tetaJLIJ 6oJt Opelta.ti.oM to 
be h.i.~ agent 6olt all ma.t~tltA Jtt!ating to .i.ntell.i.gence, to 
~nclu.de tht 4u.thoJt.i.ty to d~.i.gna.te tho~e a.eti.vi.t.i.eA to be coK-
4i.deJttd i.ntelt~genct aetivi.t.i.tA • 

••••••••••••••••••••••••••••••••••••••••••••••••••••••••••••• 
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Z. E~tabii4h unde4 the Veputy Sec4e.ta~y 6c~ Ope~atio~6 
an A~~i~tant SeckeCa4y o6 Ve6e~4e 6o4 Intelligence IASV!Il) 
with the add~tional title o6 Vi4ecto4 o6 Ve6en~e Intell~genee 
(VVI!. The ASV(I)/VVI would be delegated the 4e.opon&ibility 
to 4tp4e&ent the Sec4eta4y o6 Ve6en6e with othe4 Vepa4tmenta 
and Ageneie4 o~ Gove4nme.nt 6o4 Intelligence matte4~ and to 
c.oo4dina.te. 011. di4ec.t all VOV intelligence a.ctivitie.6, i~c.lud.i.ng 
national p4ogJLam6 which aiLe managed in"the Ve.paJLtment, ~n . 
ac.co4danc.e w~th exioting law and a.pplic.able National Sec.uJL~ty. 
C~uncil and Dikec.to4 o6 Cent1Lal Intelligence V{11.ec.tive6. Among 
h~o &pec.i6~c. 1Le4pon~ibilitieo, the. ASDII)/VVI would: 

a. Se11.ue aa the Ve6en~e JLep4e6entative on the. 
United State6 Intelligence Boa4d, and appoint, with app4oval 
a6 the Ve.puty Se.ciLetaJLy 6oJL OpeJLation6, JLep1Le6entatlve6 to 
othe~ gov~~nment-wide intelligence committee• and boa4d6. 

b. Vi4ect and conthol all VOV intelligence 
actlv~tie~ not 6peci6ieally de6ignated by the Veputy Sec.heta4y 
aoJL Ope~at~on6 a6 o~ganlc to ~ombatant 6o~ee6. 

c. Have the autho4ity to delegate ape.11.ation o6 
any ad thede activitle• which he. deem6 neceaaa~y to a66uJLe 
max~mum exploitation o6 000 4e•ouJLce4. 

. d. Review all p1!.opo6ed intelligence p1Logham•. 
mon~to~ and evaluate all on-going intelligence activitlea and 
make Jt.ecommen.dation6 to the Veputtj Sec.JLetalltJ .fJo4 OpeJtationJ.> 
with JLega4d to allocation a6 JLe6ouJt.cea. 

. e. EAtabliah pJLoceduJLe4 to 4evlew and validate 
4equ~JLementa 6oJt. ~ntellige.nce. p4oduction and collection and 
evaluate the p11.oduct again6t the Jt.equiJLement. 

6· EAtabti6h p~oeeduJteA 6oJt. and pehiodically 
~onduct a 6tJ&tematie evaluation a6 the intelligence p4oceAA 
~n the Ve.oeMe intelligence community. Thia evaluation Ahould 
-<.nc.lude· an t.t66e6.6ment o6 the ut~lLt!f o6 the intelligence pJt.o­
duct6 ~JLavided to conAumei!.A outaide the Ve6enae intelligence 
c.ommun.t..ty. 
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g. Rev~ew and con~ol~date 4equiAement~ ~o~ 
~e~ea.Ach and development ~n AuppoA.t o6 ~ntell~gence aet~vitie~. 

h. Vevelop policleA and p~oce.duJte~ to ~nAuAe 
the pAotec.t~on o~ intelligence and a6 intelligence AauAceA 
and method~ 6Aom unauthoAized dl4c.lo4u~e. Thib w~tt ~nctude 
the eAtabl!Ahment and contAol o0 bpeciat acceAA ~y~.tem4 6aA 
4en4itlve pAogAam4 not atAe.ady cove~ed by AyAtemA initiated 
by highe~ duthoAity. He. witt lnAu~e that balanced judgment 
i4 applied between the need ~OA exploitation and the need QOA 
pJto.tectlon, paJtticu..f.a.Aly Aecognizing that the balance o6 th.i.A 
~e.tat.i.on.6h.i.p Ahi6tA thJtough the pha.6eA o6 intelligence ope.Aa­
tion4: identiftying Aequi~ementA and concept ooAmutation; 
development, pJtoc.u.Jtement and implementation; c.ollec..tion; 
pJtoceAAing; pJtodu.ction; and d~.64eminaZ.i.on. 

3. EAtabliAh unde.Jt the ASV{l)/VVI: 

a. A Veden4e SecuJtity Command (VSECCI to be 
c.ompo~e.d }' o6 the pAeAent SeJtvi~e CJtyptol.ogi.c Agenc..le.& and all 
otheA Ve,en~e intell~genc.e c.otlection activitieA except 6oJt 
tho~e which have been 4pec.i~lc.ally de.6ignated by the Vepu.ty 
Se.c..lle.ta.Jty 6oJt Ope.Jta..tionA a..& oJtga.n.Lc. to comba.ta.n.t 6oJtcU. The 
VSECC Ahould pe.Jt6oJtm thoAe pJtoceJ.&ing activit~e.& which aJte 
moAt e66ic..lently aJ.&oc.ia.ted with collection 6ac.ilitie.A. Among 
hiA Ape.c.i6ic ~e.&pon.&~b~liti~, ~he CommandeJt, VSECC would, 
und~~ the dlJte~~~on o6 the VVI: 

..... .. . __ __ ____ _ _ __ ___ (7) Command all tho-6e. de4ignated Veften.&e 
bt-t~lt~ge.nc.e c.olle~.tion and a.-~:&·o~~ated piloce.&.6ing and Jtepoltting 
a.c..ti.vi.t.-ie.6, with authoJt.i.ty to dele.ga..te adm~n.i.A.tJtat.ive management 
olt. opuat..lona.l con.tJtol. a..& he deem.A nece-64a.Jty. 

(2) SeJtve a.J ViJtec.toJt, National SecuJtLty 
Agenc~. 
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( 3 J l n~ uJte .the mo~ .t j u.d.<.c..i.oru u.6 e. o 6 
c.ommon ~t~66 elemen.t.6 between hi.6 VSECC and NSA. 

{4) In.6uJte the t~mely d.i..6.6em.i.nat.i.on o6 
.<.n~elligenc.e .i.n6o~ma.~on .to all app~topJtiate Vepa~.tment4, 
Agenc.ie.6, Command.6 olt opeJtating un.i..t.6. 

(S) P1tepa1te the De 0en.6e Secu~.i.ty P1tog~am 
6 o~ tho.6 e a.c..t.i.vLt-i..e.6 6 o It wh-i.c.h he. i...6 Jte.6 po n~ibte, and lte view 
and c.oo~d.i.na.te. .the pltogltam.6 o6 .<.n.telligenc.e c.otlec.tion ac.tlv.i.­
t~e4 oltgan.i.c. to the c.ombata.n.t ~oltc.e.6 to .i.n.6ulte ma%.i.mum explo.i..ta­
tion o~ lteAoultc.e4. 

b. A De6enAe Intelligenc.e PJtodu.c.t.i.on Agenc.y 
(VlPA), to ~eptac.e the Ve6en.6e Inteltigenc.e Agenc.y, who.6e 
D~Jtec..toJt wou.ld be Jte.6pon.6.i.bte ftOlt De6en.6e ln.te.lt.i.ge.nc.e plto­
duc.t.ion e;(c.ept 6oJt tho.6e pJtoduc.Uon ac.:ti.vi..ti..e.6 .6pec..i6i..c.al.ly 
a.6.6igned to the c.ombatant 6oJtc.e4 by the Deputy Sec.JtetaJty 6aJt 
Opeltat~on.6. Among h.i..6 .6pe.c..i.6ic. Jte6pon.6.i.bili..t.ieA, the V.i.Jtec.tolt, 
OIPA would: 

(J) V.iJtec.t tho.6e .<.ntelli.genc.e pltoduc..t.i.on 
ac.ti.v.i..tie.6 wh.i.c.h have been ptac.e.d u.nde.Jt hi...6 pu.lt.v.i.e.w, w.i.th the 
autholt.i.ty to delegate admi.n.i..6tJta.ti.ve management oJt opeJta.t.i.onal 
c.ontJtol a..6 he deem.6 nece.6.6~y. 

(2) PJtovi.de c.uJtJtent .i.ntelligenc.e to deA.i.gna.ted 
.i.ndi.v.idua.l.6 and oJtgan.i.zati..on.6. 

r 3) P!tov.ide .thJtea.t 4.6.6 e..64ment~ 6oJt atl e.te.me.n.t-6 
o6 000, u Jtequ.iJted. 

(4J Pltov.ide. 6i.n.i..6hed ln.tettigence. to app~o­
pJt.i~.te. eleme.n.t.6 o& .the De.paJttmen.t .i.n Jte4ponAe to e.xplte64ed ne.e.~. 

(5} P~tov.i.de all VOV ~ntetl.i.ge.nc.e e.6t.imate4 
and .input4 to national e.4.t.i.ma.te.6 a.6 dl..ltec.te.d by the ovr. 

___ _ _ __ _ (6) Manage all Ve6en.6e. lntell.i.gence p!toduc.-
ti..an in6oJtma.t.i.on 4 y.6.tim4, -inc.liidEng .tho~ -i. -of .the .i.ntelli.genc.e 
ac..t.ivLti.e4 oJtgan.ic. to .the combatant 6oltc.U, :to .i.nAulte .<.nte.Jr.­
ope.Jtab.il-ity and optimized intell.i.genc.e 6low .to and 6Jtom all 
e.c.he.lon4 o& OOV. 
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( 7) PJle.pa.ILe the. Ve6 en~ e 1 n:te.ll-igenc.e 
PJlog~a.m ~oJl thoAe activltle.t. undeA hiA d.i.Ae.c:tion, and Jleview 
~nd c.ooJld.ina:te. :the pAogllam~ o~ intelligence plloduc.:tion a.ctivi­
:tA.eh oJr.ga.n.lc. :to c.omba.ta.nt 6oJtc.u :to .i..U(L)tt. ma.t.imum e.x.plo.i.ta.Uon 
o 6 JleA o IA)Lceh • 

4. Expand the. Jte4pon4.i.bili.:tie.4 o6 the National 
Se.c.uJl.l:ty Agency to include the pAoc.e.4~ing, data. ba4e ma.i.n­
.tenanc.e and ltepoAt.i.ng o6 ail inte.tl.lgenc.e -ln6oAmation a..6 
d~Ae.cte.d by the VVl. . 

••••••••••••••••••••••••••••••••••••••••••••••••••••••••••••• 

S. E~ta.bli4h witk.in the VSECC a. uni6ied Ve6ent.e 
I nv e.htiga.t..i. v e Se~v-lc.e Aet. pon4-lble · 6 oA a.ll peu o nne! 4 ec.u.Jt.ity 
invut.i.ga.t.i.on4 with-in :the VOV and .i:t4 c.ontJtactoJL4. 



6. Combine the A~my Topog~aphlc Command, the Naval 
Oeeanog4aphle 066lee and the Ae~ona.utlaal Cha~t and ln3o~ma­
Uon Cen.teJt .into a u.nl6.i.ed Oe6en~e Map SeJLv.iee Jr.epo~t.l.ttg to 
the Sec.JLe.taJty od Ve6enJe thJtough the 'Oepu.ty Sec.Jteta.Jty o6 
Ve 6 en~ e I Management o 6 Ru ou.Jtc.eJ J • 

••••••••••••••••••••••••••••••••••••••••••••••••••••••••••••• 

••••••••••••••••••••••••••••••••••••••••••••••••••••••••••••• 

7. Take the ac.t.i.on' nec.eJJ41LIJ (a) to extend to the 
en.t..i~e Ve6en..6e. inte.t.tigenc.e c.ommun.ity the a.u.thoJtity tha.t the 
Na..tiona.l Sec.~.i..ty Agenc.y pJteJently ha.~ to develop a plto6e~Jional 
c.aJteelt .6e1Lvlc.e, and (bJ .to e~tabl.iJh an .i.ntetl.i.genc.e c.a.ILee~ 
6e1Lvlc.e 6oJt millta.JLy o66lc.e1LJ. 
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